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Finally, Senate Republicans are 

blocking the nomination of the Legal 
Adviser of the State Department, the 
person who would be best able to an-
swer their legal questions if he were 
confirmed. Thanks to the Republicans’ 
failure to govern—now I am not mak-
ing this up. It has been determined by 
political scientists in our country that 
this Congress is the most unproductive 
Congress in the history of the country. 
Thanks to the Republicans’ failure to 
govern, we are still far behind recent 
historic norms in confirming nominees, 
and innocent public servants are 
caught in the middle of this do-nothing 
Congress led by the Republicans. It is 
not right, and it is not fair. I hope 
adult voices in the Republican caucus 
will say enough is enough. Sometimes 
enough is enough. People have to rise 
up against these people who are giving 
Republicans such a name. The brand is 
not so good. I hope the Presiding Offi-
cer understands that. Partisanship 
should not extend beyond the borders 
of our Nation. It is time for Repub-
licans to start acting like a governing 
party and stop playing these games 
with our national security based on the 
fact that they don’t like the person 
who is President of the United States 
and the one who is going to become 
President of the United States. 

Will the Chair announce what our 
business is today? 

f 

RESERVATION OF LEADER TIME 

The PRESIDING OFFICER. Under 
the previous order, the leadership time 
is reserved. 

f 

CYBERSECURITY INFORMATION 
SHARING ACT OF 2015 

The PRESIDING OFFICER. Under 
the previous order, the Senate will re-
sume consideration of S. 754, which the 
clerk will report. 

The senior assistant legislative clerk 
read as follows: 

A bill (S. 754) to improve cybersecurity in 
the United States through enhanced sharing 
of information about cybersecurity threats, 
and for other purposes. 

Pending: 
Burr/Feinstein amendment No. 2716, in the 

nature of a substitute. 
Burr (for Cotton) modified amendment No. 

2581 (to amendment No. 2716), to exempt 
from the capability and process within the 
Department of Homeland Security commu-
nication between a private entity and the 
Federal Bureau of Investigation or the 
United States Secret Service regarding cy-
bersecurity threats. 

Feinstein (for Coons) modified amendment 
No. 2552 (to amendment No. 2716), to modify 
section 5 to require DHS to review all cyber 
threat indicators and countermeasures in 
order to remove certain personal informa-
tion. 

Burr (for Flake/Franken) amendment No. 
2582 (to amendment No. 2716), to terminate 
the provisions of the Act after six years. 

Feinstein (for Franken) further modified 
amendment No. 2612 (to amendment No. 
2716), to improve the definitions of cyberse-
curity threat and cyber threat indicator. 

Burr (for Heller) modified amendment No. 
2548 (to amendment No. 2716), to protect in-
formation that is reasonably believed to be 
personal information or information that 
identifies a specific person. 

Feinstein (for Leahy) modified amendment 
No. 2587 (to amendment No. 2716), to strike 
the FOIA exemption. 

Burr (for Paul) modified amendment No. 
2564 (to amendment No. 2716), to prohibit li-
ability immunity to applying to private en-
tities that break user or privacy agreements 
with customers. 

Feinstein (for Mikulski/Cardin) amend-
ment No. 2557 (to amendment No. 2716), to 
provide amounts necessary for accelerated 
cybersecurity in response to data breaches. 

Feinstein (for Whitehouse/Graham) modi-
fied amendment No. 2626 (to amendment No. 
2716), to amend title 18, United States Code, 
to protect Americans from cybercrime. 

Feinstein (for Wyden) modified amendment 
No. 2621 (to amendment No. 2716), to improve 
the requirements relating to removal of per-
sonal information from cyber threat indica-
tors before sharing. 

The PRESIDING OFFICER. Under 
the previous order, the time until 11 
a.m. will be equally divided between 
the two leaders or their designees. 

The Senator from Nevada. 
AMENDMENT NO. 2548, AS MODIFIED 

Mr. HELLER. Mr. President, after 
my years of growing up in Nevada, I 
appreciate the values that make Ne-
vadans distinct, fiercely independent, 
and very diverse—in fact, as diverse as 
the terrain is in Nevada. But what 
never ceases to amaze me about Nevad-
ans is our passion for protecting Amer-
ica’s privacy from the intrusion of the 
Federal Government. It is a value that 
is shared across the entire State and 
one that I have sworn to uphold. But 
many Americans have lost faith that 
their government will uphold their 
civil liberties. 

It is Congress’s responsibility to en-
sure that every piece of legislation 
passed by this body protects the pri-
vacy and liberties of all Americans, 
and I will not accept attempts to di-
minish these nonnegotiable rights. 
That is why I am on the floor today to 
continue protecting Americans’ and 
Nevadans’ privacy by pushing for my 
amendment on the Cybersecurity Infor-
mation Sharing Act. 

To begin with, I wish to commend my 
colleagues, both Chairman BURR and 
Ranking Member FEINSTEIN, for recog-
nizing the need to address the serious 
issue of cyber security. As ranking 
member of the commerce committee’s 
consumer protection subcommittee in 
the last Congress, I delved into these 
issues and understand the impact of 
data breaches and cyber threats. It is 
an economic concern as well as a na-
tional security concern for our coun-
try. 

I share the desire to find a path for-
ward on information sharing between 
the Federal Government and the pri-
vate sector as another tool in the cyber 
security toolbox, but these efforts can-
not come at the expense of personal 
privacy. The bill, including the sub-
stitute amendment that I see today, 
does not do enough to ensure that per-

sonal, identifiable information is 
stripped out before being shared, and 
that is why I have offered this simple 
fix. 

Let’s strengthen the standard for 
stripping out this information. Right 
now, this legislation says that the Fed-
eral Government only has to strip out 
personal information if they know it is 
not directly related to cyber threat— 
that word being ‘‘know.’’ My amend-
ment No. 2548, as modified, will ensure 
that when personal information is 
being stripped out, it is because the en-
tity reasonably believes it is not re-
lated to cyber threat. That is the 
change—from knowing to reasonably 
believing. This distinction creates a 
wider protection for personal informa-
tion by ensuring that these entities are 
making an effort to take out personal 
information that is not necessary. 

Frankly, I am proud of the support I 
have from Senators LEAHY and WYDEN, 
both great advocates in the Senate for 
privacy. However, I am disappointed 
that my amendment was not included 
in the substitute amendment that we 
see today. 

The supporters of this bill talk about 
how this legislation upholds privacy 
but couldn’t accept a reasonable 
amendment that complements those 
privacy provisions. 

Our friends over in the House of Rep-
resentatives already agree that the pri-
vate sector should be held to this 
standard, which is why they included 
this language in the cyber security bill 
they passed. I guess the question is, If 
this is good enough for the private sec-
tor, shouldn’t it be good enough for the 
government sector? 

Furthermore, DHS has publicly ac-
knowledged the importance of remov-
ing personal, identifiable information 
because it will allow an information 
sharing regime to function more effi-
ciently. 

What this has come down to is our 
Nation’s commitment to balancing the 
needs for sharing cyber security infor-
mation with the needs to protect 
Americans’ personal information. Like 
many in the tech community have al-
ready stated, security should not come 
at the expense of privacy. In fact, that 
was said a couple hundred years ago by 
Benjamin Franklin. Security should 
not come at the expense of privacy. I 
believe my amendment No. 2548 to hold 
the Federal Government accountable 
strikes that balance, and I hope this 
simple fix can be incorporated into the 
legislation. 

I encourage my colleagues to support 
this commonsense effort to strengthen 
this bill and keep our commitment to 
upholding the rights of all U.S. citi-
zens. 

I appreciate Senators BURR and FEIN-
STEIN’s willingness to work with me on 
this amendment and look forward to 
continuing this debate. 

I thank the Presiding Officer, and I 
yield the floor. 

The PRESIDING OFFICER. The Sen-
ator from North Carolina. 
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