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it is important that the different university- 
based centers reach out and collaborate 
among a diverse array of academic institu-
tions, particularly with historically Black col-
leges and universities (HBCU) and minority 
serving institutions. 

I applaud Rankin Member THOMPSON for in-
cluding specific language that reaches out to 
diverse universities, specifically often over-
shadowed historically Black colleges and uni-
versities. 

HBCU such as Texas Southern University, 
in my Congressional district, is preparing tech-
nically savvy Homeland Security professionals 
for Maritime Transportation Security. 

All educational institutions who meet criteria 
should be eligible to participate in the Depart-
ment of Homeland Security’s University Pro-
gram. 

This bill supports the program’s mission 
needs of building a stable community of 
homeland security researchers and educators 
at U.S. colleges and universities. 

Fostering a homeland security culture within 
the academic community through research 
and educational programs is a great partner-
ship between government and our education 
institutions. 

Strengthening U.S. scientific leadership in 
homeland security research and education giv-
ing our students a competitive ranking on a 
global level. 

Generating and disseminating knowledge 
and technical advances to advance the home-
land security mission helps to recruit future 
partners and participants. 

Integrating homeland security activities 
across agencies engaged in relevant aca-
demic research will help partners work in con-
cert to develop critical technologies and anal-
yses to secure the nation’s security interest. 

The Department of Homeland Security’s 
Science and Technology Centers of Excel-
lence develop multidisciplinary, customer-driv-
en, homeland security science and technology 
solutions and help train the next generation of 
homeland security experts. 

The Homeland Security University-based 
Centers Review Act regulates the institutions 
designated with this distinguished honor of 
training the next generation of leaders in the 
scientific and technological fields. 

Raising the visibility and status of the gov-
ernment sponsored programs creates an envi-
ronment where each institution has to take re-
sponsibility for the use of their funds and 
prove those uses furthered the mission needs 
of DHS. 

Mr. Speaker, I am proud to support this bi-
partisan bill and strongly urge all of my col-
leagues to join me in supporting H.R. 2390. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentleman from Texas (Mr. 
RATCLIFFE) that the House suspend the 
rules and pass the bill, H.R. 2390, as 
amended. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the bill, as 
amended, was passed. 

A motion to reconsider was laid on 
the table. 

f 

CBRN INTELLIGENCE AND INFOR-
MATION SHARING ACT OF 2015 

Ms. MCSALLY. Mr. Speaker, I move 
to suspend the rules and pass the bill 

(H.R. 2200) to amend the Homeland Se-
curity Act of 2002 to establish chem-
ical, biological, radiological, and nu-
clear intelligence and information 
sharing functions of the Office of Intel-
ligence and Analysis of the Department 
of Homeland Security and to require 
dissemination of information analyzed 
by the Department to entities with re-
sponsibilities relating to homeland se-
curity, and for other purposes, as 
amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 2200 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘CBRN Intel-
ligence and Information Sharing Act of 
2015’’. 
SEC. 2. CHEMICAL, BIOLOGICAL, RADIOLOGICAL, 

AND NUCLEAR INTELLIGENCE AND 
INFORMATION SHARING. 

(a) IN GENERAL.—Subtitle A of title II of 
the Homeland Security Act of 2002 (6 U.S.C. 
121 et seq.) is amended by adding at the end 
the following: 
‘‘SEC. 210G. CHEMICAL, BIOLOGICAL, RADIO-

LOGICAL, AND NUCLEAR INTEL-
LIGENCE AND INFORMATION SHAR-
ING. 

‘‘(a) IN GENERAL.—The Office of Intel-
ligence and Analysis of the Department of 
Homeland Security shall— 

‘‘(1) support homeland security-focused in-
telligence analysis of terrorist actors, their 
claims, and their plans to conduct attacks 
involving chemical, biological, radiological, 
and nuclear materials against the Nation; 

‘‘(2) support homeland security-focused in-
telligence analysis of global infectious dis-
ease, public health, food, agricultural, and 
veterinary issues; 

‘‘(3) support homeland security-focused 
risk analysis and risk assessments of the 
homeland security hazards described in para-
graphs (1) and (2), including the transpor-
tation of chemical, biological, nuclear, and 
radiological materials, by providing relevant 
quantitative and nonquantitative threat in-
formation; 

‘‘(4) leverage existing and emerging home-
land security intelligence capabilities and 
structures to enhance prevention, protec-
tion, response, and recovery efforts with re-
spect to a chemical, biological, radiological, 
or nuclear attack; 

‘‘(5) share information and provide tailored 
analytical support on these threats to State, 
local, and tribal authorities as well as other 
national biosecurity and biodefense stake-
holders and other Federal agencies, as appro-
priate; and 

‘‘(6) perform other responsibilities, as as-
signed by the Secretary. 

‘‘(b) COORDINATION.—Where appropriate, 
the Office of Intelligence and Analysis shall 
coordinate with other relevant Department 
components, including the National Bio-
surveillance Integration Center, others in 
the Intelligence Community, including the 
National Counter Proliferation Center, and 
other Federal, State, local, and tribal au-
thorities, including officials from high- 
threat areas, State and major urban area fu-
sion centers, and local public health depart-
ments, as appropriate, and enable such enti-
ties to provide recommendations on optimal 
information sharing mechanisms, including 
expeditious sharing of classified information, 
and on how they can provide information to 
the Department. 

‘‘(c) DEFINITIONS.—In this section: 

‘‘(1) The term ‘appropriate congressional 
committees’ means the Committee on Home-
land Security of the House of Representa-
tives and any committee of the House of 
Representatives or the Senate having legis-
lative jurisdiction under the rules of the 
House of Representatives or Senate, respec-
tively, over the matter concerned. 

‘‘(2) The term ‘Intelligence Community’ 
has the meaning given that term in section 
3(4) of the National Security Act of 1947 (50 
U.S.C. 401a(4)). 

‘‘(3) The term ‘national biosecurity and 
biodefense stakeholders’ means officials 
from the Federal, State, local, and tribal au-
thorities and individuals from the private 
sector who are involved in efforts to prevent, 
protect against, respond to, and recover from 
a biological attack or other phenomena that 
may have serious health consequences for 
the United States, including infectious dis-
ease outbreaks.’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of such Act is 
amended by adding at the end of the items 
relating to such subtitle the following: 

‘‘Sec. 210G. Chemical, biological, radio-
logical, and nuclear intel-
ligence and information shar-
ing.’’. 

(c) REPORT.— 
(1) IN GENERAL.—Not later than one year 

after the date of the enactment of this Act 
and annually thereafter, the Secretary of 
Homeland Security shall report to the appro-
priate congressional committees on— 

(A) the intelligence and information shar-
ing activities under subsection (a) and of all 
relevant entities within the Department of 
Homeland Security to counter the threat 
from attacks using chemical, biological, ra-
diological, and nuclear materials; and 

(B) the Department’s activities in accord-
ance with relevant intelligence strategies. 

(2) ASSESSMENT OF IMPLEMENTATION.—The 
report shall include— 

(A) a description of methods established to 
assess progress of the Office of Intelligence 
and Analysis in implementing the amend-
ment made by subsection (a); and 

(B) such assessment. 
(3) TERMINATION.—This subsection shall 

have no force or effect after the end of the 5- 
year period beginning on the date of the en-
actment of this Act. 

SEC. 3. DISSEMINATION OF INFORMATION ANA-
LYZED BY THE DEPARTMENT TO 
STATE, LOCAL, TRIBAL, AND PRI-
VATE ENTITIES WITH RESPONSIBIL-
ITIES RELATING TO HOMELAND SE-
CURITY. 

Section 201(d)(8) of the Homeland Security 
Act of 2002 (6 U.S.C. 121(d)(8)) is amended by 
striking ‘‘and to agencies of State’’ and all 
that follows and inserting ‘‘to State, local, 
tribal, and private entities with such respon-
sibilities, and, as appropriate, to the public, 
in order to assist in preventing, deterring, or 
responding to acts of terrorism against the 
United States.’’. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
Arizona (Ms. MCSALLY) and the gen-
tleman from Mississippi (Mr. THOMP-
SON) each will control 20 minutes. 

The Chair recognizes the gentle-
woman from Arizona. 

GENERAL LEAVE 

Ms. MCSALLY. Mr. Speaker, I ask 
unanimous consent that all Members 
may have 5 legislative days in which to 
revise and extend their remarks and to 
include any extraneous material on the 
bill under consideration. 
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The SPEAKER pro tempore. Is there 

objection to the request of the gentle-
woman from Arizona? 

There was no objection. 
Ms. MCSALLY. Mr. Speaker, I yield 

myself such time as I may consume. 
Mr. Speaker, as the chairman of the 

Committee on Homeland Security’s 
Subcommittee on Emergency Pre-
paredness, Response, and Communica-
tions, I rise today in support of H.R. 
2200, the CBRN Intelligence and Infor-
mation Sharing Act of 2015. 

We know that terrorists have long 
strived to employ chemical, biological, 
radiological, and nuclear—or CBRN— 
materials in their attacks. ISIS and 
other terror organizations have at-
tempted to use chemical weapons, and 
experts suggest that terrorist interest 
in utilizing chemical agents has in-
creased. In fact, reports indicate that 
ISIS may be currently using chemical 
weapons in Syria and Iraq. 

Since the procedures and equipment 
required to develop biological weapons 
are the same as those used for legiti-
mate research purposes and are readily 
available, it is imperative that intel-
ligence information related to bio 
threats is appropriately analyzed and 
shared with those who would be on the 
front lines of response in the event of a 
biological attack. 

Furthermore, events such as the Bos-
ton Marathon bombing in 2013 illus-
trated the need for better information 
sharing between Federal and local offi-
cials. 

H.R. 2200 will enhance intelligence 
analysis and information sharing to fill 
this need and will work to ensure that 
State and local officials get the action-
able intelligence information necessary 
to stop or mitigate a CBRN attack. 

This legislation considers informa-
tion garnered from the Subcommittee 
on Emergency Preparedness, Response, 
and Communications hearings on the 
threat of chemical and biological ter-
rorism. During two hearings earlier 
this year, we heard from numerous 
stakeholders that information sharing 
with appropriate State and local offi-
cials and emergency response providers 
about these threats is critical. 

Specifically, this budget neutral bill 
requires the Office of Intelligence and 
Analysis at DHS to support homeland 
security focused intelligence analysis 
of CBRN threats, including emerging 
infectious diseases, working in coordi-
nation with the Department’s National 
Biosurveillance Integration Center and 
the intelligence community. 

As information and intelligence is 
only useful if it is shared with those 
who can take action, such as State, 
local, tribal, and private entities, H.R. 
2200 directs the Office of Intelligence 
and Analysis to not only share infor-
mation with these partners, but also 
engage with them and get their feed-
back on mechanisms for two-way shar-
ing of information. 

Finally, H.R. 2200 directs the Sec-
retary of DHS to report annually for 5 
years on the Department’s intelligence 

and information sharing activities to 
counter the threat from weapons of 
mass destruction and DHS’s activities 
in accordance with relevant intel-
ligence strategies. 

The House passed nearly identical 
bills during the 112th and 113th Con-
gresses with bipartisan support. 

I urge Members to join me in sup-
porting this bill, and I reserve the bal-
ance of my time. 

Mr. THOMPSON of Mississippi. Mr. 
Speaker, I yield myself such time as I 
may consume. 

I rise in strong support of H.R. 2200, 
the CBRN Intelligence and Information 
Sharing Act. 

Mr. Speaker, in the years following 
the September 11 attacks, Congress 
worked to address many of the pre-
paredness gaps identified by the 9/11 
Commission, including the threat 
posed by weapons of mass destruction. 
Pursuant to the 9/11 Commission’s rec-
ommendations, Congress established 
the Weapons of Mass Destruction, or 
WMD Commission. 

In 2008, the WMD Commission issued 
a series of recommendations to counter 
the proliferation of WMDs and build a 
more robust national capability to re-
spond to such attacks. 

b 1715 

Subsequently, the WMD Commission 
and its legacy organization, the WMD 
Center, issued a series of report cards 
evaluating the Federal Government’s 
progress in implementing the WMD 
Commission’s recommendations. Un-
fortunately, each report card found 
that the Federal Government was not 
acting quickly enough. 

In the years since the WMD Center 
issued its final bio-response report card 
in 2011, WMD threats have continued to 
evolve. What we know now is that the 
threats posed by WMDs are more dy-
namic and that our enemies are grow-
ing more agile. H.R. 2200 focuses on an 
important aspect of our Nation’s abil-
ity to prevent, to prepare for, and to 
respond to a WMD attack—information 
sharing. 

At the full committee and sub-
committee levels, the Committee on 
Homeland Security has devoted signifi-
cant time and resources to assessing 
Federal activities to address the threat 
of WMDs. I have heard one message 
consistently from the witnesses who 
have come before us: we need to im-
prove coordination and information 
sharing with State and local govern-
ments and emergency responders. Situ-
ational awareness is essential to ensur-
ing a robust response to a CBRN inci-
dent and to saving lives; and I appre-
ciate Emergency Preparedness, Re-
sponse, and Communications Sub-
committee Chairwoman MCSALLY’s ef-
forts to improve CBRN threat-related 
intelligence and information sharing. 

If we learned anything from the 9/11 
attacks, it is that information sharing 
saves lives. From putting desperate 
pieces of information together, to stop-
ping an attack, to ensuring that first 

responders are equipped to respond 
safely and effectively, information 
sharing plays an essential role in com-
plete situational awareness. H.R. 2200 
will improve the way we use informa-
tion related to evolving threats posed 
by chemical, biological, nuclear, and 
radiological agents. I urge my col-
leagues to support H.R. 2200. 

I yield back the balance of my time. 
Ms. MCSALLY. Mr. Speaker, I yield 

myself such time as I may consume. 
I, once again, urge my colleagues to 

support this bipartisan legislation that 
will enhance the sharing of CBRN-re-
lated threat information. 

I yield back the balance of my time. 
Mr. HIGGINS. Mr. Speaker, I rise in support 

of H.R. 2200, the CBRN Intelligence and Infor-
mation Sharing Act of 2015. 

I would like to begin by thanking my col-
league, MARTHA MCSALLY, for her work on this 
important bill. 

This bipartisan piece of legislation would di-
rect the Department of Homeland Security to 
analyze terrorist intentions with respect to 
chemical, biological, radiological and nuclear 
material, and share this information with state, 
local and federal entities. 

The bill includes my amendment, which was 
accepted in Committee, to require DHS to as-
sess the specific risks presented by trans-
porting these materials, addressing a key con-
cern in Western New York. 

The Department of Energy plans to begin 
shipping highly-enriched uranium liquid from 
Canada to South Carolina next year. This ma-
terial, which is far more radioactive than spent 
nuclear fuel, would be shipped in casks that 
have never been certified to carry highly-en-
riched uranium liquid. 

The Department proposes to transport this 
waste across the Northern Border at the 
Peace Bridge, the second busiest crossing for 
cargo and the busiest crossing for passengers 
on the Northern Border. 

The Peace Bridge crosses the Niagara 
River which connects two Great Lakes, the 
contamination of which could endanger the 
world’s largest fresh water supply. 

The nuclear casks would then proceed from 
the Peace Bridge through downtown Buffalo, a 
high-density urban area. 

The Department of Energy approved this 
route nearly twenty years ago, and it reflects 
the pre-nine-eleven mindset on the threat and 
consequences of terrorism. 

The legislation before us today would allow 
the Department of Energy to reconsider the 
wisdom of transporting dangerously radio-
active material through high-risk areas like 
Buffalo. 

Again, I want to thank my colleague, MAR-
THA MCSALLY, for her work and leadership on 
this issue and urge passage of this bill. 

Ms. JACKSON LEE. Mr. Speaker, as a sen-
ior member of the Homeland Security Com-
mittee, I rise in strong support of H.R. 2200, 
the ‘‘CBRN Intelligence and Information Shar-
ing Act of 2015.’’ 

I support this bipartisan legislation which 
amends the Homeland Security Act of 2002 to 
direct the Office of Intelligence and Analysis of 
the Department of Homeland Security (DHS) 
to: (1) support homeland security-focused in-
telligence analysis of terrorist actors, their 
claims, and their plans to conduct attacks in-
volving chemical, biological, radiological, and 
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nuclear materials against the nation and of 
global infectious disease, public health, food, 
agricultural, and veterinary issues; (2) support 
homeland security-focused risk analysis and 
risk assessments of such homeland security 
hazards by providing relevant quantitative and 
no quantitative threat information; (3) leverage 
homeland security intelligence capabilities and 
structures to enhance prevention, protection, 
response, and recovery efforts with respect to 
a chemical, biological, radiological, or nuclear 
attack; and (4) share information and provide 
tailored analytical support on these threats to 
state, local, and tribal authorities as well as 
other national biosecurity and biodefense 
stakeholders. 

I am pleased that H.R. 2200 incorporates an 
amendment by Congresswoman MCSALLY that 
directs the department to establish chemical, 
biological, radiological, and nuclear (CBRN) in-
telligence and information sharing functions of 
the Office of Intelligence and Analysis of the 
Department of Homeland Security and to re-
quire dissemination of information analyzed by 
the Department to entities with responsibilities 
relating to homeland security. 

The Nation’s chemical facilities represent a 
terrorist target that must be protected. 

It is my hope that this bill will improve upon 
current legislation authorizing the Department 
of Homeland Security to regulate security 
practices at the Nation’s chemical facilities. 

Mr. Speaker, it is clear that we must equip 
ourselves to be able to detect attacks of a 
CBRN nature. 

H.R. 2200 ensures a standardized commu-
nication platform for need to know industries 
dealing with such sensitive information. 

There is no room for error when it comes to 
our nation’s security. 

I urge all of my colleagues to join me in vot-
ing to pass, H.R. 2200, the ‘‘CBRN Intel-
ligence and Information Sharing Act of 2015.’’ 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from Arizona (Ms. 
MCSALLY) that the House suspend the 
rules and pass the bill, H.R. 2200, as 
amended. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. THOMPSON of Mississippi. Mr. 
Speaker, on that I demand the yeas 
and nays. 

The yeas and nays were ordered. 
The SPEAKER pro tempore. Pursu-

ant to clause 8 of rule XX, further pro-
ceedings on this motion will be post-
poned. 

f 

DEPARTMENT OF HOMELAND SE-
CURITY INTEROPERABLE COM-
MUNICATIONS ACT 

Ms. MCSALLY. Mr. Speaker, I move 
to suspend the rules and concur in the 
Senate amendment to the bill (H.R. 
615) to amend the Homeland Security 
Act of 2002 to require the Under Sec-
retary for Management of the Depart-
ment of Homeland Security to take ad-
ministrative action to achieve and 
maintain interoperable communica-
tions capabilities among the compo-
nents of the Department of Homeland 
Security, and for other purposes. 

The Clerk read the title of the bill. 
The text of the Senate amendment is 

as follows: 
Senate amendment: 
Strike out all after the enacting clause and 

insert: 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Department of 
Homeland Security Interoperable Communica-
tions Act’’ or the ‘‘DHS Interoperable Commu-
nications Act’’. 
SEC. 2. DEFINITIONS. 

In this Act— 
(1) the term ‘‘Department’’ means the Depart-

ment of Homeland Security; 
(2) the term ‘‘interoperable communications’’ 

has the meaning given that term in section 
701(d) of the Homeland Security Act of 2002, as 
added by section 3; and 

(3) the term ‘‘Under Secretary for Manage-
ment’’ means the Under Secretary for Manage-
ment of the Department of Homeland Security. 
SEC. 3. INCLUSION OF INTEROPERABLE COMMU-

NICATIONS CAPABILITIES IN RE-
SPONSIBILITIES OF UNDER SEC-
RETARY FOR MANAGEMENT. 

Section 701 of the Homeland Security Act of 
2002 (6 U.S.C. 341) is amended— 

(1) in subsection (a)(4), by inserting before the 
period at the end the following: ‘‘, including 
policies and directives to achieve and maintain 
interoperable communications among the compo-
nents of the Department’’; and 

(2) by adding at the end the following: 
‘‘(d) INTEROPERABLE COMMUNICATIONS DE-

FINED.—In this section, the term ‘interoperable 
communications’ has the meaning given that 
term in section 7303(g) of the Intelligence Re-
form and Terrorism Prevention Act of 2004 (6 
U.S.C. 194(g)).’’. 
SEC. 4. STRATEGY. 

(a) IN GENERAL.—Not later than 180 days 
after the date of enactment of this Act, the 
Under Secretary for Management shall submit 
to the Committee on Homeland Security of the 
House of Representatives and the Committee on 
Homeland Security and Governmental Affairs of 
the Senate a strategy, which shall be updated as 
necessary, for achieving and maintaining inter-
operable communications among the components 
of the Department, including for daily oper-
ations, planned events, and emergencies, with 
corresponding milestones, that includes the fol-
lowing: 

(1) An assessment of interoperability gaps in 
radio communications among the components of 
the Department, as of the date of enactment of 
this Act. 

(2) Information on efforts and activities, in-
cluding current and planned policies, directives, 
and training, of the Department since November 
1, 2012 to achieve and maintain interoperable 
communications among the components of the 
Department, and planned efforts and activities 
of the Department to achieve and maintain such 
interoperable communications. 

(3) An assessment of obstacles and challenges 
to achieving and maintaining interoperable 
communications among the components of the 
Department. 

(4) Information on, and an assessment of, the 
adequacy of mechanisms available to the Under 
Secretary for Management to enforce and com-
pel compliance with interoperable communica-
tions policies and directives of the Department. 

(5) Guidance provided to the components of 
the Department to implement interoperable com-
munications policies and directives of the De-
partment. 

(6) The total amount of funds expended by the 
Department since November 1, 2012 and pro-
jected future expenditures, to achieve interoper-
able communications, including on equipment, 
infrastructure, and maintenance. 

(7) Dates upon which Department-wide inter-
operability is projected to be achieved for voice, 

data, and video communications, respectively, 
and interim milestones that correspond to the 
achievement of each such mode of communica-
tion. 

(b) SUPPLEMENTARY MATERIAL.—Together 
with the strategy required under subsection (a), 
the Under Secretary for Management shall sub-
mit to the Committee on Homeland Security of 
the House of Representatives and the Committee 
on Homeland Security and Governmental Af-
fairs of the Senate information on— 

(1) any intra-agency effort or task force that 
has been delegated certain responsibilities by 
the Under Secretary for Management relating to 
achieving and maintaining interoperable com-
munications among the components of the De-
partment by the dates referred to in subsection 
(a)(7); and 

(2) who, within each such component, is re-
sponsible for implementing policies and direc-
tives issued by the Under Secretary for Manage-
ment to so achieve and maintain such interoper-
able communications. 
SEC. 5. REPORT. 

Not later than 100 days after the date on 
which the strategy required under section 4(a) is 
submitted, and every 2 years thereafter for 6 
years, the Under Secretary for Management 
shall submit to the Committee on Homeland Se-
curity of the House of Representatives and the 
Committee on Homeland Security and Govern-
mental Affairs of the Senate a report on the sta-
tus of efforts to implement the strategy required 
under section 4(a), including the following: 

(1) Progress on each interim milestone referred 
to in section 4(a)(7) toward achieving and main-
taining interoperable communications among 
the components of the Department. 

(2) Information on any policies, directives, 
guidance, and training established by the Under 
Secretary for Management. 

(3) An assessment of the level of compliance, 
adoption, and participation among the compo-
nents of the Department with the policies, direc-
tives, guidance, and training established by the 
Under Secretary for Management to achieve and 
maintain interoperable communications among 
the components. 

(4) Information on any additional resources or 
authorities needed by the Under Secretary for 
Management. 
SEC. 6. APPLICABILITY. 

Sections 4 and 5 shall only apply with respect 
to the interoperable communications capabilities 
within the Department and components of the 
Department to communicate within the Depart-
ment. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
Arizona (Ms. MCSALLY) and the gen-
tleman from Mississippi (Mr. THOMP-
SON) each will control 20 minutes. 

The Chair recognizes the gentle-
woman from Arizona. 

GENERAL LEAVE 
Ms. MCSALLY. Mr. Speaker, I ask 

unanimous consent that all Members 
have 5 legislative days within which to 
revise and extend their remarks and to 
include any extraneous material on the 
bill under consideration. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from Arizona? 

There was no objection. 
Ms. MCSALLY. Mr. Speaker, I yield 

myself such time as I may consume. 
As the chairman of the Committee on 

Homeland Security’s Subcommittee on 
Emergency Preparedness, Response, 
and Communications, I rise today in 
support of H.R. 615, the Department of 
Homeland Security Interoperable Com-
munications Act, of which I am proud 
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