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ELIMINATING WASTE, FRAUD, AND ABUSE AT 
THE DEPARTMENT OF HOMELAND SECU-
RITY: ADDRESSING THE BIDEN-HARRIS AD-
MINISTRATION’S FAILURES 

Tuesday, March 11, 2025 

U.S. HOUSE OF REPRESENTATIVES, 
COMMITTEE ON HOMELAND SECURITY, 

SUBCOMMITTEE ON OVERSIGHT, INVESTIGATIONS, 
AND ACCOUNTABILITY, 

Washington, DC. 
The subcommittee met, pursuant to notice, at 2:18 p.m., in room 

310, Cannon House Office Building, Hon. Josh Brecheen (Chair-
man of the subcommittee) presiding. 

Present: Representatives Brecheen, Greene, Strong, Ogles, Knott, 
Thanedar, Ramirez, and Thompson (ex officio). 

Mr. BRECHEEN. The Committee on Homeland Security regarding 
Oversight, Investigations, and Accountability will come to order. 

The purpose of today’s hearing is to examine areas of rampant 
waste, fraud, abuse of taxpayer dollars by the Biden-Harris admin-
istration’s Department of Homeland Security. 

Without objection, the Chair is authorized to declare the com-
mittee in recess at any point. 

I now recognize myself for an opening statement. 
Again, welcome to the Subcommittee on Oversight, Investiga-

tions, and Accountability, our very first hearing of the 119th Con-
gress, titled ‘‘Eliminating Waste, Fraud, and Abuse at the Depart-
ment of Homeland Security: Addressing the Biden-Harris Adminis-
tration Failures.’’ 

I’m honored to be the Chairman of the subcommittee, to be 
joined by my colleagues, distinguished guests, and experts. 

I also congratulate Ranking Member Thanedar for his new role. 
There’s a lot of work that we’ll be doing in this Congress, and this 
subcommittee is excited to be on the forefront of assisting in the 
reformation of the Department of Homeland Security. 

We’d also like to thank full committee Ranking Member Bennie 
Thompson for joining us today, who I know is not here. I don’t see 
him, but he will be here shortly. 

For too long, the Federal Government has spent money on pro-
grams, contracts, and grants that do not promote the interest of 
the American people. For 4 years, under the Biden-Harris adminis-
tration, we’ve all watched taxpayer dollars entrusted with the De-
partment of Homeland Security become subject to waste and abuse. 
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There is no doubt that inefficient, ineffective use of taxpayer re-
sources undermined our national interests. 

Under new leadership in the last 2 years in the House, under Re-
publicans taking the Majority, this Oversight Subcommittee did 
press hard for transparency, offered the Biden-Harris administra-
tion solutions that fell on deaf ears. 

The GAO, the Government Accountability Office, the Office of In-
spector General have also remained, providing many recommenda-
tions, recommendations that could have saved taxpayer money and 
assist the Department in mission success. 

For the last several years, nonprofit organizations, like The Her-
itage Foundation, America First Legal, the Council to Modernize 
Governance, who will join us today on the second panel of wit-
nesses, had demanded transparency and accountability, but were 
consistently stonewalled by the Government. 

Today, we will examine some of the rampant waste, fraud, and 
abuse at the Department of Homeland Security that occurred 
under the Biden-Harris administration and evaluate solutions. We 
must defend against such waste of hard-earned taxpayer resources. 

Failures of the Biden-Harris administration are staggering. Be-
cause the previous administration refused to enforce immigration 
law, American sovereign borders have been in chaos. From 2021 to 
January 2025, a 4-year period, U.S. Customs and Border Protection 
encountered more than 11 million illegal aliens nationwide. Most 
of these 11 million illegal aliens were released and provided shel-
ter, food, plane and bus tickets, cell phones, and cash by non-
governmental organizations, known as NGO’s, who receive billions 
of American taxpayer money. 

One Office of the Inspector General report found that DHS, De-
partment of Homeland Security, wasted under the Biden-Harris 
administration at least $17 million paying one NGO for unused bed 
space for illegal aliens in a hotel. That $17 million could have been 
spent on agent salaries, better equipment for Federal law enforce-
ment, or improved training to help protect officers and keep com-
munities safe. 

In an attempt to shield the immigration crisis from the public, 
the Biden-Harris administration created a mass parole scheme to 
fly illegal aliens into the interior of the United States. These 
schemes were a clear abuse of power that left American citizens, 
vulnerable communities exposed to criminals, cartels, and potential 
terrorists. A notable component of this parole scheme was Oper-
ation Allies Welcome, used to bring Afghan nationals into the 
United States after President Biden’s disastrous withdrawal from 
Afghanistan in 2021. 

Multiple Inspector General reports found that DHS released Af-
ghan nationals into the United States without adequate screening, 
without adequate vetting or monitoring, leaving our country vul-
nerable to a national security risk from those that were coming in. 

In addition to the failure to protect America’s borders, the Biden- 
Harris administration favored the use of the Federal Emergency 
Management Agency’s, FEMA’s agency’s resource to support sanc-
tuary cities and NGO’s, nongovernmental organizations, for shel-
tering and caring for illegal aliens, monies that otherwise could be 
used elsewhere securing our Southern Border. 
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FEMA’s crisis of focus has been worsened by its fragmented ap-
proach to disaster assistance, resulting in the Government Ac-
countability Office, GAO, adding Federal disaster delivery to its 
2025 high-risk list for waste, fraud, and abuse. I want to reiterate 
that. It resulted in the GAO adding Federal disaster delivery, 
FEMA’s disaster aid to its 2025 high-risk list for waste, fraud, and 
abuse, which we will talk more about. 

Another DHS component that experienced a crisis of focus under 
the Biden-Harris administration is the Cybersecurity and Infra-
structure Security Agency, CISA. In the 118th Congress, this com-
mittee investigated and uncovered efforts by CISA to pressure so-
cial media companies to remove posts by Americans containing 
‘‘mis-, dis-, and malinformation’’ related to the COVID–19 pan-
demic. 

Republican lawmakers thankfully forced DHS to scuttle their at-
tempts to stand up to this Disinformation Governance Board, as it’s 
called, to further police the lawful speech of Americans on-line. 

CISA’s focus on censorship instead of its statutory mission to 
protect our critical infrastructure from cyber threats was misguided 
at best, nefarious at worst. Either way, the divergence from CISA’s 
intended mission increased the risk to our cybersecurity. Over the 
last several years, the Office of Inspector General found severe 
cyber vulnerabilities in Homeland Security’s networks, including 
TSA, ICE, and CBP. 

President Trump has now augmented our efforts to return Amer-
icans to common sense on these policies. He’s introduced Executive 
Orders to secure our borders, uphold the rule of law, defend 
against the waste of hard-earned taxpayer resources, and create 
transparency through the Executive branch. 

On his first day in office, President Trump stated he would mar-
shal all resources available to prevent unlawful entries across the 
borders of the United States, to pursue criminal charges against il-
legal alien criminals, and regain operational control of the border 
from cartels and smugglers. 

President Trump also organized the FEMA Review Council to ad-
vise and report on potential reorganization of FEMA, leading to po-
tentially, as the President has discussed, more State authority. Re-
focusing the Federal Government’s disaster response efforts on 
helping Americans, including by vesting greater power in State 
governments to perform disaster response, is long overdue. 

Finally, we must recognize that the Executive branch has acted 
swiftly in recent weeks to undo much of the Biden-Harris adminis-
tration’s waste of taxpayer dollars. The Department of Government 
Efficiency, or DOGE, has been instrumental in exposing and sus-
pending, even within Department of Homeland Security, outlays on 
DEI programs, duplicative awards, and services for illegal immi-
grants. 

Today, we’ll examine how under the Biden-Harris administration 
DHS failed in its basic mission. We’ll also explore opportunities for 
greater efficiency and cost savings in the Department of Homeland 
Security all across the Federal Government. 

I welcome our Members, appreciate the important work ahead of 
us, and welcome our guests today. Thank you for joining us. 

[The statement of Chairman Brecheen follows:] 
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STATEMENT OF CHAIRMAN JOSH BRECHEEN 

MARCH 11, 2025 

Good afternoon and welcome to the Subcommittee on Oversight, Investigations, 
and Accountability’s first hearing of the 119th Congress titled, ‘‘Eliminating Waste, 
Fraud, and Abuse at the Department of Homeland Security: Addressing the Biden- 
Harris Administration’s Failures.’’ 

I am honored to be Chairman of this subcommittee, and to be joined by col-
leagues, distinguished guests, and experts. I also congratulate Ranking Member 
Thanedar on his new role. There’s a lot of work to be done this Congress, and this 
subcommittee is excited to be at the forefront of assisting in the reformation of the 
Department of Homeland Security. 

For too long, the Federal Government has spent money on programs, contracts, 
and grants that do not promote the interests of the American people. For 4 years 
under the Biden-Harris administration, I watched taxpayer dollars entrusted with 
the Department of Homeland Security become subject to waste, fraud, and abuse. 
There is no doubt that inefficient and ineffective use of taxpayer resources under-
mine the national interest. 

Under Republican leadership in the last 2 years, this oversight subcommittee 
pressed hard for transparency and offered the Biden-Harris administration solutions 
that fell on deaf ears. The Government Accountability Office and the Office of In-
spector General also have remaining open recommendations—recommendations that 
very well could save taxpayer money and assist the Department in mission success. 

For the last several years, non-profit organizations like the Heritage Foundation, 
America First Legal, and the Council to Modernize Governance—who will join us 
today on the second panel of witnesses—have demanded transparency and account-
ability, but were consistently stonewalled by the Government. 

Today, we will examine some of the rampant waste, fraud, and abuse at the De-
partment of Homeland Security that occurred under the Biden-Harris administra-
tion to evaluate solutions. We must tirelessly defend against the waste of Ameri-
cans’ hard-earned resources entrusted to the Government. 

The failures of the Biden-Harris administration are staggering. Because the pre-
vious administration refused to enforce immigration law, America’s sovereign bor-
ders have been in chaos. 

From February 2021 to January 2025, U.S. Customs and Border Protection en-
countered more than 11 million illegal aliens nationwide. 

Most of those 11 million illegal aliens were released and provided shelter, food, 
plane and bus tickets, cell phones, and cash by non-governmental organizations— 
or NGO’s—who received billions of taxpayer dollars. 

One Office of the Inspector General report found that DHS wasted at least $17 
million dollars paying 1 NGO for unused bedspace for illegal aliens. 

That’s $17 million dollars that could have been spent on agent salaries, better 
equipment for Federal law enforcement, or improved training to help protect officers 
and keep communities safe. 

In an attempt to shield the immigration crisis from the public, the Biden-Harris 
administration created mass parole schemes to fly illegal aliens to the interior of 
the United States. 

These schemes were a clear abuse of power that left American citizens and vul-
nerable communities exposed to criminals, cartels, and potential terrorists. 

A notable component of this parole scheme was Operation Allies Welcome, used 
to bring Afghan nationals into the United States after President Biden’s disastrous 
withdrawal from Afghanistan in 2021. Multiple Inspector General reports found 
that DHS released Afghan nationals into the United States without adequate 
screening, vetting, or monitoring, leaving our country vulnerable to national security 
risks. 

In addition to their failure to protect America’s borders, the Biden-Harris admin-
istration favored the use of the Federal Emergency Management Agency’s resources 
to support sanctuary cities and NGO’s for sheltering and caring for illegal aliens. 

FEMA’s crisis of focus has been worsened by its fragmented approach to disaster 
assistance, resulting in the Government Accountability Office, adding Federal dis-
aster delivery to its 2025 high-risk list for waste, fraud, and abuse. 

Another DHS component that experienced a crisis of focus under the Biden-Harris 
administration is the Cybersecurity and Infrastructure Security Agency (CISA). 

In the 118th Congress, this committee investigated and uncovered efforts by CISA 
to pressure social media companies to remove posts by Americans containing, 
‘‘mis-, dis-, and malinformation’’—related to the COVID–19 pandemic. 
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Republican lawmakers, thankfully, forced DHS to scuttle their attempts to stand 
up a ‘‘Disinformation Governance Board’’ to further police the lawful speech of 
Americans on-line. 

CISA’s focus on censorship instead of its statutory mission to protect American 
critical infrastructure from cyber threats, was misguided at best, and nefarious at 
worst. Either way, the divergence from CISA’s intended mission increased the risks 
to our cyber security. Over the last several years, the OIG found severe cyber 
vulnerabilities in DHS networks, including at the TSA, ICE, and CBP. 

President Trump has now augmented our efforts to return America to common- 
sense policies. 

He introduced Executive Orders to secure our borders, uphold the rule of law, de-
fend against the waste of hard-earned taxpayer resources, and create transparency 
throughout the Executive branch. 

On his first day in office, President Trump stated that he would marshal all re-
sources available to prevent unlawful entries across the borders of the United 
States, to pursue criminal charges against illegal alien criminals, and to regain 
operational control of the border from cartels and smugglers. 

President Trump also organized the FEMA Review Council to advise and report 
on the potential reorganization of FEMA. 

Refocusing the Federal Government’s disaster response efforts on helping Ameri-
cans, including by vesting greater power in State governments to perform disaster 
response, is long overdue. 

Finally, I must recognize that the Executive branch has acted swiftly in recent 
weeks to undo much of the Biden-Harris administration’s waste of taxpayer dollars. 

The Department of Government Efficiency, or DOGE, has been instrumental in 
exposing and suspending DHS outlays on DEI programs, duplicative awards, and 
services for illegal immigrants. 

Today, we’ll examine how under the Biden-Harris administration, DHS failed in 
its basic mission. We’ll also explore opportunities for greater efficiency and cost sav-
ings in the Department of Homeland Security and across the Federal Government. 

I welcome our Members and appreciate the important work ahead of us. I also 
welcome our guests today. Thank you all for joining us. 

Mr. BRECHEEN. I now recognize the Ranking Member, the gen-
tleman from Michigan, Mr. Thanedar, for his opening statement. 

Mr. THANEDAR. Good afternoon. I want to, first of all, congratu-
late Chairman Brecheen for his new role, and I’m delighted to be 
on this committee and work with you throughout the year in this 
Congress. 

Also, welcome full committee Ranking Member Mr. Thompson to 
our committee here. 

Good afternoon to all. 
Look, waste, fraud, and abuse are not new. That’s why Congress 

established legitimate entities decades ago to help identify and root 
it out. Those experienced Government watchdogs are now being vi-
ciously attacked by President Trump and co-President Musk. 

During his first week in office, Trump unlawfully fired 17 Inspec-
tors General who defend against corruption and mismanagement in 
Government. Trump falsely claimed it is a very common thing to 
do, and pretended not to know the IGs he purged despite appoint-
ing many of them himself. 

Those IGs saved taxpayers $93 billion in fiscal year 2023 alone. 
Now, that is a $26 return on every dollar spent. 

Such savings are not—are only possible when IGs are truly inde-
pendent from the administration they investigate. Such independ-
ence is also crucial for the Office of Special Counsel, which provides 
a safe place for Government employees to disclose wrongdoing. So 
it was no surprise when Trump unlawfully fired the head of OSC 
last month without cause. 

Trump is purposefully gutting the watchdogs who can help check 
Presidential power and replacing them with a dangerous knock-off. 
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Musk’s so-called Department of Government Efficiency, DOGE, has 
taken a chain saw to the Federal Government, creating chaos and 
wreaking havoc. 

DOGE has accessed highly-sensitive systems and information in 
a manner that makes it easier for our adversaries China and Rus-
sia to exploit. DOGE has purged the Government of dedicated civil 
servants, including thousands of national security employees who 
help collect intelligence and protect our country from terrorist at-
tacks. DOGE has canceled contracts without regard to their pur-
pose, including office leases, that enable the Government Account-
ing Office, Congress’ own watchdog, to conduct reviews of national 
security programs. 

Musk’s DOGE is a national security nightmare that is eroding 
the Federal Government’s ability to function effectively and effi-
ciently, while the price of eggs skyrocket. 

Let’s not forget DOGE’s disappearing receipts. Musk’s financial 
savings claims are riddled with math errors, accidentally canceled 
contracts and contracts canceled by the Biden administration. 

If this administration was serious about finding waste, fraud, 
and abuse, it would be supporting the legitimate independent agen-
cies that exist for that sole purpose. It’s time to end the failed 
DOGE experiment and restore power to the entity Congress en-
trusted to root out waste, fraud, and abuse. 

With that, I yield back, Mr. Chair. 
[The statement of Ranking Member Thanedar follows:] 

STATEMENT OF RANKING MEMBER SHRI THANEDAR 

MARCH 11, 2025 

Waste, fraud, and abuse are not new. That’s why Congress established legitimate 
entities decades ago to help identify and root it out. 

Those experienced Government watchdogs are now being viciously attacked by 
President Trump and Co-President Musk. During his first week in office, Trump un-
lawfully fired 17 inspectors general (IG) who defend against corruption and mis-
management in Government. Trump falsely claimed ‘‘[i]t’s a very common thing to 
do’’ and pretended not to know the IGs he purged despite appointing many of them. 

Those IGs saved taxpayers $93 billion in fiscal year 2023 alone—a $26 return on 
every dollar spent. Such savings are only possible when IGs are truly independent 
from the administration they investigate. 

Such independence is also crucial for the Office of Special Counsel (OSC), which 
provides a safe place for Government employees to disclose wrongdoing. So, it was 
no surprise when Trump unlawfully fired the head of OSC last month without 
cause. Trump is purposefully gutting the watchdogs who can help check Presidential 
power and replacing them with a dangerous knock-off. 

Musk’s so-called Department of Government Efficiency (DOGE) has taken a 
chainsaw to the Federal Government, creating chaos and wreaking havoc. DOGE 
has accessed highly sensitive systems and information in a manner that makes it 
easier for our adversaries—China and Russia—to exploit. 

DOGE has purged the Government of dedicated civil servants, including thou-
sands of national security employees who help collect intelligence and protect our 
country from terrorist attacks. DOGE has canceled contracts without regard to their 
purpose, including office leases that enable the Government Accountability Office, 
Congresses’ own watchdog, to conduct reviews of national security programs. 

Musk’s DOGE is a national security nightmare that is eroding the Federal Gov-
ernment’s ability to function effectively and efficiently while the price of eggs sky-
rockets. Let’s not forget DOGE’s disappearing receipts. Musk’s financial savings 
claims are riddled with math errors, ‘‘accidentally canceled’’ contracts, and contracts 
canceled by the Biden administration. 

If this administration was serious about fighting waste, fraud, and abuse, it would 
be supporting the legitimate, independent agencies that exist for that sole purpose. 
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It’s time to end the failed DOGE experiment and restore power to the entities Con-
gress entrusted to root out waste, fraud, and abuse. 

Mr. BRECHEEN. Thank you, Representative Thanedar. 
I now recognize the full committee Ranking Member, the gen-

tleman from Mississippi, Mr. Bennie Thompson, for his opening 
statement. 

Mr. THOMPSON. Thank you very much, Mr. Chairman. 
Mr. Chairman, my Republican colleagues are clearly obsessed 

with President Biden. They investigated him last Congress and 
turned up nothing. They tried to impeach him and turned up noth-
ing. Now that he’s out of office, they just can’t get him out of their 
heads. Perhaps it’s because the Musk-Trump co-Presidency and 
DOGE are unpopular. Musk and DOGE are so unpopular that my 
Republican colleagues are here today pretending that Joe Biden is 
still President so that they can have someone to beat up on for 
their failures. 

But just in case my colleagues across the aisle don’t get it, let 
me make it clear to you. Republicans are in charge here in the 
House. Republicans are in charge over in the Senate. Republicans 
appointed Justices who control the Supreme Court. Your ‘‘Orange 
Jesus’’ is in charge of the White House. 

Republicans on this committee want to have a hearing to air 
their grievances about the Biden-Harris administration, because 
under the Trump-Musk administration, planes have been crashing 
out of the sky, the price of eggs has skyrocketed, tens of thousands 
of Americans have lost their jobs, and Russia and China are cele-
brating. 

If Republicans really want to combat waste, fraud, and abuse, 
they should be laser-focused on overseeing Elon Musk’s Depart-
ment of Government Efficiency, which is a cheap knockoff of Con-
gressionally-mandated watchdogs. 

Elon Musk’s DOGE not only is redundant but also is a direct 
threat to the homeland’s security. It must be stopped. 

Because Elon Musk’s DOGE illegally dismantled USAID, food is 
rotting in the warehouses instead of feeding starving children over-
seas. That is waste. It is also a national security risk. Why? Be-
cause hungry nations won’t go hungry for long. Our global adver-
sary, China, will be right there to feed them, and China won’t be 
there out of the goodness of their heart. 

Elon Musk laughed during a Cabinet meeting as he described 
how DOGE accidentally cut Ebola funding, which is necessary to 
prevent the ravaging disease from becoming a pandemic and killing 
people here in the United States. Elon Musk froze Homeland Secu-
rity grants that Congress authorized to help nonprofits prepare for 
a terrorist attack. Elon Musk’s unvetted DOGE delinquents have 
accessed sensitive Federal information and fed sensitive data into 
unsecure artificial intelligence software that China and Russia are 
sure to exploit. 

Pursuant to a demand from President Trump, the CIA shared 
the name of every single person hired at the intelligence agency 
over the last 2 years. The message went through an unsecured 
email address at OPM, the same agency that was previously 
hacked by China. At the same time, the Trump-Musk administra-
tion has fired thousands of Federal employees, including veterans, 
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people working in national security, and hundreds of DHS employ-
ees. 

Who does that benefit? It surely doesn’t make the United States 
safer. 

Russian and Chinese spies are targeting recently-fired Federal 
workers with security clearances, and I can guarantee you that 
those foreign spies are targeting the young, inexperienced DOGE 
employees who have unfettered access to the Federal systems and 
classification information. 

The Trump-Musk administration has created a national security 
nightmare, and my Republican colleagues are sleepwalking right 
into it. Make no mistake, Elon Musk’s DOGE is a home-grown 
threat, and it’s time for the other side to wake up. 

Mr. Chair, I yield back. 
[The statement of Ranking Member Thompson follows:] 

STATEMENT OF RANKING MEMBER BENNIE G. THOMPSON 

MARCH 11, 2025 

My Republican colleagues are clearly obsessed with President Biden. They inves-
tigated him last Congress and turned up nothing. They tried to impeach him and 
turned up nothing. And now that he is out of office, they just can’t get him out of 
their heads. 

Perhaps it’s because the Trump-Musk co-presidency and DOGE are unpopular. 
Musk and DOGE are so unpopular that my Republican colleagues are here today 
pretending that Joe Biden is still President so they have someone to beat up on for 
their failures. 

But just in case my colleagues across the aisle don’t get it, let me make it clear 
for you. Republicans are in charge here in the House. Republicans are in charge 
over in the Senate. Republican-appointed Justices control the Supreme Court. And 
your ‘‘Orange Jesus’’ is in the White House. 

Republicans on this committee want to have a hearing to air their grievances 
about the Biden-Harris administration because under the Trump-Musk administra-
tion, planes have been crashing out of the sky, the price of eggs has skyrocketed, 
tens of thousands of Americans have lost their jobs, and Russia and China are cele-
brating. 

If Republicans really want to combat waste, fraud, and abuse, they should be 
laser-focused on overseeing Elon Musk’s Department of Government Efficiency, 
which is a cheap knock-off of Congressionally-mandated watchdogs. Elon Musk’s 
DOGE not only is redundant but also is a direct threat to homeland security. It 
must be stopped. 

Because Elon Musk’s DOGE illegally dismantled USAID, food is rotting in ware-
houses instead of feeding starving children overseas. That is waste. It also is a na-
tional security risk. Why? Because hungry nations won’t be hungry for long. Our 
global adversary, China, will be right there to feed them, and China won’t be there 
out of the goodness of their hearts. 

Elon Musk laughed during a Cabinet meeting as he described how DOGE acciden-
tally cut Ebola funding, which is necessary to prevent the ravaging disease from be-
coming a pandemic and killing people here in the United States. Elon Musk froze 
homeland security grants that Congress authorized to help nonprofits prepare for 
a terrorist attack. Elon Musk’s unvetted DOGE delinquents have accessed sensitive 
Federal information and fed sensitive data into unsecure artificial intelligence soft-
ware that China and Russia are sure to exploit. 

Pursuant to a demand from President Trump, the CIA shared the names of every 
single person hired at the intelligence agency over the past 2 years. The message 
went to an unsecured email address at OPM—the same agency that was previously 
hacked by China. 

At the same time, the Trump-Musk administration has fired thousands of Federal 
employees—including veterans, people working in national security, and hundreds 
of DHS employees. Who does that benefit? It surely doesn’t make the United States 
safer. 

Russian and Chinese spies are targeting recently fired Federal workers with secu-
rity clearances. And I can guarantee you that those foreign spies are targeting the 



9 

young, inexperienced DOGE employees who have unfettered access to Federal sys-
tems and Classified information. 

The Trump-Musk administration has created a national security nightmare, and 
my Republican colleagues are sleepwalking right into it. Make no mistake, Elon 
Musk’s DOGE is a home-grown threat, and it’s time for the other side to wake up! 

Mr. BRECHEEN. Thank you, Ranking Member Thompson. 
Other Members of the committee are reminded opening state-

ments may be submitted for the record. 
We are, as a committee, pleased to have a panel of Government 

witnesses before us today on this important topic. 
I ask that our witnesses please rise and raise their right hand. 
[Witnesses sworn.] 
Mr. BRECHEEN. Let the record reflect the witnesses answered in 

the affirmative. 
Thank you, and please be seated. 
I would now like to formally introduce our witnesses. 
Mr. Chris Currie is the director of the homeland security and 

justice at the U.S. Government Accountability Office, GAO. Ms. 
Kristen Bernard is Department of Homeland Security’s deputy in-
spector for audits. Ms. Erika Lang is the Department of Homeland 
Security’s assistant inspector general for inspections and evalua-
tions. 

Thank you all as witnesses for being here today. 
I want to now recognize Mr. Chris Currie for 5 minutes for his 

opening statement. 

STATEMENT OF CHRIS CURRIE, DIRECTOR, HOMELAND SECU-
RITY AND JUSTICE TEAM, U.S. GOVERNMENT ACCOUNT-
ABILITY OFFICE 
Mr. CURRIE. Thank you very much, Mr. Chairman, Ranking 

Member Thanedar, Ranking Member Thompson. It’s an honor to be 
here today to talk about GAO’s work on the Department of Home-
land Security. 

Since 2003 when DHS opened its doors, we’ve issued thousands 
of reports and just as many recommendations to improve the De-
partment. There’s been a lot of progress made over that 20-some- 
odd years, but there’s a huge number of challenges that still re-
main. I can’t cover them all in 5 minutes, but I just want to give 
you a snapshot of what I see as the biggest priorities. 

Right now, there’s 459 open recommendations that we have to 
the Department, but each year we send a letter to each Cabinet 
Secretary outlining those that are the highest priority. 

Last year, we sent a letter outlining 37 open recommendations 
to the DHS Secretary, and these run across the gamut of the mis-
sion of the Department. For example, we’ve recommended they im-
prove their IT procurement and acquisition processes, better train-
ing and hiring for Secret Service agents, simplifying disaster assist-
ance, sharing cyber threat information across the Department and 
across agencies, and collecting better data on ICE detainees, just 
to give an example of a few of them. 

Each year, we also identify areas of duplication, overlap, and 
fragmentation, and cost savings across the entire Federal Govern-
ment. DHS has been a major part of that too. Since we’ve been 
doing that work, we’ve identified over $19 billion in financial sav-
ings that the Department could save by making its programs more 
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efficient. Currently, there are many other areas, over 30 of them, 
that have still not been fully addressed by DHS. 

Just to give a few examples of these, we have recommended that 
better procuring and streamlining its IT systems could save poten-
tially hundreds of millions of dollars. Closing unnecessary Coast 
Guard boat stations that overlap with one another could save mil-
lions of dollars. DHS and the FBI could work together to better 
streamline the sharing and collection of terrorism information. Just 
to name a few. 

I also want to discuss the DHS high-risk areas that are currently 
on our list. Every 2 years with a new Congress, GAO issues a high- 
risk report to Congress. There are currently over 30 issues across 
the Federal Government on there and many that affect DHS, but 
the 2 I want to highlight are, No. 1, DHS management at large. 
This has been on our high-risk list since 2003. It has been nar-
rowed over the years as the Department has worked to create itself 
into one functioning department, but we still face a number of very 
difficult financial management and IT security issues. 

For example, every year DHS’s independent auditor identifies ac-
cess controls and IT security problems with its systems, which 
clearly, as one of the Nation’s foremost national security agencies, 
is a concern. 

In financial management, DHS has a number of systems, includ-
ing FEMA and ICE, which manage most of the Department’s bil-
lions of dollars in resources, but some of these are over 25 years 
old. FEMA itself has 6 different procurement systems that can’t 
talk to one another. So there are still some legacy challenges that 
have not been addressed in over 30 years since FEMA was first 
created. 

Last, and you mentioned, Mr. Chairman, we just added a new 
area to the high-risk list this year, strengthening the delivery of 
Federal disaster assistance. There are over 30 different Federal 
agencies that are involved in disaster assistance of some kind. 
Since 2015, we as a Federal Government have spent close to half 
a trillion dollars on disaster assistance. There are a number of 
ways this program and these programs need to be streamlined. 
They are too complicated. We hear over and over again from sur-
vivors and State and local governments that they are too difficult, 
and oftentimes the assistance they get does not meet the expecta-
tion of what they think they’re going to get. 

Then last, you mentioned some of the issues about FEMA’s mis-
sion workload. FEMA is stretched too thin. They are managing 
over 600 major disaster declarations, some going back 20 years. 
They have too much of a workload and they can’t keep up with it. 
They have challenges retaining and hiring the right number of 
workers with the right skills. As more and more is being added to 
their workload, they just get further and further behind. 

This completes my prepared remarks, and I look forward to the 
discussion. 

[The prepared statement of Mr. Currie follows:] 
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PREPARED STATEMENT OF CHRIS CURRIE 

TUESDAY, MARCH 11, 2025 

GAO HIGHLIGHTS 

Highlights of GAO–25–108165, a testimony before the Subcommittee on Over-
sight, Investigations, and Accountability, Committee on Homeland Security, House 
of Representatives. 

Why GAO Did This Study 
DHS has a pivotal role in securing the border, strengthening cybersecurity, and 

preventing violent acts of domestic extremism, among other roles. DHS has an an-
nual discretionary budget of about $60 billion, plus additional funding for disaster 
assistance. Oversight remains critically important to ensure effectiveness and effi-
ciency. 

GAO has designated 2 DHS areas to its High-Risk List: Improving the Delivery 
of Federal Disaster Assistance (2025) and Strengthening DHS IT and Financial 
Management Functions (2003). 

This statement discusses GAO’s highest priority recommendations for DHS and 
areas on GAO’s High-Risk List, among other things. 

This statement is based on products GAO issued from May 2024 to February 
2025. For this work, GAO analyzed DHS strategies and other documents related to 
the Department’s efforts to address its high-risk areas and interviewed DHS offi-
cials, among other actions. 

What GAO Recommends 
As of March 2025, GAO has 459 recommendations to DHS that remain open. 

These recommendations are designed to address the various challenges discussed in 
this statement. DHS has taken steps to address some of these recommendations. 
GAO will continue to monitor DHS’s efforts to determine if they fully address the 
challenges GAO has identified. 

DEPARTMENT OF HOMELAND SECURITY.—KEY AREAS FOR DHS ACTION AND 
CONGRESSIONAL OVERSIGHT 

What GAO Found 
GAO has issued numerous reports with thousands of recommendations to the De-

partment of Homeland Security (DHS) over the Department’s history. DHS has yet 
to fully address many recommendations that would help ensure effectiveness and 
efficiency, including dozens of the highest-priority recommendations. For example, 
implementing GAO’s priority recommendations could help DHS address the increas-
ing risk of catastrophic cyber incidents for U.S. critical infrastructure, better allo-
cate billions of dollars used to procure goods and services, and build effective policy 
to address violent extremism. DHS’s continued attention could lead to significant 
improvements in Government operations. 

In addition, GAO is tracking 2 DHS high-risk areas: 
• Improving the delivery of Federal disaster assistance.—Natural disasters have 

become costlier and more frequent (see figure). In the last 10 years, appropria-
tions for disaster assistance, including to DHS, totaled at least $448 billion, 
plus an additional $110 billion in supplemental appropriations so far in fiscal 
year 2025. Recent disasters such as Hurricanes Helene and Milton and wildfires 
in California have demonstrated the need for Government-wide action to deliver 
assistance efficiently and effectively and reduce its fiscal exposure. In par-
ticular, attention is needed to improve processes for assisting survivors, invest 
in resilience, and strengthen the disaster workforce and capacity. 
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1 At the beginning of each new Congress, we issue an update to our High-Risk series, which 
identifies Government operations with serious vulnerabilities to fraud, waste, abuse, and mis-
management, or in need of transformation. See GAO, High-Risk Series: Heightened Attention 
Could Save Billions More and Improve Government Efficiency and Effectiveness, GAO–25– 
107743 (Washington, DC: Feb. 25, 2025). 

2 Each year, we report on Federal programs with fragmented, overlapping, or duplicative goals 
or actions, and we have suggested hundreds of ways to address those problems, reduce costs, 
or boost revenue. See GAO, 2024 Annual Report: Additional Opportunities to Reduce Fragmenta-
tion, Overlap, and Duplication and Achieve Billions of Dollars in Financial Benefits, GAO–24– 
106915 (Washington, DC: May 15, 2024). We plan to issue the next report in spring 2025. 

3 Each year, we send letters to the heads of key departments and agencies, urging them to 
focus on priority recommendations. We highlight these recommendations because, upon imple-
mentation, they may significantly improve Government operations, for example, by realizing 
large dollar savings; eliminating mismanagement, fraud, and abuse; or making progress toward 
addressing a high-risk or duplication issue. See, for example, GAO, Priority Open Recommenda-
tions: Department of Homeland Security, GAO–24–107251 (Washington, DC: Aug. 19, 2024). 

• Strengthening DHS IT and financial management functions.—DHS manages an 
annual discretionary budget of about $60 billion, but it has faced difficulties 
with IT and financial management. More work remains for DHS to (1) strength-
en its information security program, and (2) modernize its components’ financial 
management systems and business processes. These security and modernization 
efforts are critical given the significant amount of money DHS manages for dis-
asters as well as its sizable annual budget. 

Chairman Brecheen, Ranking Member Thanedar, and Members of the sub-
committee: I am pleased to be here today to discuss key oversight areas for the De-
partment of Homeland Security (DHS). Over 20 years ago, the September 11, 2001, 
terrorist attacks led to profound changes in Government agendas, policies, and 
structures to confront homeland security threats facing the Nation. Most notably, 
DHS began operations in 2003 with key missions that included preventing terrorist 
attacks from occurring in the United States, reducing the country’s vulnerability to 
terrorism, and responding to and minimizing the damages from any attacks and 
natural disasters that may occur. 

Given the constantly-evolving threat landscape, DHS’s expansive missions, and its 
annual discretionary budget of about $60 billion, oversight remains critically impor-
tant to ensure effectiveness and efficiency. Over the Department’s history, we have 
issued numerous reports with thousands of recommendations to DHS. In addition 
to our individual reports, we periodically highlight pressing issues through our 
High-Risk List,1 duplication and cost savings series,2 and priority recommendations 
letters.3 

DHS has challenges in several high-risk areas. In particular, in our most recent 
High-Risk update in February 2025, we designated Improving the Delivery of Fed-
eral Disaster Assistance as a new high-risk area. We added this area in recognition 
of the need for DHS to deliver assistance as efficiently and effectively as possible, 
address the fragmented Federal approach to disaster recovery, and to and reduce 
fiscal exposures from the increased cost and frequency of disasters and the frag-
mented Federal approach to disaster recovery. Additionally, Strengthening DHS IT 
and Financial Management Functions is a long-standing high-risk area with chal-
lenges that have persisted since the beginnings of the Department in 2003. 

Our recommendations to DHS can assist Congress in identifying key areas for 
oversight that could result in significant improvements and benefits. In particular, 
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4 In November 2024, we reported that, on a Government-wide basis, 70 percent of our rec-
ommendations made 4 years ago were implemented. See GAO, Performance and Accountability 
Report, Fiscal Year 2024, GAO–25–900570 (Washington, DC: Nov. 15, 2024). DHS’s rec-
ommendation implementation rate was 84 percent. 

5 GAO–24–107251. We plan to issue our next priority recommendations update in spring 2025. 
6 GAO, Cyber Insurance: Action Needed to Assess Potential Federal Response to Catastrophic 

Attacks, GAO–22–104256 (Washington, DC: June 21, 2022). 
7 GAO, Federal Contracting: Senior Leaders Should Use Leading Companies’ Key Practices to 

Improve Performance, GAO–21–491 (Washington, DC: July 27, 2021). 

DHS has not yet fully addressed 36 recommendations that could better address frag-
mentation, duplication, and overlap. Further, we have also made additional priority 
recommendations that could significantly improve the efficiency of DHS operations. 

My statement today is based on our prior work identifying these key areas for 
DHS oversight. For example, this statement includes information on our priority 
recommendations to DHS; our fragmentation, overlap, and duplication series; and 
our high-risk series, including our most recent high-risk update in February 2025. 

For this work, we analyzed DHS strategies and other documents related to the 
Department’s efforts to address its high-risk areas and interviewed DHS officials, 
among other actions. In addition, to perform our prior work, we reviewed and ana-
lyzed Federal law, agency guidance, and other agency documentation. More detailed 
information on the scope and methodology of our prior work can be found within 
each of the issued reports cited throughout this statement. 

We conducted the work on which this statement is based in accordance with all 
sections of our Quality Assurance Framework that are relevant to our objectives. 
The framework requires that we plan and perform the engagement to obtain suffi-
cient and appropriate evidence to meet our stated objectives and to discuss any limi-
tations in our work. We believe that the information and data obtained, and the 
analysis conducted, provide a reasonable basis for any findings and conclusions in 
this product. 

PRIORITY RECOMMENDATIONS TO DHS 

As of March 2025, there are 459 open GAO recommendations across DHS’s mis-
sion set that have not yet been fully addressed.4 Fully implementing these open rec-
ommendations could significantly improve DHS operations. In addition, each year, 
GAO sends a letter to all Federal agencies identifying those recommendations that 
we deem as highest priority. In our 2024 DHS priority recommendations letter, we 
highlighted 37 priority recommendations.5 DHS has since implemented 5 of these 
recommendations. 

In general, our priority recommendations to DHS relate to emergency prepared-
ness and response; border security and immigration; countering violent extremism 
and domestic terrorism; domestic intelligence and information sharing; information 
technology and cybersecurity; and infrastructure, acquisition, and management. 
DHS’s continued attention to these issues could lead to significant improvements in 
Government operations. For example: 

• Cybersecurity.—In June 2022, we recommended that the Cybersecurity and In-
frastructure Security Agency work with the Federal Insurance Office to produce 
a joint assessment for Congress on the extent to which the risks to the Nation’s 
critical infrastructure from catastrophic cyber attacks—and the potential finan-
cial exposures resulting from these risks—warrant a Federal insurance re-
sponse.6 As of March 2024, DHS had collaborated with the Department of the 
Treasury on identifying data needs for the agencies’ joint assessment of the 
need for a Federal insurance response to address catastrophic cyber attacks and 
plans to continue collaborating on a joint cyber insurance assessment. We will 
continue to monitor DHS’s progress. An assessment with DHS’s analysis of the 
cyber risks facing critical infrastructure could inform Congress in its delibera-
tions related to addressing the increasing risk of catastrophic cyber incidents 
for U.S. critical infrastructure. 

• Procurement management.—In July 2021, we recommended that DHS ensure 
its chief procurement officer uses a balanced set of performance metrics to man-
age the Department’s 10 procurement organizations, including outcome-oriented 
metrics to measure (a) cost savings/avoidance, (b) timeliness of deliveries, (c) 
quality of deliverables, and (d) end-user satisfaction.7 In February 2024, DHS 
showed that in fiscal year 2023, the Department used category management ac-
tivities for about 80 percent of its common goods and services expenditures ($18 
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8 Category management is an acquisition approach intended to help the Federal Government 
better manage categories of spending for commonly-purchased products and services. 

9 According to DHS’s Strategic Framework for Countering Terrorism and Targeted Violence 
and implementation plans, DHS generally uses the term targeted violence to refer to any inci-
dent of violence that implicates homeland security and/or DHS activities in which a known or 
knowable attacker selects a particular target prior to the violent attack. However, the strategy 
states that this use of the term is unduly broad, and it indicates that it does not help the agency 
or stakeholders have a common understanding of the threat posed by targeted violence. This 
contributed to our recommendation for establishing common terminology. See GAO, Countering 
Violent Extremism: DHS Can Further Enhance Its Strategic Planning and Data Governance Ef-
forts, GAO–21–507 (Washington, DC: July 20, 2021). 

10 GAO, Southwest Border: Actions Needed to Improve DHS Processing of Families and Coordi-
nation between DHS and HHS, GAO–20–245 (Washington, DC: Feb. 19, 2020). 

11 GAO, U.S. Secret Service: Further Actions Needed to Fully Address Protective Mission Panel 
Recommendations, GAO–19–415 (Washington, DC: May 22, 2019). 

12 GAO–24–106915. 
13 This financial benefit amount reflects benefits from all contributing agencies to these accom-

plishments, and therefore exceeds benefits attributable to actions by DHS. See GAO, Open GAO 
Recommendations: Financial Benefits Could Be Between $106 Billion and $208 Billion, GAO– 
24–107146 (Washington, DC: July 11, 2024). 

billion of $22.5 billion) and had tracked savings of $502 million.8 We will con-
tinue to monitor DHS’s progress. Using a balanced set of performance metrics 
would help DHS better identify improvement opportunities, set priorities, and 
allocate resources. 

• Targeted violence.—In July 2021, we recommended that DHS, in consultation 
with affected offices and components, establish common terminology for tar-
geted violence.9 As of February 2025, DHS officials stated that the draft termi-
nology was still under review and anticipated that the definition would be final-
ized and published by September 2025. Without a common definition for tar-
geted violence, it will be difficult for DHS to assess threats, track trends, and 
build effective policy within DHS and the stakeholder community. We will con-
tinue to monitor DHS’s progress. 

• Southwest Border security.—In February 2020, we recommended that DHS, to-
gether with the Department of Health and Human Services (HHS), collaborate 
to address information-sharing gaps to ensure that HHS’s Office of Refugee Re-
settlement receives information needed to make decisions for unaccompanied 
alien children, including those apprehended with an adult.10 In fall 2023, DHS 
and HHS reported that they were working on a new interagency agreement to 
govern information sharing. As of February 2025, DHS and HHS have not final-
ized the new agreement, but DHS officials stated they expect to finalize it in 
spring 2025. We will continue to monitor DHS’s progress. Finalizing an infor-
mation-sharing agreement that addresses information-sharing gaps we identi-
fied would enable HHS to make more informed and timely decisions for unac-
companied children. 

• Secret Service training.—In May 2019, we recommended that the U.S. Secret 
Service develop and implement a plan to ensure that special agents assigned 
to Presidential Protective Division and Vice Presidential Protective Division 
reach annual training targets given current and planned staffing levels.11 In 
February 2025, Secret Service officials told us—due to events involving the Se-
cret Service during the 2024 Presidential Campaign and recently enacted legis-
lation—they are revising training targets and staffing levels. We will continue 
to monitor the Secret Service’s progress. Developing and implementing a plan 
for meeting protection-related training targets would better prepare special 
agents to effectively respond to the security threats faced by the President and 
other protectees. 

OPPORTUNITIES TO ADDRESS FRAGMENTATION, OVERLAP, AND DUPLICATION AND 
ACHIEVE FINANCIAL BENEFITS 

Since 2011, we have made dozens of recommendations to DHS that address dupli-
cation, overlap, and fragmentation, which could save taxpayers millions of dollars.12 
DHS has implemented some of these recommendations and has realized significant 
benefits. As of July 2024, we had identified 83 instances of financial benefits total-
ing $19.5 billion as a result of implementing our recommendations where DHS was 
a contributing agency.13 For example, in response to our 2017 recommendations 
that the Coast Guard address 18 unnecessarily duplicative boat stations, which, if 
permanently closed, would reduce costs by $290 million over 20 years. DHS has di-
rected the consolidation of 5 stations and saved about $10 million as of February 
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14 GAO, Coast Guard: Actions Needed to Close Stations Identified as Overlapping and Unnec-
essarily Duplicative, GAO–18–9 (Washington, DC: Oct. 26, 2017). 

15 GAO–24–106915. 
16 GAO, Cybersecurity: Improvements Needed in Addressing Risks to Operational Technology, 

GAO–24–106576 (Washington, DC: Mar. 7, 2024). 
17 GAO, Coast Guard: Better Feedback Collection and Information Could Enhance Housing 

Program, GAO–24–106388 (Washington, DC: Feb. 5, 2024). 
18 GAO, Domestic Terrorism: Further Actions Needed to Strengthen FBI and DHS Collabora-

tion to Counter Threats, GAO–23–104720 (Washington, DC: Feb. 22, 2023). 
19 GAO–24–106915. 
20 GAO–23–104956. 
21 Specifically, Congress may wish to consider requiring the departments to (1) establish an 

effective governance structure that includes a formal process for making decisions and resolving 
disputes, (2) define and articulate a common outcome for this joint effort, and (3) develop a joint 
strategy for improving radio communications. See GAO, Radio Communications: Congressional 
Action Needed to Ensure Agencies Collaborate to Develop a Joint Solution, GAO–09–133 (Wash-
ington, DC: Dec. 12, 2008). Legislation has been enacted to provide funding for, among other 
things, the development of a nationwide, interoperable broadband network that is aimed at im-
proving interoperable radio communications among public safety officials. However, the use of 
the broadband network by public safety users is voluntary. In addition, as of January 2025, offi-
cials from the Departments of Justice, Homeland Security, and the Treasury stated that they 
currently do not expect to use the nationwide public safety broadband network to fully support 

Continued 

2025.14 Additional boat stations may be considered for closure in the future, which 
could result in additional cost savings. 

As of May 2024, DHS had not yet fully implemented 36 of our recommendations 
aimed at addressing fragmentation, overlap, and duplication or achieving financial 
benefits.15 For example: 

• Critical infrastructure protection.—In March 2024, we recommended that DHS’s 
Cybersecurity and Infrastructure Security Agency implement guidance to better 
manage fragmentation and improve its interagency collaboration efforts aimed 
at addressing risks to operational technology used in operating critical infra-
structure, such as oil and gas distribution.16 DHS concurred with this rec-
ommendation. DHS has taken some steps to address this recommendation but 
has not completed its efforts to determine how its products and services are per-
forming to make improvements to such products and services. 

• Coast Guard housing.—In February 2024, we recommended that the Coast 
Guard assess the potential benefits of certain housing authorities and develop 
a legislative proposal, if appropriate, to better manage its housing program 
costs.17 As of fiscal year 2023, for example, the Coast Guard was managing 
about $4.6 billion in Government-owned housing and 37 percent of these assets 
were beyond their service life. DHS concurred with this recommendation. The 
Coast Guard has taken some actions to address this recommendation and an-
ticipates completing its assessment in June 2025. 

• Countering domestic terrorism.—In February 2023, we recommended that the 
DHS under secretary for intelligence and analysis, in collaboration with the di-
rector of the Federal Bureau of Investigation, assess existing formal agreements 
to determine if they fully articulate a joint process for working together to 
counter domestic terrorism threats and sharing relevant domestic terrorism-re-
lated information and update and revise accordingly.18 DHS concurred with this 
recommendation. As of February 2025, DHS has taken some steps to implement 
this recommendation by reviewing its formal agreements with the Federal Bu-
reau of Investigation and reaching one new agreement to assign a Federal Bu-
reau of Investigation staff member to a DHS counterterrorism office to better 
facilitate information sharing. 

In addition to recommendations to DHS, we have also identified matters for Con-
gressional consideration that could help address fragmentation, overlap, or duplica-
tion or realize financial benefits.19 For example: 

• Disaster recovery.—Congress should consider establishing an independent com-
mission to recommend reforms to the Federal Government’s approach to dis-
aster recovery.20 In January 2025, a bill was introduced in the U.S. Senate that 
would establish a Commission on Federal Natural Disaster Resilience and Re-
covery to examine and recommend reforms to improve the efficiency and effec-
tiveness of the Federal Government’s approach to natural disaster resilience 
and recovery, and for other purposes. We will continue to monitor the progress 
of this bill. 

• Interagency communication.—Congress may wish to consider requiring the De-
partments of Justice, Homeland Security, and Treasury to collaborate on the de-
velopment and implementation of a joint radio communications solution.21 As 



16 

their mission-critical voice operations. As a result, this legislation will not remedy these agen-
cies’ fragmented approaches to improving interoperable radio communications. 

22 In between annual updates, GAO’s Duplication and Cost Savings website is a publicly acces-
sible resource that allows Congress, agencies, and the public to track the Federal Government’s 
progress in addressing the issues we have identified. 

23 GAO–25–107743. 

of February 3, 2025, there has been no legislative action taken that would re-
quire these departments to (1) collaborate on the development and implementa-
tion of an interoperable radio communications solution or (2) commit to using 
the nationwide public safety broadband network to fully support their mission- 
critical voice operations. 

We continue to monitor DHS and Congressional actions and will provide updated 
information in our annual report in spring 2025.22 

HIGH-RISK AREA: IMPROVING THE DELIVERY OF FEDERAL DISASTER ASSISTANCE 

In February 2025, we added Improving the Delivery of Federal Disaster Assistance 
to our High-Risk List. Given the rise in the number and cost of disasters and in-
creasing programmatic challenges related to the delivery of Federal disaster assist-
ance identified in our work, disaster assistance merited a high-risk designation.23 
In 2018, the National Oceanic and Atmospheric Administration calculated that the 
United States experienced 14 disasters that each cost more than $1 billion in total 
economic damages. By 2024, the number of disasters costing at least $1 billion al-
most doubled to 27. That same year at least 568 people died, directly or indirectly, 
as a result of those disasters. In addition to natural disasters, the COVID–19 pan-
demic—which was a Federally-declared disaster—tested Federal agencies’ capacity 
to mount an effective and equitable nationwide response. 

Recent disasters demonstrate the need for the Federal Government to take Gov-
ernment-wide action to deliver assistance efficiently and effectively and reduce its 
fiscal exposure. 

• Hurricanes Helene and Milton occurred within 2 weeks of one another in 2024 
and affected some of the same areas in the Southeast (see fig. 1). These two 
disasters resulted in over 200 deaths and are expected to cost over $50 billion, 
according to the National Oceanic and Atmospheric Administration. 

• On January 8, 2025, the President approved a major disaster declaration for 
historic wildfires in Los Angeles County, California. The wildfires were unprece-
dented in their size, scope, and the damage they caused. The Palisades and 
Eaton fires resulted in 29 deaths and the expected financial cost is still un-
known as of March 2025. 
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24 This total includes $312 billion in selected supplemental appropriations to Federal agencies 
for disaster assistance and approximately $136 billion in annual appropriations to the Disaster 
Relief Fund for fiscal years 2015 through 2024. It does not include other annual appropriations 
to Federal agencies for disaster assistance. Of the supplemental appropriations, $97 billion was 
included in supplemental appropriations acts that were enacted primarily in response to the 
COVID–19 pandemic. Additionally, in December 2024, the Disaster Relief Supplemental Appro-
priations Act, 2025, appropriated $110 billion in supplemental appropriations for disaster assist-
ance. Pub. L. No. 118–158, div. B, 138 Stat. 1722 (2024). 

25 Other Federal agencies have specific authorities and resources outside of the Disaster Relief 
Fund to support certain disaster response and recovery efforts. 

Disaster assistance includes providing support to communities and survivors for 
response to, recovery from, and resilience to man-made and natural disasters. For 
fiscal years 2015 through 2024, appropriations for disaster assistance totaled at 
least $448 billion.24 In total, the Federal Emergency Management Agency (FEMA) 
provided assistance to over 2 million households for Federal disaster assistance in 
2024. 

The Disaster Relief Fund, administered by FEMA, pays for several key disaster 
response, recovery, and mitigation programs that assist communities impacted by 
Federally-declared emergencies and major disasters.25 Annual appropriations to this 
fund have varied but generally increased from fiscal year 2000 to fiscal year 2024, 
as shown in figure 2. 
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26 GAO, Disaster Recovery: Actions Needed to Improve the Federal Approach, GAO–23–104956 
(Washington, DC: Nov. 15, 2022). 

27 GAO–23–104956. 

There are about 60 open recommendations related to this new high-risk area, as 
of March 2025. In addition, there are 4 matters for Congressional consideration to 
help address the Nation’s delivery of disaster assistance. 

FEMA and other Federal entities—including Congress—need to address the Na-
tion’s fragmented Federal approach to disaster recovery. Attention is also needed to 
strengthen FEMA’s disaster workforce and capacity and invest in resilience. 

• Reducing Fragmentation of the Federal Approach to Disaster Assistance.—The 
Federal approach to disaster recovery is fragmented across more than 30 Fed-
eral entities, making it harder for survivors and communities to successfully 
navigate the disaster assistance process. The Federal entities involved have 
multiple programs and authorities that have differing requirements and time 
frames. Moreover, data sharing across entities is limited. 
As administrator of several disaster recovery programs, FEMA should also take 
steps to better manage fragmentation across its own programs, as we rec-
ommended.26 Such actions could make the programs simpler, more accessible 
and user-friendly, and improve the effectiveness of Federal disaster recovery ef-
forts. 
Reforming the Federal Government’s approach to disaster recovery and reduc-
ing fragmentation could improve service delivery to disaster survivors and com-
munities and improve the effectiveness of recovery efforts. In response to our 
recommendations, as of February 2024, FEMA had taken steps to streamline 
the applications for 2 of its recovery programs.27 However, FEMA will need to 
demonstrate that it has thoroughly considered available options to (1) better 
manage fragmentation across its own programs, (2) identify which changes 
FEMA intends to implement to its recovery programs, and (3) take steps to fully 
implement this recommendation. 
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• Strengthening FEMA’s Disaster Workforce.—FEMA’s staffing levels and work-
force challenges have limited its capacity to provide effective disaster assist-
ance. In recent years, the increasing frequency and costs of disasters, the 
COVID–19 pandemic, and other responsibilities have placed additional pres-
sures on FEMA. 
In January 2022, we reported that FEMA has faced challenges with deploying 
staff with the right qualifications and skills to meet disaster needs.28 We rec-
ommended that FEMA develop a plan to address challenges in providing quality 
information to field leaders about staff qualifications. FEMA officials told us 
that the actions in the plan enhance reliability of FEMA workforce qualifica-
tions and increases field leadership accessibility of workforce information. Such 
actions could better enable the agency to use its disaster workforce flexibility 
as effectively as possible to meet mission needs in the field. 
In May 2023, we reported that FEMA uses different processes under various 
statutory authorities to hire full-time employees and temporary reservists.29 We 
found that FEMA had an overall staffing gap of approximately 35 percent 
across different positions at the beginning of fiscal year 2022. While the gaps 
varied across different positions, Public Assistance, Hazard Mitigation, and Lo-
gistics generally had lower percentages of staffing targets filled—between 44 
and 60 percent at the beginning of fiscal year 2022. These positions serve im-
portant functions, including administering assistance to State and local govern-
ments, creating safer communities by managing risk reduction activities, and 
coordinating all aspects of resource planning and movement during a disaster. 
FEMA only had 9 percent of its disaster-response workforce available for Hurri-
cane Milton response as staff were deployed to other disasters such as Hurri-
cane Helene in the southeast and flooding in Vermont.30 In addition, FEMA 
only had 20 percent of its disaster-response workforce available for Los Angeles 
fire response.31 We have made numerous recommendations to help FEMA bet-
ter manage catastrophic or concurrent disasters. 

• Investing in Resilience.—Disaster resilience can reduce the need for more costly 
future recovery assistance. In our Disaster Resilience Framework, we reported 
that the reactive and fragmented Federal approach to disaster risk reduction 
limits the Federal Government’s ability to facilitate significant reduction in the 
Nation’s overall disaster risk.32 
FEMA’s hazard mitigation assistance programs provide assistance for eligible 
long-term solutions that reduce the impact of future disasters, thereby increas-
ing disaster resilience. However, we have reported that there are areas in which 
FEMA can improve its hazard mitigation assistance grant programs. 
For example, the Safeguarding Tomorrow through Ongoing Risk Mitigation Act 
of 2021 authorized FEMA to award capitalization grants—seed funding—to help 
eligible States, territories, Tribes, and the District of Columbia establish revolv-
ing loan funds for mitigation assistance.33 In response, FEMA established the 
Safeguarding Tomorrow Revolving Loan Fund grant program in 2022. In Feb-
ruary 2025, we found that while FEMA has identified some tools to collect infor-
mation on the Revolving Loan Fund program, FEMA does not have a process 
for systematically collecting and evaluating the information to assess program 
effectiveness across all phases of the program.34 We recommended that FEMA 
document and implement a process to regularly assess program effectiveness 
using evidence-based decision-making practices to help instill confidence in pro-
gram participants and better ensure the long-term sustainability and success of 
the program. 

HIGH-RISK AREA: STRENGTHENING DHS IT AND FINANCIAL MANAGEMENT FUNCTIONS 

Shortly after DHS was formed, we designated Implementing and Transforming 
DHS as a high-risk area in January 2003 because it had to transform 22 agencies— 
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several with major management challenges—into one department.35 This high-risk 
area has evolved over time to reflect DHS’s progress and now focuses on Strength-
ening DHS IT and Financial Management Functions. 

As we reported in our latest high-risk update, DHS has faced difficulties securing 
Federal IT systems and information and continues to face significant challenges 
with its financial management systems, processes, controls, and reporting.36 Among 
other things, DHS’s progress depends on addressing challenges identified by DHS’s 
Office of Inspector General (OIG) and its financial statement auditor. 

• IT Management.—DHS has made progress implementing recommendations 
from DHS’s OIG related to IT security weaknesses. However, more work re-
mains for DHS to strengthen its information security program. 
In fiscal year 2023, the DHS OIG reported 6 deficiencies in the information se-
curity program. For example, the OIG reported that not all vulnerabilities were 
promptly mitigated, nor did DHS create the plans of action and milestones for 
all information security weaknesses. These actions include enforcing require-
ments for components to obtain authority to operate, resolving critical and high- 
risk vulnerabilities, and applying sufficient resources to mitigate security weak-
nesses. 
Further, in 2024, DHS’s financial statement auditor continued to designate defi-
ciencies in IT controls and information systems as a material weakness for fi-
nancial reporting purposes. These deficiencies included ineffective design and 
implementation of controls to address areas such as system changes and access 
controls at several DHS components. DHS has identified planned steps and 
projects to achieve an opinion on internal controls over financial reporting for 
2 consecutive years with no material control weaknesses by November 2029. 
Until DHS addresses these deficiencies, the data and systems will continue to 
remain at risk of disruption. Ineffective security controls to protect these sys-
tems and data could significantly affect a broad array of agency operations and 
assets. 

• Financial Management.—DHS has received an unmodified (clean) audit opinion 
on its consolidated financial statements for 12 consecutive years, from fiscal 
years 2013 through 2024. However, during those same 12 years, DHS did not 
receive a clean opinion on its internal controls over financial reporting because 
it did not design and fully implement control activities to provide reasonable as-
surance that its systems will reliably report financial information. 

First, the financial statement auditor found that DHS did not design, implement, 
or effectively operate information technology general controls to help prevent unau-
thorized access to programs and data; document, authorize, or monitor system 
changes; and control access to systems that were commensurate with job respon-
sibilities. Second, DHS did not effectively design, implement, or operate controls 
over the financial reporting process in the following areas: appropriate level of su-
pervisory review of journal entries and preparation of disclosures; monitoring of 
automated and manual control environments, including service providers; and es-
tablishing an organizational structure and internal communication to plan and exe-
cute controls at the Coast Guard. 

Much work also remains to modernize DHS components’ financial management 
systems and business processes. For example, FEMA currently uses 6 seg-
regated systems for financial management and procurement. FEMA plans to in-
clude the functionality of these systems under one financial system moderniza-
tion effort. This modernization effort is critical given the significant amount of 
money FEMA manages for disasters. 
DHS’s financial statement auditor also continued to report that agency financial 
management systems did not comply with requirements of the Federal Finan-
cial Management Improvement Act of 1996.37 Specifically, DHS does not comply 
with applicable Federal accounting standards in certain instances, Federal fi-
nancial management system requirements, and the U.S. Standard General 
Ledger at the transaction level.38 Without implementing modernized systems 
with fully effective controls that comply substantially with these requirements, 
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DHS is at an increased risk of errors and inconsistent or incomplete financial 
information. 

In conclusion, given the constantly-evolving threat landscape, DHS’s expansive 
missions, and its annual discretionary budget of about $60 billion, oversight remains 
critically important to ensure effectiveness and efficiency. Our recommendations to 
DHS can assist Congress in identifying key areas for oversight that could result in 
significant improvements and benefits. We continue to monitor DHS and Congres-
sional actions. 

Chairman Brecheen, Ranking Member Thanedar, and Members of the sub-
committee, this completes my prepared statement. I would be pleased to respond to 
any questions that you may have at this time. 

Mr. BRECHEEN. Thank you very much, Mr. Currie. 
I now recognize Ms. Kristen Bernard for 5 minutes for an open-

ing statement. 

STATEMENT OF KRISTEN D. BERNARD, DEPUTY INSPECTOR 
GENERAL, OFFICE OF AUDITS, OFFICE OF THE INSPECTOR 
GENERAL, U.S. DEPARTMENT OF HOMELAND SECURITY 
Ms. BERNARD. Thank you so much, Chairman Brecheen, Ranking 

Member Thanedar, and Members of the subcommittee. Thank you 
for inviting me here today to discuss our oversight work that im-
proves DHS’s execution of its mission operations, while preventing 
fraud and abuse in its programs. My testimony today will highlight 
long-standing and systemic weaknesses that pertain to border secu-
rity and immigration enforcement, cybersecurity, and emergency 
management. 

First, DHS faces challenges executing its day-to-day border secu-
rity and immigration operations. We’ve issued numerous reports 
highlighting recurring problems in tracking and accounting for mi-
grants entering and being released into the country. 

For example, we recently reported ICE was unable to monitor 
the location and status of all unaccompanied children once released 
or transferred from DHS custody. We also reported DHS could not 
locate migrants once released due to missing or invalid addresses, 
as well as the reliance on manual ad hoc methods for border appre-
hension and detention processing. 

Each of these deficiencies point to the absence of fundamental 
practices necessary for maintaining operational control of the bor-
der. 

The root cause of these issues stem from DHS’s lack of strategic 
focus for cross-component collaboration. Automation and consist-
ency would better enable CBP and ICE to keep pace with the fluc-
tuating volume of migrants apprehended. Until these issues are ad-
dressed, DHS will be unable to maintain awareness of all migrants’ 
locations once released from DHS custody, which may hinder immi-
gration enforcement operations. 

Second, DHS’s inability to consistently secure systems, networks, 
and data across its 22 components may weaken its overall defense 
against potential cyber attacks. 

Our recent audits of access controls, which is an essential cyber-
security practice, revealed hundreds of personnel who had either 
left DHS or transferred to a new position, but they continued to 
have access. We also identified hundreds of users with elevated 
privileges and access. Similarly, our audits of mobile devices identi-
fied thousands of prohibited and high-risk applications and thou-
sands of devices that were not adequately secured. 
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Last, our recurring testing of critical systems across DHS has re-
vealed hundreds of workstations that were not receiving security 
patches or operating with the right settings. Collectively, our over-
sight has identified more than 4,000 security vulnerabilities over 
the past 3 years. 

But I will note our recommendations have prompted swift action 
by DHS in the area of their cybersecurity posture. They’ve made 
continuous improvements and quickly remediated vulnerabilities. I 
credit this to our in-house automated testing capabilities and meth-
odologies that enable us to provide results before the audit con-
cludes, as well as to our strong partnership with DHS officials who 
are responsible for implementing and overseeing cybersecurity 
practices. 

Third and finally, I will highlight our continued work to help im-
prove FEMA’s administration of disaster programs. While FEMA 
has certainly faced an unprecedented number of natural disasters 
and a global pandemic, it continues to operate in a manner that is 
not conducive to the scale or complexity of its current environment. 

We continue to identify astronomical amounts of questioned costs 
totaling $12 billion in the last 3 years. Earlier this year, in fact, 
we notified FEMA and Congress of our findings totaling $7 billion 
in funds that could have been put to better use due to the delays 
in closing out disaster programs. 

The results of our work demonstrate our dedication to promoting 
the integrity, efficiency, and effectiveness of DHS programs and op-
erations. But we do remain concerned that until the Department 
fully addresses recommendations for improvement, its components 
may be hindered to achieve these essential mission functions that 
our national security and prosperity rely upon. 

DHS OIG remains committed to working with this subcommittee 
and DHS leadership and other stakeholders to promote trans-
parency, efficiency, and accountability. 

Thank you for the opportunity to discuss our critical work. 
Thank you for Congress’ support in enhancing our ability to pro-
mote accountability and deter fraud against DHS programs and op-
erations. 

This concludes my testimony. I’m happy to answer any questions 
you have. 

[The joint prepared statement of Ms. Bernard and Ms. Lang fol-
lows:] 

JOINT PREPARED STATEMENT OF KRISTEN D. BERNARD AND ERIKA LANG 

MARCH 11, 2025 

Chairman Brecheen, Ranking Member Thanedar, and Members of the sub-
committee, thank you for the opportunity to discuss the Department of Homeland 
Security (DHS), Office of Inspector General’s (OIG) efforts to combat fraud, waste, 
and abuse in the Department of Homeland Security. 

DHS is tasked with safeguarding our Nation from diverse and evolving threats; 
it operates with over 260,000 personnel and annual total budget authority of over 
$100 billion. OIG’s mission is to promote excellence, integrity, efficiency, and ac-
countability across the vast DHS enterprise. OIG does this by conducting inde-
pendent oversight through audits, inspections, evaluations, and investigations that 
identify and prevent fraud, waste, abuse, and mismanagement in DHS’s programs 
and operations. 

In fiscal year 2024, DHS OIG identified over $7 billion in funds put to better use, 
over $19 million in funds recovered or deobligated through audit work, and over $53 
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million in recoveries, fines, restitution, and asset forfeiture from OIG investigations. 
We issued nearly 200 recommendations to DHS, evaluated nearly 25,000 hotline 
complaints, made 110 arrests, and referred over 200 cases for criminal prosecution. 
OIG provides a remarkable return on investment for the American taxpayer. For 
every taxpayer dollar invested in DHS OIG, our work returns $18.63 1 in questioned 
costs, funds put to better use, funds recovered or deobligated, fines, and restitutions. 

As the main oversight agency for DHS, OIG has identified systemic weaknesses 
in border security and immigration enforcement, cybersecurity, and emergency man-
agement. Our recent audits, inspections, and investigations have exposed inad-
equate internal controls, insufficient program management, and inefficient resource 
allocation that resulted in operational vulnerabilities and financial losses. 

In this testimony, OIG highlights key findings from recent reports on border secu-
rity operations, cybersecurity protections, and emergency management programs 
that reveal significant challenges and opportunities to improve the integrity, effi-
ciency, and effectiveness of DHS programs. 

DHS BORDER SECURITY AND IMMIGRATION CHALLENGES 

OIG has allocated significant resources to border security and immigration over-
sight. In fiscal years 2022–24, OIG issued 86 reports about DHS’s border security 
challenges, including 297 recommendations to improve the ability of DHS oper-
ational components’ to secure the Nation’s borders and enforce immigration laws. 
As of today, 222 recommendations (nearly 75 percent) are closed and 75 remain 
open. 

Below, we highlight information from 7 key reports issued during this period that 
specifically assessed U.S. Customs and Border Protection’s (CBP) ability to prevent 
noncitizens from entering the United States, as well as Immigration and Customs 
Enforcement’s (ICE) capacity to safely detain, transport, and track migrants. Based 
on the volume of migrants that entered the United States, our oversight work in 
this area focused primarily on DHS’s ability to screen, manage, and track all non-
citizens crossing the border at and between ports of entry. OIG’s work revealed two 
major areas of weakness: 

DHS Screening and Holding Noncitizens Entering the Country Through Ports of 
Entry 

• OIG examined whether DHS had the ability to effectively screen and vet per-
sons seeking admission through ports of entry. Although OIG found that DHS 
has technology to screen travelers at airports, DHS faced operational challenges 
in executing day-to-day screening operations. For example, in 2024 OIG re-
ported 2 CBP could not biometrically confirm the identity of all persons seeking 
entry in vehicles at land ports of entry, nor did CBP maintain consistency in 
operational procedures to screen all vehicle passengers. We found multiple in-
stances where CBP did not query all individuals at land ports of entry for de-
rogatory information prior to allowing these non-U.S. citizens into the country. 

• OIG also assessed DHS’s actions 3 related to the screening process of a sus-
pected terrorist, and the timing of an arrest after the suspected terrorist’s re-
lease into the United States. In 2022, CBP missed multiple opportunities to 
verify that an apprehended migrant was a positive match for the terrorist 
watch list before releasing the migrant into the community. This included not 
providing information requested by the FBI’s Terrorist Screening Center, which 
would have confirmed the positive match. This occurred because of CBP’s inef-
fective practices and processes for resolving inconclusive matches with the 
watch list. Days later when the migrant boarded a domestic U.S. flight, the 
Transportation Security Administration’s normal screening resulted in an alert 
to the Terrorist Screening Center, leading to ICE being notified to effectuate the 
migrant’s arrest. However, ICE faced multiple challenges planning and con-
ducting the migrant’s arrest, including delays in transferring documentation 
and difficulties obtaining GPS data while conducting the arrest. We issued 3 
recommendations, which are now all closed. 



24 

4 (OIG–24–65), CBP, ICE, and TSA Did Not Fully Assess Risks Associated with Releasing Non-
citizens without Identification into the United States and Allowing Them to Travel on Domestic 
Flights (REDACTED), September 30, 2024. 

5 https://www.cbp.gov/newsroom/stats/southwest-land-border-encounters, filtered for fiscal 
year 2022, 2023, 2024 and U.S. Border Patrol. 
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7 (OIG–23–47), DHS Does Not Have Assurance That All Migrants Can be Located Once Re-
leased into the United States (REDACTED), September 6, 2023. 

8 (OIG–24–46), Management Alert—ICE Cannot Monitor All Unaccompanied Migrant Children 
Released from DHS and U.S. Department of Health and Human Services’ Custody, August 19, 
2024. 

9 (OIG–24–30), CBP and ICE Did Not Have an Effective Process for Detaining and Removing 
Inadmissible Travelers at an International Airport (REDACTED), June 12, 2024. 

• While examining DHS’s ability 4 to assess risks associated with releasing non-
citizens without identification into the country and allowing them to travel on 
domestic flights, OIG determined that CBP and ICE accepted noncitizens’ self- 
reported biographical information in the absence of acceptable forms of identi-
fication. CBP and ICE could not provide data about how many noncitizens with-
out identification were released into the country. We issued 3 recommenda-
tions—including for CBP and ICE to conduct a comprehensive analysis of the 
risks associated with releasing noncitizens into the country without proper iden-
tification and take steps to mitigate those risks—with which the Department 
concurred; the recommendations remain resolved and open. 

DHS Could Not Track All Migrants Released into the Country 
• Between fiscal years 2022–24, the U.S. Border Patrol (USBP) apprehended 

more than 5.7 million migrants who illegally entered the United States.5 Given 
this volume, OIG sought to determine whether DHS had sufficient capabilities 
to account for all migrants once apprehended. Over a series of 4 reports, OIG 
found that DHS did not have the systems or infrastructure to process the influx 
of migrants who illegally crossed the border between ports of entry. For exam-
ple, in 2022 we identified 6 shortcomings with technology systems that resulted 
in manual methods to transfer and track migrants, which prevented DHS from 
having digital access to records from the point of apprehension to release or 
transfer. Given that thousands of migrants are transferred daily, this gap in 
functionality adversely affects DHS’s ability to manage the high volume of ap-
prehensions and timely transfer individuals from USBP custody. OIG also de-
termined DHS shared information manually with the Department of Justice be-
cause systems lacked integration, and DHS personnel faced challenges from in-
consistent or missing data in DHS’s systems of record. 

• Similarly, in 2023, we reported 7 DHS had limited ability to track migrants’ 
post-release addresses, as more than 177,000 illegal migrant records were either 
missing, invalid for delivery, or not legitimate residential locations. In 2024, we 
reported 8 ICE was unable to locate more than 32,000 unaccompanied migrant 
children (UCs) who did not appear as scheduled for immigration court pro-
ceedings, nor did ICE always inform the U.S. Department of Health & Human 
Services’ Office of Refugee Resettlement when UCs failed to appear in court. 
OIG found that ICE did not serve a Notice to Appear on more than 291,000 
UCs. 

• Finally, OIG assessed 9 CBP and ICE processes for detaining and removing in-
admissible travelers arriving at a particular international airport. Between fis-
cal years 2021–23, CBP released at least 383 inadmissible travelers from cus-
tody at the international airport because it could not transfer them to ICE, de-
tain them at the airport, or fly them to another airport. CBP also did not have 
an effective process to determine which inadmissible travelers failed to return 
for their removal flights—a population that constituted 44 percent (168) of inad-
missible travelers—and thus did not consistently transfer their cases to ICE for 
removal proceedings. We made 3 recommendations, which are all now closed. 

DHS Border Security Operations During Operation Allies Welcome 
The scope of our border security audit and inspection work has expanded in recent 

years to include potential vulnerabilities due to exigent circumstances. For example, 
OIG published 6 reports related to the resettlement of individuals evacuated from 
Afghanistan as part of Operation Allies Welcome (OAW); this involved the resettle-
ment of approximately 97,000 evacuees in American communities beginning in Sep-
tember 2021. 
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10 (OIG–22–64), DHS Encountered Obstacles to Screen, Vet, and Inspect All Evacuees during 
the Recent Afghanistan Crisis (REDACTED), September 6, 2022. 

11 (OIG–22–79), The Unified Coordination Group Struggled to Track Afghan Evacuees Inde-
pendently Departing U.S. Military Bases, September 29, 2022. 

12 (OIG–24–24), DHS Has a Fragmented Process for Identifying and Resolving Derogatory In-
formation for Operation Allies Welcome Parolees, May 6, 2024. 

13 (OIG–23–40), USCIS Has Generally Met Statutory Requirements to Adjudicate Asylum Ap-
plications from Paroled Afghan Evacuees, August 18, 2023. 

14 (OIG–22–54), DHS Did Not Adequately or Efficiently Deploy Its Employees to U.S. Military 
Installations in Support of Operation Allies Welcome, July 27, 2022. 

15 (OIG–22–78), The DHS Unified Coordination Group for Operation Allies Welcome Coordi-
nated Afghan Resettlement but Faced Challenges in Funding And Authority, September 29, 
2022. 

• OIG assessed 10 the extent to which DHS screened, vetted, and inspected evac-
uees arriving as part of OAW and determined CBP did not always have critical 
data to properly vet Afghan evacuees. Information used to vet evacuees in Gov-
ernment databases was sometimes inaccurate, incomplete, or missing. In addi-
tion, CBP permitted 35 Afghan evacuees to board a flight without being cleared 
to travel and did not collect biometrics from 1,299 evacuees prior to their travel 
to the United States. As a result, DHS paroled at least 2 evacuees into the 
United States who posed a risk to national security and the safety of local com-
munities and may have admitted or paroled more individuals of concern. 

• OIG reviewed 11 DHS’s efforts to track evacuees who independently departed 
U.S. military bases and how these ‘‘independent departures’’ affected immigra-
tion status. 

• Approximately 11,700 Afghan evacuees departed U.S. military bases, or safe ha-
vens, without assistance from resettlement agencies. OIG’s review found the 
Unified Coordination Group (UCG)—the entity tasked with coordinating reset-
tlement efforts—struggled to track OAW independent departures evacuees and 
had difficulties documenting when independent departures occurred. Finally, 
the UCG did not attempt to locate all evacuees who independently departed 
safe havens to verify their compliance with parole conditions. 

• In assessing 12 DHS’s identification and resolution of potentially derogatory 
records for OAW parolees, OIG found that CBP, U.S. Citizenship and Immigra-
tion Services (USCIS), and ICE’s interconnected processes for identifying and 
resolving derogatory information for OAW parolees was fragmented. OIG identi-
fied USCIS enforcement action gaps for parolees who were denied immigration 
benefits; specifically, USCIS would not initiate removal proceedings against an 
OAW parolee or terminate parole when it denied a benefit application due to 
derogatory information. OIG also determined that no one in DHS had responsi-
bility for monitoring parole expiration for OAW parolees or taking any related 
action, such as initiating removal proceedings, when derogatory information 
about a parolee was discovered. 

• OIG also reviewed DHS’s overall management of OAW to determine if there 
were any deficiencies or best practices. We found that DHS met processing time 
lines 13 for the limited number of asylum applicants from the OAW population. 
However, DHS did not have a structure to support its own volunteers for un-
funded operations such as OAW,14 and the lack of direct funding and absence 
of clear authority for UCG leadership affected the UCG’s coordination of the 
OAW resettlement process.15 In total, DHS OIG made 14 recommendations re-
lated to OAW. Currently, 5 recommendations are closed, 8 recommendations are 
resolved and open, and one recommendation, with which the Department did 
not concur, remains unresolved and open. 

Unannounced Inspections of CBP and ICE Facilities 
OIG continues to conduct unannounced inspections of both CBP short-term hold-

ing facilities and ICE detention facilities, as mandated by Congress in 2019. CBP 
is responsible for apprehending migrants and detaining them for a short period, 
typically not to exceed 72 hours, while ICE is responsible for long-term detention. 
OIG’s inspections of CBP and ICE facilities evaluate the Department’s compliance 
with applicable detention standards to ensure they meet Federal requirements re-
garding the safety, well-being, and care of detainees in custody. We use a risk- 
based, data-driven methodology to determine which facilities to inspect, based on 
prior inspections, location, size, facility type, DHS OIG Hotline complaints, and his-
torical and current apprehension numbers. Our inspections help ensure facilities 
comply with standards; improve the efficiency of detention operations; and mitigate 
risks to the health, welfare, and safety of detainees and DHS personnel. 
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• OIG issued 16 reports regarding CBP short-term holding facilities from fiscal 
years 2022–24, covering 93 USBP and Office of Field Operations facilities. 
Within those 16 reports, OIG made 39 recommendations to improve the condi-
tions of detainees in detention. Some of OIG’s most significant recommendations 
have addressed meeting standards for time in custody, overcrowding, managing 
detainees with contagious diseases, and handling detainee property. DHS has 
taken corrective action to close 36 of the 39 recommendations. 

• In the same period, OIG issued 13 reports and one management alert related 
to 13 ICE detention facilities. Within those 14 reports, we made 111 rec-
ommendations to improve the conditions of detainees in detention. Generally, 
areas of non-compliance included environmental health and safety, the use of 
special management units, staff-detainee communication, dental and chronic 
care, medical staffing shortages, and grievance systems. We also found that ICE 
paid approximately $86 million for unused bedspace under contracts in which 
ICE guarantees minimum payments to detention facility contractors or State 
and local governments, paying for bed space regardless of use. ICE has taken 
corrective action to close 106 of the 111 recommendations. 

CYBERSECURITY OVERSIGHT 

Cyber space has become the most active threat domain in the world and a dy-
namic threat to U.S. security. In 2023, Federal agencies reported nearly a 10 per-
cent increase of cybersecurity incidents with over 32,000 total incidents Federal 
Government-wide.16 DHS’s vast and complex information technology (IT) environ-
ment includes more than 800 unique IT systems that process and maintain critical 
and sensitive mission-related data pertaining to counterterrorism, border security, 
law enforcement, and critical infrastructure, among other areas. This scale and level 
of potential exposure requires continuous monitoring and action to ensure cyberse-
curity threats are identified and remediated timely. Such protections are vital to se-
cure the Departments’ systems and information from domestic and foreign adver-
saries who may wish to exploit vulnerabilities to gain access. 

OIG’s role is to ensure DHS cyber defenses are adequate to identify, prevent, and 
mitigate threats. OIG uses a multidisciplinary IT oversight approach with IT audi-
tors leading assessments of management controls, cybersecurity experts providing 
targeted technical expertise, and technical testing tools to perform real-time assess-
ments of system controls to detect weaknesses. OIG’s technical testing tools include 
vulnerability and configuration scans of component workstations, servers, domain 
controllers, databases, and applications to identify system vulnerabilities and verify 
settings are correctly implemented. 

OIG collaborates closely with DHS officials to maintain awareness of key cyberse-
curity challenges and priorities, which informs our risk-based approach for selecting 
the audits to address the Department’s most pressing cybersecurity risks and chal-
lenges. DHS OIG adds value to the Department by sharing the results of its tech-
nical testing to uncover IT security vulnerabilities in real time. Over the past 3 
years, OIG has identified more than 4,000 security vulnerabilities, allowing DHS to 
quickly address vulnerabilities and weaknesses that could potentially be exploited 
by adversaries. 

Since fiscal year 2021, OIG has issued 16 reports containing a total of 99 rec-
ommendations aimed at bolstering the Department’s cybersecurity protections for 
systems, networks, and mobile device security. 

System and Mobile Device Security Oversight Work 
We conducted technical assessments 17 to test security controls of several mission- 

critical systems across CBP, ICE, FEMA, and TSA, finding that additional steps are 
needed to ensure these sensitive systems are adequately secured. For example, we 
identified hundreds of workstations that were not receiving security patches to ad-
dress critical and high vulnerabilities for more than 6 months and those that were 
missing the DHS required settings needed to ensure effective system security. 
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18 (OIG–22–65), USCIS Should Improve Controls to Restrict Unauthorized Access to Its Sys-
tems and Information, September 7, 2022; (OIG–23–16), FEMA Should Improve Controls to Re-
strict Unauthorized Access to Its Systems and Information, February 15, 2023; (OIG–23–33), ICE 
Should Improve Controls to Restrict Unauthorized Access to Its Systems and Information, July 
19, 2023. 

19 (OIG–24–61), ICE Did Not Always Manage and Secure Mobile Devices to Prevent Unauthor-
ized Access to Sensitive Information, September 26, 2024; (OIG–23–32), FEMA Did Not Always 
Secure Information Stored on Mobile Devices to Prevent Unauthorized Access, July 7, 2023. 

We found significant shortcomings at each of the 3 DHS components—USCIS, 
FEMA, and ICE—we assessed for proper controls 18 to prevent unauthorized access 
to data and systems. Based on our test samples across these audits, on average 64 
percent of the personnel who had either left DHS or transferred to a new position 
continued to have access to Department systems and information beyond their last 
day. We also identified hundreds of users who held inappropriate access to privi-
leged accounts—such as administrators with broad and/or special access to system 
data—with no mission need for their level of access. 

OIG completed assessments of mobile device security practices at ICE and 
FEMA,19 in which we found weak security practices such as employees installing 
high-risk applications from companies banned by the Government and mobile de-
vices that were not wiped even though they were lost, stolen, or taken abroad with-
out appropriate permission. As a result, mobile devices and the sensitive informa-
tion they contain may be at a higher risk of unauthorized access and more suscep-
tible to cyber attacks. 

As we plan our work for fiscal year 2026 and beyond, DHS OIG will utilize red 
team and penetration testing—methods in which OIG conducts a simulated and 
nondestructive cyber attack—to further enhance our oversight work. We will also 
employ penetration testing attack methods such as phishing exercises, password 
cracking, theft of credentials, attempted unauthorized logins, unauthorized input at-
tacks from external sources, malicious payload deployment, identity spoofing to gain 
trusted access to networks and devices, and unauthorized privilege escalation to 
continue to ensure DHS has the necessary cybersecurity posture to prevent threats. 

FEDERAL EMERGENCY AND DISASTER MANAGEMENT 

The past several years has been marked by record-breaking catastrophic disasters 
for management by FEMA, including unprecedented natural disasters and a global 
pandemic. FEMA has declared 238 major disaster declarations from fiscal year 2022 
through the present, such as hurricanes, floods, tornadoes, and wildfires. OIG con-
ducted nearly 40 audits on FEMA, identifying overpayments, ineligible payments, 
and unsupported payments totaling approximately $12 billion. We have also identi-
fied inadequate oversight leading to $9 billion in funds put to better use. Collec-
tively, OIG found that FEMA continues to face significant challenges in 3 key areas: 
COVID–19 pandemic response, natural disaster response, and management of other 
grants. 

FEMA COVID–19 Pandemic Response 
Given the unprecedented level of funding provided to FEMA for America’s 

COVID–19 response, most of OIG’s FEMA audit work over the past years has re-
lated to the pandemic. As of September 2021, FEMA had received nearly $100 bil-
lion to assist the Nation in addressing the challenges of the pandemic. The size of 
these appropriations, coupled with the need to quickly distribute funds, signal an 
environment ripe for fraud. 

OIG has taken a technology-enabled joint audit and investigative approach to 
overseeing FEMA’s COVID funds and programs. OIG auditors were able to quickly 
identify areas of fraud, waste, and abuse for several specific programs. OIG criminal 
investigators led the charge against fraud by sharing information on known fraud 
schemes for similar programs, such as COVID–19 unemployment insurance fraud. 
OIG’s data scientists obtained data sets from partner agencies to conduct in-depth 
computer matching efforts to support audits. 

OIG conducted robust oversight on FEMA’s management of COVID–19 assistance 
programs across 14 audit reports over the past 3 years. We highlight reports below 
to illustrate some of the weaknesses in FEMA’s management of COVID–19 funding 
which led to $12 billion in questioned costs and $1.5 billion in funds put to better 
use. 
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20 (OIG–22–28), Management Alert—Reporting Suspected Fraud of Lost Wages Assistance, Feb-
ruary 28, 2022; (OIG–22–69), FEMA Did Not Implement Controls to Prevent More than $3.7 Bil-
lion in Improper Payments from the Lost Wages Assistance Program, September 16, 2022; (OIG– 
22–73), More than $2.6 Million in Potentially Fraudulent LWA Payments Were Linked to DHS 
Employees’ Identities, September 27, 2022. 

21 (OIG–22–36), Management Alert—FEMA’s COVID–19 Funeral Assistance Operating Proce-
dures Are Inconsistent with Previous Interpretation of Long-Standing Regulations for Eligible 
Funeral Expenses, April 13, 2022; (OIG–23–42), Ineffective Controls Over COVID–19 Funeral As-
sistance Leave the Program Susceptible to Waste and Abuse, August 22, 2023. 

22 (OIG–23–14), FEMA Did Not Provide Sufficient Oversight of Project Airbridge, February 7, 
2023; (OIG 23–34), FEMA Did Not Effectively Manage the Distribution of COVID–19 Medical 
Supplies and Equipment, July 19, 2023. 

23 (OIG–25–13), FEMA’s Insufficient Oversight of COVID–19 Emergency Protective Measures 
Grants Led to Over $8.1 Billion in Questioned Costs and $1.5 Billion in Over-obligated Funds, 
January 30, 2025. 

• In 2022, OIG found that FEMA’s Lost Wage Assistance (LWA) program 20 
launched the program for State workforce agencies to provide unemployment in-
surance without first setting clear guidance or controls to mitigate the risk of 
improper payments. Instead, FEMA relied on State insurance programs to de-
termine eligibility and distribute the funding, resulting in more than $3.7 bil-
lion in improper payments. We issued a management alert and 2 audit reports 
on this subject containing a total of 15 recommendations to improve FEMA’s 
management of its Federal assistance programs and to recover improper pay-
ments; 5 recommendations remain open and unresolved. 

• OIG in 2022 also found 21 that FEMA did not have effective controls over the 
Funeral Assistance Program, resulting in over $26 million in ineligible or unal-
lowable funeral expenses. We issued an alert to recommend FEMA immediately 
establish guardrails for reimbursement expenses and cost exceptions and later 
issued a final report including 6 recommendations to improve FEMA’s oversight 
of the funeral assistance program. Two recommendations are open; 1 is unre-
solved. 

• In 2023, OIG assessed FEMA’s oversight of the distribution of COVID–19 med-
ical supplies and equipment. We found 22 that FEMA did not effectively manage 
the distribution process, nor did it provide sufficient oversight of Project 
Airbridge, a COVID–19 initiative to reduce shipping times. As a result, FEMA 
did not have full visibility into the resources shipped and received, hindering 
its ability to make informed decisions. FEMA may have also paid unnecessary 
transportation costs and the projects $238 million may have been better spent 
on COVID–19 initiative. We issued 5 recommendations to improve FEMA’s 
oversight of future public/private partnerships, all are open and resolved. 

• In January 2025, we reported 23 FEMA did not have sufficient oversight over 
COVID–19 emergency protective measures public assistance funding. FEMA 
over-obligated at least $1.5 billion in funds for 1 State’s medical staffing grant 
and did not determine the cost allowability of the $8.1 billion in funds drawn 
down by the State. Additionally, we reviewed a sample of 20 other grants and 
identified approximately $32.8 million in improper payments. We issued 7 rec-
ommendations for FEMA to improve oversight, 4 remain open and resolved. 

COVID–19 Fraud Investigations 
In 2021, OIG established a dedicated COVID–19 Fraud Unit (CFU) to focus solely 

on identifying and investigating fraud related to COVID–19. Due to the large scope 
of the potential fraud, OIG utilized data analytics to identify large, organized fraud 
schemes—some of which resulted in millions of dollars being distributed to 
fraudsters. Our investigations have identified instances in which recipients, through 
fraud, received payments that they were not eligible for under the Disaster Relief 
Fund. 

Since the beginning of the pandemic, OIG has received over 8,800 complaints and 
opened over 600 investigations into COVID–19 fraud. To date, our investigations 
have resulted in more than 200 indictments, 50 criminal Bills of Information, 162 
convictions, and nearly $49 million in recoveries. A sample of OIG significant cases 
in this area include: 

• A New Jersey man was sentenced to 6 years and 9 months in prison and was 
ordered to pay $4.2 million in restitution for 2 related COVID–19 fraud cases; 
one case alleged wire fraud and aggravated identity theft in California and the 
other case alleged wire fraud in New Jersey. The perpetrator executed a scheme 
to defraud the California Employment Development Department (EDD) by filing 
at least 78 fraudulent unemployment insurance claims with EDD, seeking Pan-
demic Unemployment Assistance and other benefits under the CARES Act. The 
scheme sought over $2.5 million in unemployment insurance benefits and 
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24 (OIG–22–77), FEMA Did Not Effectively Manage Disaster Case Management Program Funds 
in Support of Hurricane Maria Recovery Services, September 29, 2022. 

25 (OIG–24–45), FEMA’s Inadequate Oversight Led to Delays in Closing Out Declared Disas-
ters, August 14, 2024. 

26 (OIG–22–46), FEMA Needs to Improve Oversight and Management of Hazard Mitigation 
Grant Program Property Acquisitions, June 22, 2022. 

caused EDD and the United States to incur actual losses exceeding $900,000. 
The perpetrator also executed a scheme to defraud the Small Business Adminis-
tration by fraudulently receiving $1.28 million in Economic Injury Disaster 
Loans funds and withdrawing over $777,000. 

• A Georgia woman was sentenced to 12 years in prison for her role in a scheme 
to defraud the Georgia Department of Labor (GaDOL) out of tens of millions 
of dollars in benefits meant to assist unemployed individuals during the 
COVID–19 pandemic. The scammer and her co-conspirators caused more than 
5,000 fraudulent unemployment insurance claims to be filed with GaDOL, re-
sulting in at least $30 million in stolen benefits. 

• DHS OIG and FBI Phoenix’s Violent Street Gang Task Force investigated the 
Arizona Mexican Mafia (AMM) for COVID pandemic unemployment assistance 
(PUA) fraud after developing information that AMM prison inmates were en-
gaged in PUA fraud along with other criminal activities, e.g., illegal drugs and 
stolen property. The AMM is one of the most violent street gangs in Arizona; 
it exerts significant influence over most Arizona Department of Corrections pris-
on yards. The estimated fraud loss included over $1 million in unemployment 
benefit payments and nearly $2 million in money-laundering activities. Thirty 
members and/or associates of the gang were indicted on multiple felony charges 
including fraudulent schemes, conspiracy, money laundering, and participating 
in a criminal syndicate. 

FEMA Management of Disaster Response Programs 
DHS OIG will continue robust oversight of FEMA’s management of disaster re-

sponse programs, including the individual assistance program, disaster closeout 
process, and Puerto Rico’s recovery to Hurricane Maria. Over the past 3 years, 10 
audits resulted in nearly $500,000 in questioned costs and over $7 billion in funds 
put to better use. 

• OIG reported in 2022 24 that FEMA did not effectively manage the Individual 
Assistance Disaster Case Management Program following Hurricane Maria. 
FEMA did not properly monitor cooperative agreements to ensure non-profit or-
ganization were using accounting methods in accordance with Federal require-
ments. FEMA made advance payments totaling $6.4 million to 6 nonprofit orga-
nizations based on estimates, without reconciling the payments with actual 
costs. Additionally, FEMA lacked supporting documentation for 8 nonprofit or-
ganizations totaling $10.7 million. These reports contained 3 recommendations 
to improve the programs and management of funds; 1 is open and resolved and 
2 are closed. 

• We recently reported 25 on FEMA’s efficiency in closing out disaster declarations 
for grant programs awarded in 2012 or earlier. We identified 26 programs that 
remained open beyond their period of performance, totaling nearly $9.4 million 
in unliquidated funds. FEMA also extended 41 program periods of performance 
or closeout liquidation periods without detailed and documented justification, 
delaying project closures by up to 16 years. The 41 programs represent more 
than $7 billion in unliquidated funds that could potentially be returned to the 
Disaster Relief Fund. The report contained 2 recommendations to improve 
FEMA’s closeout of declared disasters, both remain open with 1 resolved and 
the other unresolved. 

FEMA Grants Management 
OIG continues to oversee FEMA’s management of its grants and programs. We 

issued 10 audit reports on these topics, including a review of Humanitarian Relief 
Funds, the Hazard Mitigation Grant Program, and information technology. Our 
work assessing FEMA’s grants management led to $26 million in questioned costs 
and $180 million in funds put to better use. 

• In 2022 we looked at FEMA’s oversight of its Hazard Mitigation Grant program 
(HMGP) property acquisitions and reported 26 FEMA did not provide assurance 
that projects were awarded equitably. Grant program officials regularly granted 
States more funds than needed to complete projects, did not always deobligate 
unused funds promptly, and did not use Strategic Funds Management, an incre-
mental funding process, as required. We estimate that FEMA could put about 
$135 million to better use if it strengthens its HMGP project management. We 
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27 (OIG–22–56), FEMA Needs to Improve Its Oversight of the Emergency Food and Shelter Pro-
gram, August 10, 2022. 

28 (OIG–23–20), FEMA Should Increase Oversight to Prevent Misuse of Humanitarian Relief 
Funds, March 28, 2023. 

made 4 recommendations to strengthen FEMA’s property acquisition activities, 
and all recommendations are open and resolved. 

• Also in 2022, we reported 27 on improvements FEMA could implement to better 
manage the Emergency Food and Shelter Program to ensure individuals receive 
aid in a timely manner and that program funding is used in accordance with 
Federal requirements. From fiscal years 2017–2020, the Board did not spend 
about $58 million of the $560 million (10.4 percent) in appropriated grant funds. 
We made 10 recommendations to improve oversight of the Emergency Food and 
Shelter Program, FEMA nonconcurred with 3 recommendations. Of those rec-
ommendations, 5 are closed and 5 are open and resolved. 

• Finally, in 2023 we reported 28 that FEMA should increase oversight to prevent 
misuse of humanitarian relief funds. We reviewed $12.9 million from 18 local 
recipient organizations and determined FEMA did not support the $7.4 million 
in funding provided to them. Additionally, FEMA was unable to provide docu-
mentation for families and individuals to whom they provided services. We 
made 2 recommendations to improve oversight and enforcement for similar fu-
ture appropriations. One recommendation is closed, and 1 is open but resolved. 

OIG continues to monitor FEMA’s disaster response operations and has on-going 
audit work to evaluate FEMA’s management of claims for the Hermit’s Peak/Calf 
Canyon fires, and adherence to applicable policies when determining community 
trends that impact disaster survivor assistance for Hurricanes Irene and Milton. We 
also have work planned to assess FEMA’s response to the 2023 wildfire in Lahaina, 
Hawaii, and recent wildfires in Southern California. 

ACCESS TO INFORMATION 

The Inspector General Act of 1978, as amended, established Offices of Inspector 
General as ‘‘independent and objective’’ units in departments and large agencies. 
The Inspector General Empowerment Act of 2016 further protected Inspectors Gen-
eral by confirming that all IGs are entitled to ‘‘full and prompt access to agency 
records’’ to ensure IGs can conduct their reviews in an efficient manner. This law 
also allowed IGs to match data across agencies to help uncover wasteful spending 
and enhance the public’s access to information about misconduct among senior Gov-
ernment employees. 

Beginning with OIG’s Semi-Annual Report to Congress (SAR) for the period end-
ing September 30, 2021, and continuing with every subsequent SAR, OIG has docu-
mented DHS delays or denials in providing requested information in accordance 
with the law. These delays and denials have adversely impacted our ability to pro-
vide Congress and the public objective and timely oversight of the Department’s op-
erations and programs. 

Since 2021, OIG has reported 33 delays and 35 denials of access to information 
by the Department. Examples include: 

• CBP on 3 occasions denied OIG access to BorderStat, citing concerns that the 
OIG would have access to data outside the scope of the announced audit. 
BorderStat contains data from multiple data sources, such as anti-terrorism 
matches, cargo processing rates, and passenger processing rates. Most recently, 
CBP denied our request despite being unable to provide the OIG with a com-
plete set of data to support an on-going audit. 

• FEMA routinely denies OIG requests for access to certain databases citing simi-
lar concerns regarding scope. In a recent audit, the FEMA data analytics team 
was unable to provide the OIG with complete datasets due to the complexity 
of the FEMA GO database, forcing the OIG to make multiple requests for data 
extracts. This resulted in a 114-calendar day delay before the OIG received com-
plete data. 

• For over 3 years OIG has been denied access to the DHS Integrated Security 
Management System (ISMS), run by the Office of the Chief Security Officer, 
which houses key information on DHS personnel (contractors and staff) related 
to security processing, such as background and clearance information. Because 
this is a system of record for key data elements that do not exist elsewhere in 
DHS, its data is critical for several on-going OIG reviews. Additionally, access 
to ISMS is necessary for OIG to perform adequate oversight of DHS’s security 
clearance and adjudication processes, which are integral to the safe, effective 
functioning of the Department. 
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CONCLUSION 

Eliminating fraud, waste, and abuse is not just about recovering lost funds; it is 
about ensuring that taxpayer dollars are used effectively in the first place. As evi-
denced through the robust portfolio of reports and investigations highlighted in this 
testimony, OIG has worked diligently to improve efficiency and effectiveness of the 
Department of Homeland Security. 

OIG can perform this important work due to its independent posture; we conduct 
objective, non-partisan, and credible oversight, that has identified critical 
vulnerabilities within the Department, resulted in the recovery of millions of tax-
payer dollars, and yielded actionable recommendations to strengthen accountability 
and efficiency in DHS programs and operations. 

We appreciate your support and remain committed to working with Congress, this 
subcommittee, DHS leadership, and other stakeholders to promote transparency, ef-
ficiency, and accountability throughout the Department. 

Mr. BRECHEEN. Thank you, Ms. Bernard. 
I now recognize Ms. Erika Lang for her 5 minutes of opening 

statement. 

STATEMENT OF ERIKA LANG, ASSISTANT INSPECTOR GEN-
ERAL, OFFICE OF INSPECTIONS AND EVALUATIONS, U.S. DE-
PARTMENT OF HOMELAND SECURITY OFFICE OF THE IN-
SPECTOR GENERAL 

Ms. LANG. Good afternoon, Chairman Brecheen, Ranking Mem-
ber Thanedar, and esteemed Members of the subcommittee. Thank 
you for the opportunity to discuss the Office of Inspector General’s 
independent oversight of Homeland Security programs and oper-
ations. As you’ve heard from my colleague, our vital work ensures 
DHS is effective and efficient, while safeguarding American secu-
rity and taxpayer dollars. My testimony today will focus on my of-
fice’s oversight of DHS’s efforts regarding border security and im-
migration enforcement. 

First, I want to highlight OIG’s body of work related to the reset-
tlement of approximately 97,000 Afghan evacuees into American 
communities in 2021. We determined that approximately 11,700 
Afghan evacuees independently departed U.S. military bases with-
out assistance from resettlement agencies. 

Our review found DHS struggled to track who independently de-
parted and when these independent departures occurred. DHS also 
did not attempt to locate all evacuees who independently departed 
the bases to verify their compliance with parole conditions. 

We also examined DHS’s processes for identifying and resolving 
potentially derogatory records of Afghan parolees and found this 
process was fragmented. Ultimately, the Department did not have 
a process for monitoring parole expiration for individual Afghan pa-
rolees and had not designated a single component to monitor this 
parole expiration. 

Finally, we reviewed DHS’s overall management of the evacu-
ation efforts. We found the Department met processing time lines 
for the limited number of asylum applicants from the Afghan popu-
lation. However, it did not have a structure to support DHS volun-
teers for the effort, and the lack of direct funding and absence of 
clear authority affected the coordination of the resettlement proc-
ess. 

I also want to discuss 2 key reports that point to specific weak-
nesses in the Department’s ability to maintain effective border se-
curity. 
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First, in 2022, CBP apprehended and released an alien without 
providing information requested by the FBI’s Terrorist Screening 
Center that would have confirmed the individual was a positive 
match for the terrorist watch list. This occurred because of CBP’s 
ineffective processes for resolving inconclusive matches with the 
watch list. We determined that ICE also faced multiple challenges 
planning and conducting the alien’s arrest. 

Second, we examined CBP’s and ICE’s processes for detaining 
and removing inadmissible travelers from a particular inter-
national airport. Between fiscal years 2021 and 2023, CBP released 
at least 383 inadmissible travelers from custody at that airport. 
Forty-four percent of them did not return for their removal flight. 
We found CBP did not have an effective process to track who failed 
to return for their flights and did not consistently transfer their 
cases to ICE for removal proceedings. 

Our findings that I’ve just shared point to weaknesses in proc-
esses, information sharing, resources, and technologies that affect 
the Department’s ability to effectively secure its borders and en-
force immigration laws. 

Last, we continue to conduct Congressionally-mandated unan-
nounced inspections of both CBP holding facilities and ICE deten-
tion facilities to ensure the facilities comply with Federal detention 
standards. We have issued 16 reports regarding CBP’s short-term 
holding facilities from fiscal year 2022 through 2024. Our most sig-
nificant recommendations address meeting national standards for 
time in custody as well as overcrowding. 

During the same time, we issued 14 reports related to ICE deten-
tion facilities and made multiple recommendations to improve the 
conditions of those in detention. 

These unannounced inspections help ensure the Department 
complies with applicable detention standards to maintain the re-
quired conditions of detainees in custody and mitigates risks to the 
health and safety of DHS personnel. 

As my colleague and I have described, DHS OIG’s comprehensive 
body of work demonstrates our commitment to improving the De-
partment’s effectiveness in its many mission areas. 

The independence of Inspectors General ensures necessary over-
sight, accountability, and transparency in the Federal Government. 
It allows us to make objective, actionable recommendations. We ap-
preciate Congress’ on-going support of our independent oversight. 

This concludes my testimony, and I’m happy to answer any ques-
tions. Thank you. 

Mr. BRECHEEN. Thank you, Ms. Lang. 
Members will be recognized by order of seniority for their 5 min-

utes of questioning our witnesses, and additional rounds of ques-
tioning may be called after all Members have been recognized. 

I now recognize myself for 5 minutes of questioning. 
Mr. Currie, starting in 2011, GAO made 83 recommendations— 

you pointed this out in your opening statement—implicating $19 
billion in savings. So from 2011 to date, recommendations from 
your organization proved $19 billion in savings for the taxpayer. 

In March 2025, there remains 459 open recommendations that 
the GAO has made specific, and you mentioned 37 of those are 
high-priority recommendations, with only 5 of those recommenda-
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tions for efficiency being implemented. You mentioned the 2 high- 
priority areas, one of which included FEMA, which our President 
has been talking about, we have Members of Congress talking 
about. 

To what extent does the high number of recommendations from 
GAO relative to the Department of Homeland Security, 37, 2 of 
them specifically that remain unaddressed, implicate major dupli-
cations, cost-saving potential? 

Mr. CURRIE. Well, definitely all of them relate to streamlining or 
improving the efficiency, if not directly finding overlapping pro-
grams. So, certainly, you can translate those recommendations 
that, if implemented, you would save millions if not billions of dol-
lars. 

Mr. BRECHEEN. So I want you to, again, please highlight the 2 
areas specific to this high-risk category, Federal Government-wide, 
correct? The 2 areas specific to this committee’s jurisdiction, what 
are those 2 areas again, just for simplicity? 

Mr. CURRIE. Sure. One is DHS IT security and financial manage-
ment, also improving the delivery of Federal disaster assistance. 
Actually, there’s one more I didn’t mention today, which is the cy-
bersecurity of the Nation is a high-risk area as well in DHS. 

Mr. BRECHEEN. Which OIG has also indicated. 
So one area that showcases the significant growth, waste, as you 

just said, is the FEMA’s disaster recovery efforts. It is more than 
justified what our President has been discussing when he’s talking 
about what we can do to change the status quo. 

So I’ve asked staff to provide this chart. Visuals are always good. 
I don’t know—we may have to raise that up. Can you all see the 
red lines from your seated position, the red lines at the bottom? 
Are you able to see that? 

That’s the rate of inflation. That is the rate of inflation. Starting 
in 2000, at the side bar here, far left, the dark blue at the bottom 
is the base for disaster recovery. Then the light blue is the 
supplementals that Congress comes in and brings about. 

So the bottom red line represents just the base growth every year 
appropriated by Congress. The upper red line represents what 
would be if we had grown at the rate of inflation supplementals 
added. 

So go back to 2000. At the rate of inflation, what we will see is 
base disaster aid annually appropriated. If it had just grown at the 
rate of inflation, it would be almost 2 times greater. Bottom left 
number, $2.5 billion, today at the rate of inflation that base num-
ber would be $4.2 billion. That’s the bottom red line. You can see 
very slow growth. 

The upper red line, again, indicative of the supplementals. If we 
go back, middle number on the left side, $4.2 billion in 2000 was 
the total, adding in the supplemental cost. If you rise at the rate 
of inflation, that would put us at $8.2 billion. 

But you notice where those red lines track on the right side of 
this graph, way short of where we actually are. You have to—in-
stead of a multiplier of 200, you have to put a multiplier of 800 
percent. That is the rate of growth, whether it’s the base 800 per-
cent growth relative what would be the rate of inflation or supple-
mental 800 percent growth. Then you see a few years before. 
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I want to dismantle quickly. I don’t have the time to go through 
the stats. I’ve done this in committee before. Anyone who says this 
is climate-related, more climate, you’ve got a United Nations Cli-
mate Panel, the United Nations, not known to be right of center, 
saying that there is no correlation between frequency of hurricanes 
and drought and wildfires relative to climate change. So that argu-
ment, even the United Nations dispels. We’ve got a waste problem. 
We’ve got an inefficiency problem. 

All right. GAO added improving FEMA’s disaster recovery assist-
ance to its high-risk. Annual appropriations to that fund have 
greatly outpaced inflation, as I just showed. 

Mr. Currie, what does it mean to be on the high-risk list and how 
that—given the increased appropriations the DRF has continued to 
receive, what should policy makers be concerned about when it 
comes to them remaining on that list, especially given these num-
bers? 

Mr. CURRIE. To be on the high-risk list means that the program 
is vulnerable to waste, fraud, and abuse, and mismanagement or 
inefficiency. One of the main reasons we added this to our list this 
year is—actually, your chart shows FEMA dollars. If you were to 
add the rest of the Federal Government, it would go through the 
ceiling pretty much. 

So what’s happened over time is that this process and this assist-
ance has just gotten too fragmented and too large, and it’s just not 
well-coordinated. We hear this over and over again when we go 
around the country and talk to survivors and State and local gov-
ernments. 

So I think there’s just a tremendous amount of efficiency that 
can be gained by better streamlining these programs. 

Mr. BRECHEEN. Thank you. 
I want to now, for his 5 minutes of questioning, recognize Mr. 

Thanedar. You are recognized. 
Mr. THANEDAR. Thank you, Chair. Thank you to our guests here. 
The Inspector Generals play a crucial role in combating waste, 

fraud, and abuse, and promoting efficiency and effectiveness in 
Government programs and operations. However, they must adhere 
to integrity, objectivity, and independent standards. 

Previously, GAO found that a lack of transparency in DHS OIG’s 
selection of work topics called into question the independence of the 
organization. 

What changes—this is a question for Ms. Bernard and Ms. Lang. 
What changes has the OIG made to ensure transparency when se-
lecting work proposals, and how does the agency ensure it is tar-
geting the highest-risk areas at DHS? 

Ms. BERNARD. Thank you so much for the question, and thank 
you for recognizing the importance of inspectors general. 

At DHS OIG, that is very important for us. We always want to 
make sure we’re allocating our resources very wisely, especially 
recognizing we are overseeing a department with 22 components, 
over 260,000 employees worldwide. It’s very important that we allo-
cate our resources to address the highest risk. 

So I am really proud of our risk-based approach to make sure we 
are helping DHS accomplish its most critical mission areas and its 
most critical challenges. So we do have a recurring and repeatable 
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framework for that. It encourages staff to consider project ideas 
from multiple sources internally and externally. 

Mr. THANEDAR. My question here, of course, is really coming to 
comment that the OIG’s audits, evaluations, and investigations of 
the Trump administration will meet integrity, objectivity, and inde-
pendent standards and help ensure DHS operates within the law. 

Ms. BERNARD. Yes, I can assure you we will continue conducting 
our oversight work in accordance with our statutory authority. We 
will remain independent and objective and will continue to follow 
our auditing standards. Our work continues unabated as we cur-
rently are still working under our inspector general, Dr. Cuffari. 

Mr. THANEDAR. Thank you. 
My question to Mr. Currie is, for over 100 years GAO has played 

a crucial role in enhancing the effectiveness of Government pro-
grams and ensuring taxpayer money is well spent. Over the past 
20 years, GAO’s work has resulted in about $1.45 trillion in finan-
cial benefits and over 30,000 programs and operational benefits. 

Through its high-risk list, GAO focused attention on the most 
significant challenges facing the Government. One such challenge 
is human capital, including skill shortage, a challenge DOGE does 
not seem to appreciate as it purges civil servants. 

What are the consequences of reducing the Federal work force 
using a sledgehammer rather than a scalpel? 

Mr. CURRIE. Well, you’re correct. Many of the high-risk areas— 
and there’s over 30 of them across all of the Federal Government 
that we’ve identified—are on the list because of some sort of staff-
ing or capacity challenge. That means that either they don’t have 
the right number of people to perform the mission or they don’t 
have the right skills. 

So, typically, what you do is you figure out what you want the 
Government or the agencies to do and how you want them to do 
it, then you figure out what sort of staff you need to do it. So, obvi-
ously, it’s going to have some implications but, you know, we don’t 
know yet what exactly those will be. 

Mr. THANEDAR. Thank you. 
Ms. Lang, I didn’t give you any time to respond, so if you want 

to take 30 seconds, if you like. 
Ms. LANG. No, thank you. I think my colleague covered every-

thing. Thank you. 
Mr. THANEDAR. All right. 
Thank you, Chair, and I yield back. 
Mr. BRECHEEN. The gentleman yields back. 
I now would like to recognize the gentleman from Tennessee for 

his 5 minutes of questioning, Mr. Ogles. 
Mr. OGLES. Thank you, Mr. Chairman. 
Ms. Lang, after the Biden administration’s disastrous withdrawal 

from Afghanistan, Biden offered tens of thousands of Afghans pas-
sage into the United States. We all understand the desire to get 
known trusted partners to the United States, perhaps, safely after 
withdrawal. But there are also many hostile, violent people in Af-
ghanistan. 

Did the Biden administration adequately vet Afghans before 
granting them parole? Ms. Lang. 
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Ms. LANG. Thank you for that question. The screening and vet-
ting of Afghan evacuees at the time was a subject of one of our re-
ports. Kristen—I would like to—it was part of my colleague—— 

Mr. OGLES. Ms. Bernard? Fine. 
Ms. BERNARD. Sure, yes, I can take that. We did do an audit in 

2022 to look at the screening and vetting of the Afghan with-
drawals. We did—in our population, we did find that I believe it 
was 35 who were allowed to board a flight that hadn’t been fully 
screened. 

Generally, we found that CBP did not always have accurate and 
complete data for conducting the screening of those evacuees. In 
some cases, they were just missing their identification. So, you 
know, we didn’t even have biographic information to screen. 

Since that time, the Department has provided documentation 
that all of the evacuees have been screened, and that’s something 
that we’re still looking at now to validate. 

Mr. OGLES. So, to be clear, at the time that they were granted 
parole, we did not have the entire picture of who these individuals 
were. In some cases, we did not have their identifications. 

I think it’s safe to say that some of the very people that have 
torn that country apart, some of the very folks from Afghanistan 
that we might otherwise allow to be here, they allowed the folks 
they’re running from to come with them. 

This is a disaster. This is a recipe for disaster. Also keep in mind 
that little event called 9/11 was planned in Afghanistan. So we 
have folks in this country, that country, that don’t like the United 
States of America. We’ve seen it on full display for decades now. 
The botched withdrawal, the failed policies of the Biden adminis-
tration, and allowing folks from a hostile nation to come here 
unvetted makes America less safe. 

To be clear, we know that we’ve let individuals on the terror 
watch list into this Nation, some through the parole program, some 
have walked through our Southern Border. This is a failure of the 
Biden administration. Enough is enough. 

So as you see President Trump going through the process of clos-
ing the border, as you see the mechanism where we’re deporting 
individuals, this is our country. These are our borders. If you’re not 
from here, you are a guest. We can get to decide who comes in and 
who has to leave. 

The way forward as we face the barreling debt this country has 
in our future is we get to decide. The average immigrant family 
that comes here illegally will cost the American taxpayer a million 
dollars. A million dollars. Where’s that money coming from? It’s 
coming from you. It’s coming from me. It’s coming from hard-
working Americans. 

It’s time that we do the hard thing, that we admit that the Biden 
administration or, for that matter, any administration who allowed 
folks to be here that shouldn’t be here, that we send them home, 
that we give them the opportunity to go back home. 

Look, I don’t blame anyone for wanting to come here. I have 3 
children. My wife and I, we have 3 children. You walk through fire 
and over glass to give them a better life. But if you want to come 
to this country, our country, you can do it the right way. You’re 
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going to follow our rules and our laws. If you don’t like it, you can 
leave. 

I’m not going to be apologetic for a President or for myself or for 
my colleagues who understand and respect the rule of law and ex-
pect everyone—citizen, noncitizen, guest, illegal—are going to fol-
low our laws. If you’re here illegally, you need to get out. 

Mr. Chairman, I yield back. 
Mr. BRECHEEN. The gentleman yields. 
I now recognize Ranking Member Thompson for his 5 minutes. 
Mr. THOMPSON. Thank you very much, Mr. Chairman. 
Mr. Currie, how long have you been with the GAO? 
Mr. CURRIE. Be 23 years in June. 
Mr. THOMPSON. I compliment you on that. 
How long have you been looking at DHS and its programs? 
Mr. CURRIE. About 22 of those years. 
Mr. THOMPSON. OK. Thank you. 
So if you looked at DHS at this point and there had to be a re-

duction in force, what would you expect, how would that process 
play out? 

Mr. CURRIE. Well, it’s a challenge because there’s not a mission 
in DHS that’s not critical, which is very unique. I think it would 
be hard to balance between is cybersecurity more important than 
disaster assistance, and it’s not. Each of their missions is critical. 

So I think that what you’d have to look at is, what are the agen-
cies expected to do and what are they expected to deliver? So, for 
example, with FEMA, 100 or more disasters a year, 600 total disas-
ters they’re managing. What do our communities and our survivors 
expect from them, and then what sort of numbers of people do we 
need to deliver that assistance. Right now, for example, with 
FEMA, they can’t keep their head above water with delivering 
what we expect them to deliver. 

Mr. THOMPSON. Well, thank you. 
You mentioned FEMA, and what’s the other agency? You men-

tioned 2. 
Mr. CURRIE. Oh, I think cybersecurity, CISA. 
Mr. THOMPSON. OK. So if I told you that there have been hun-

dreds of FEMA employees and CISA employees summarily told to 
leave, without evaluation, without a plan or anything of that na-
ture, have you seen that? 

Mr. CURRIE. Well, we know that there have been dismissals of 
employees, yes. 

Mr. THOMPSON. So are you aware of any kind of a reduction in 
force plan or dismissal plan for the employees that are currently 
being discharged at FEMA or CISA? 

Mr. CURRIE. I haven’t seen any plan like that. I do know that 
some of these reductions have been based on for new or proba-
tionary employees. That’s about the extent of the grouping that I 
am aware of. 

Mr. THOMPSON. Well, when you say probationary employees, de-
fine that for the committee. 

Mr. CURRIE. Well, that could be—that could be people that are 
new to FEMA or it could be people that are new to their particular 
position. 
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Mr. THOMPSON. If I told you that there were employees who’ve 
been with the agency for 10 years, got promoted to another posi-
tion, and all of a sudden they are considered probationary, is that 
consistent with normal personnel policies and procedures? 

Mr. CURRIE. Not normally. I’d want to know, you know, where 
they work and what their—what their actual performance was. 
That’s an important part, their performance every year. Then also, 
what specific area they work in to know whether that is something 
that would have an impact on the mission or not. 

Mr. THOMPSON. So if I told you there are hundreds of employees 
at FEMA and CISA who have been discharged whose evaluations 
say they’ve been excellent employees. 

Mr. CURRIE. Yes. I mean, I would have concerns over that. Not 
just from the immediate mission but, you know, hiring new em-
ployees as well, because, you know, whatever reductions are made, 
there is going to have to be some people, Federal employees that 
deliver the services. 

So I’m concerned that—I’m concerned mostly with FEMA being 
able to deliver the mission that we expect it to deliver. 

Mr. THOMPSON. Yes. If I told you that CISA employees have a 
critical mission. They have to maintain, basically, our cyber hy-
giene for Government and that we have people who are being dis-
charged, and now those—that agency is losing its capacity to do 
what its mission calls for, that that creates a vulnerability by let-
ting those people go. I mean—— 

Mr. CURRIE. Yes. In the area of cybersecurity, particularly in 
CISA, you know, we’ve spent the last 10 years trying to get DHS 
the authorities it needs to bring on board people with those skill 
sets, because they don’t always want to work for Government. They 
can make a lot more money outside. 

So with regard to cybersecurity specialists, yes, I’m concerned 
about losing that talent and then being able to recruit the talent 
we need to address the threat we face. 

Mr. THOMPSON. I yield back, Mr. Chairman. 
Mr. BRECHEEN. The gentleman yields. 
I now recognize the Representative from Georgia, Ms. Greene. 
Ms. GREENE. Thank you, Mr. Chairman. 
I can assure everyone the threat we face is millions of people 

that came into our country under the Biden administration and full 
Democrat control under the past 4 years. 

In Joe Biden’s first few days and months as President, in full 
Democrat control of this country, the Biden administration stopped 
construction of the border wall, unlawfully granted mass parole— 
that means he let thousands and thousands of people in this coun-
try every single day—expanded the grounds for claiming asylum to 
pretty much anybody and everyone, implemented catch-and-re-
lease. 

Oh, if they caught them, they just release them in with here’s 
some paperwork. Here’s a free flight. Here’s a bus ticket. If you 
make it to New York City, taxpayers in New York and other sanc-
tuary cities will pay for you to stay. 

He terminated cooperative agreements and took just about every 
action possible to facilitate the largest invasion of our country and 
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create the highest national security threat in our homeland that 
our country has ever faced. 

Ask any angel parent how they feel today about Federal workers 
losing their jobs. You know what they’re going to say? They’re 
going to say the U.S. Government failed our family because our 
child or family member were murdered by an illegal alien that 
shouldn’t have been in this country. Ask Laken Riley’s mother how 
she feels about that. 

Ms. Bernard and Ms. Lang, in your testimony, you stated that 
in a 2024 OIG report, CBP could not biometrically confirm the 
identity of all persons seeking entry in vehicles, at land ports of 
entry, nor did CBP maintain consistency in operational procedures 
to screen all vehicle passengers prior to allowing these noncitizens 
into the country. 

We knew that CBP wasn’t verifying the identities of people cross-
ing the border in between ports of entry, but they weren’t even able 
to fully identify people at ports of entry in cars. That would be like 
us opening up our doors to our house, opening up our windows, and 
not checking to see who’s coming in with our children in our house. 

You also testified that OIG assessed DHS’s actions related to the 
screening process of suspected terrorists, and in 2022, CBP missed 
multiple opportunities to verify that an apprehended alien was a 
positive match for the terrorist watch list before releasing the mi-
grants into the community. Terrorist watch list, ladies and gentle-
men. This included not providing information requested by the 
FBI’s Terrorist Screening Center, which would have confirmed a 
positive match. 

Ms. Bernard and Ms. Lang, why did these failures occur under 
the Biden administration? Ms. Bernard. 

Ms. BERNARD. Thank you. This is a critical area for us. We’ve 
done a lot of work to look at border security. In that particular 
project that you mentioned, we were looking specifically at how 
CBP was conducting screening and vetting at ports of entry. 

Our focus was on the technological capabilities, resources, and 
processes that they were using. Yes, we did find challenges in bio-
metric screening capabilities. One was that biometric capabilities 
are not available at all land border crossing lanes. The second was 
that, on occasion, they would forego screening passengers. So if 
there was a backlog of a high volume of travelers coming across the 
port of entry, they may waive the screening of the passenger and 
only do the driver. 

Ms. GREENE. So to increase people coming in, let’s move the traf-
fic along. Yes, that’s a complete failure. 

Ms. Lang, can you explain? 
Ms. LANG. I can speak to the release of the individual who was 

a match for the watch list. We found that that happened because 
of weaknesses that we see across DHS, which is ineffective prac-
tices, poor information sharing within CBP itself, staffing con-
straints on the part of CBP. Really, it was paper processes, relying 
on paper files, moving them across the country. 

So if these vulnerabilities can be addressed. We did make one 
recommendation to the Department about this particular case, but 
the recommendation can be used more broadly across their proc-
esses. 



40 

Ms. GREENE. Right. So these were the policies of the Biden ad-
ministration, just to be clear. The Democrats had full control, and 
they allowed millions of people in the country. 

Mr. Chairman, President Trump and his administration is doing 
a great job. Tom Homan is leading as border czar and has reduced 
the crossings from thousands every single day to less than 300. 

This isn’t about resources. This isn’t about how many Federal 
employees we have. This is a difference in an election, and this is 
what the American people voted for, border security and the prom-
ises that President Trump made. 

Thank you, Mr. Chairman, I yield back. 
Mr. BRECHEEN. The gentlelady yields. 
The Chair now recognizes the Representative from Illinois, Mrs. 

Ramirez, for her 5 minutes. 
Mrs. RAMIREZ. Thank you, Chairman, and thank you, Ranking 

Member. 
You know, it’s our first Oversight Subcommittee hearing this 

Congress, very first one, and I find it really ironic that we’re dis-
cussing waste, fraud, and abuse when you have a unelected civilian 
like Musk, and Trump, who are getting—who are actually gutting 
every single tool that DHS has to actually address waste, fraud, 
and abuse. 

I mean, just think about it. One of the very first actions from 
this administration—this administration that the gentlelady from 
Georgia loves to brag about—was to fire 17 inspector generals. 
Since many of my colleagues seem to be confused about the role of 
an inspector general, well, let me go ahead and remind them. Their 
mission is to provide objective oversight to promote the economy, 
efficiency, and effectiveness, and integrity of our agencies. 

Since those firings, the administration has been on a rampage of 
terminations and fork-in-the-road emails to gut the Federal work 
force. Their objective, let me be clear, replace impartial inde-
pendent Federal employees with Musk-—it has to be Musk-first— 
Trump loyalists. 

On top of all that, Trump puts a billionaire, who, by the way, 
gets $8 million a day in Government contracts—significant conflict 
of interest, I’d say—and numerous complaints and open investiga-
tions, in charge of waste, fraud, and abuse. Come on, you all. It’s 
the fox guarding the henhouse. 

Then you add illegal impoundment, funding freezes, extreme 
budget cuts, and you have a recipe for more abuse. Trump’s billion-
aire friends getting contracts and payouts on the back of working 
families and veterans that we all represent. 

So you see how it’s hard for me to reconcile that the chaos of ille-
gal firings, the irresponsible handling of conflict, the defunding of 
Congressionally-authorized services is a credible way to approach 
handling waste, fraud, and abuse. You see, I too want to see an end 
to the misuse of funding and abuse of our agencies, especially with-
in Homeland under this Secretary. But from where I’m sitting, the 
biggest culprits of waste, fraud, and abuse are sitting at DOGE and 
in the White House. 

So, Ms. Bernard and Ms. Lang, do you believe that the Office of 
Inspector General plays a critical role in safeguarding the agency 
from waste, from fraud and abuse, yes or no? Ms. Bernard. 
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Ms. BERNARD. Yes. 
Mrs. RAMIREZ. Thank you. 
Ms. Lang. 
Ms. LANG. Yes. Thank you. 
Mrs. RAMIREZ. Thank you. 
My follow-up question. Ms. Bernard and Ms. Lang, I want to ask 

you, in your opinion, is maintaining a sufficient Federal work force 
imperative to the success of the agency, yes or no? Ms. Lang. 

Ms. LANG. Yes. 
Mrs. RAMIREZ. Ms. Bernard. 
Ms. BERNARD. Yes. 
Mrs. RAMIREZ. Ms. Bernard and Ms. Lang, I have another ques-

tion. Is there a replacement for the Office of Inspector General or 
an office or department that can do the same work, yes or no? 

Ms. LANG. No. 
Mrs. RAMIREZ. Ms. Bernard. 
Ms. BERNARD. Not that I’m aware of that has the same statutory 

function, no. 
Mrs. RAMIREZ. Yes. I figured you’d say that. 
The reality is that we need our inspector generals, but this ad-

ministration overnight sends them an email at 7 p.m. and tells 
them you are fired. Thank you for your service. This is the same 
administration that wants to talk about accountability. 

So I want to pivot quickly to the importance of maintaining a 
sufficient Federal work force. 

Mr. Currie, the GAO’s testimony states that you found that 
FEMA had an overall staffing gap of about 35 percent across dif-
ferent positions at the fiscal year of 2022. What are the possible 
consequences if DHS does not properly staff up instances like dis-
aster recovery and resilience? 

Mr. CURRIE. Well, quite simply, if the workload remains the 
same, which I think it will, or increase moving forward, they’re not 
going have enough people to do the job that they’re asked to do 
right now, unless they are, you know—their mission or their au-
thorities are reduced in some way. 

Mrs. RAMIREZ. So, Mr. Currie, we here say that we care deeply 
about the American people, our constituents. I have colleagues up 
here that do everything they can to go after immigrants. But the 
reality is that this administration here is talking about cuts when 
we know that we need these funds for disaster recovery and resil-
ience, and not having the work force actually makes it impossible 
for us to be able to deliver those services. 

Let me close by saying this. As a Member of this committee, es-
pecially this subcommittee, my responsibility is to ensure that we 
are, in fact, conducting oversight, and the reality that—is that 
Trump is the President right now, that the Republicans have the 
House and the Senate, and so, therefore, we’re going to have to do 
some internal assessment of how you are functioning, and espe-
cially today given the unethical and illegal actions coming from bil-
lionaire bosses. Because I’m clear that maintaining independent 
oversight and accountability tools are critical for the health and 
success of our agencies and for the American people. I want that 
to be on the record. 

With that, Mr. Chairman, I yield back. 
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Mr. BRECHEEN. The Representative yields. 
I would now like to recognize for 5 minutes of questioning the 

gentleman from North Carolina, Mr. Knott. 
Mr. KNOTT. Thank you, Chairman. 
Witnesses, thank you all for being here. 
Rather than take up most the time with speaking, I would love 

to go in and ask some questions about the previous 4 years and the 
border disaster that I saw first-hand. 

I want to start with Ms. Lang. One of the OIG reports under the 
Biden administration described the screening and the vetting im-
plementation as soiled. 

Are you familiar with that report or the vetting procedures that 
seem to have been, I would say, deficient during the previous ad-
ministration? 

Ms. LANG. I’m going to defer to my colleague, Ms. Bernard, for 
screening and vetting. 

Mr. KNOTT. Ms. Bernard. 
Ms. BERNARD. If that is referring to our 2023 report, and I’m 

guessing that it is, on port of entry screening and vetting, yes. 
Mr. KNOTT. Are you familiar—why—what led to that conclusion? 
Ms. BERNARD. So, you know, in that particular report, like I said 

a moment ago, we were looking at the technology and the processes 
that CBP and ICE are using at ports of entry. You know, one com-
mon theme that we see in that report and time and time again is 
just the lack of situational awareness. There’s a lot of—as Ms. 
Lang pointed to earlier, there’s a lot of manual procedures, data in-
accuracies, and other lags in getting information from partners 
that can just reduce situational awareness. Every land port of 
entry is different, has different technological capabilities and infra-
structure, so our—— 

Mr. KNOTT. Is there a system—is there a system that could have 
facilitated appropriate screening of 11 million encounters at the 
border? 

Ms. BERNARD. I think there’s a lot of nuances to that question, 
but it all goes back to volume, right, and DHS has certainly strug-
gled to keep pace with the volume. 

Mr. KNOTT. Do you know where the decisions were made to allow 
or to facilitate the number of illegal immigrants at the border, to 
admit them? Was that in the White House? Was it the DHS boss? 
Who made those decisions? 

Ms. BERNARD. I think that would be a combination of DHS guid-
ance and Federal regulations at the time. 

Mr. KNOTT. OK. Was there ever any discussion about limiting 
the number of inflow so that we could vet them more thoroughly? 

Ms. BERNARD. We wouldn’t get involved in those policy decisions 
at the inspector general’s office. That would be for DHS. 

Mr. KNOTT. OK. Ms. Lang, were you familiar with any discus-
sions that went on about limiting the number of people who were 
coming into the country? 

Ms. LANG. No, I’m not familiar with that. Thank you. 
Mr. KNOTT. OK. Mr. Currie, in regards to your role in identifying 

how the Department functions most, I would say with the highest 
level of functionality, were you aware of any discussions with lead-
ership, the White House under the Biden administration, about 
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limiting the number of illegal immigrants who were coming into 
the country? 

Mr. CURRIE. No, sir. 
Mr. KNOTT. OK. Were there any concerns that were relayed to 

the administration about, you know, we have terrorists coming in, 
we have drug dealers coming in, we have human traffickers coming 
in, there are people that want to harm this country coming in, be-
cause of the sheer volume we’d miss some of them? Were those con-
cerns relayed to your superiors and to the folks in the White 
House? 

Mr. CURRIE. Well, in our work, I mean, we’ve certainly done a 
lot of work over the last 4 to 5 years on CBP’s role at the border 
and the processing. Certainly, the influx has had an impact on 
CBP’s mission and the number—for example, the number of staff 
they need to process all those people. So from that standpoint, 
we’ve assessed those aspects of it. 

Mr. KNOTT. Can CBP process 11 million people, known encoun-
ters? I mean, I submit there’s more than 11 million people that 
crossed over, but is that a feasible ask to say, CBP, we—you need 
to process 11 million people in 4 years? 

Mr. CURRIE. Well, traditionally, they’ve been very short-staffed, 
and they’ve struggled with hiring, for example. It’s been a big prob-
lem to meet the numbers they need in general, so it’s been a huge 
challenge. 

Mr. KNOTT. So is the agency able to facilitate 11 million people 
coming into the country? Can you facilitate vetting? Can you know 
with confidence these people are not a threat to the country? 

Mr. CURRIE. Well, I’m not—honestly, I’m not sure about the 
exact number of 11 million and what they could do. I can just tell 
you that, based on our work, that we know that they’ve—they— 
they’ve struggled to meet their mission for a long time and hire the 
number of people they need in regular times, let alone when there’s 
a surge. 

Mr. KNOTT. In regards to the number of employees that you 
think CBP needs to secure the border and to effectively protect the 
homeland, how many more people do you think you need? 

Mr. CURRIE. I don’t have the exact hiring targets at the tip of my 
tongue right now. They actually—CBP does set a target of what 
they need, and I know that they’ve had challenges meeting that 
and hiring enough agents. We’ve done a lot of work on that. Part 
of the problem is—is the process. 

Mr. KNOTT. Yep. 
Mr. CURRIE. It’s like a multi-year process, 2 to 3—— 
Mr. KNOTT. To hire somebody? 
Mr. CURRIE. Yes, at CBP, it’s particularly challenging, and that’s 

been something DHS has been trying to address for quite some 
time. 

Mr. KNOTT. OK. Mr. Chairman, I yield back. 
Mr. BRECHEEN. The gentleman—if it’s OK with the committee, 

can he ask a follow-up? 
Mr. THANEDAR. Yes. 
Mr. KNOTT. A few extra questions? 
Mr. BRECHEEN. Yes. 
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Mr. KNOTT. In regards to the—going to the portion of disaster re-
lief to the States. Mr. Currie, is there anything that GAO can do 
to assist the President’s counsel in terms of research on returning 
power to the States in disaster recovery? He’s mentioned block 
grants. He’s mentioned giving money more efficiently to the States. 
Is that something that you would have interest in doing, and, if so, 
what kind of recommendations would you give us to assist in that 
regard? 

Mr. CURRIE. Yes, we haven’t been contacted by the counsel yet, 
but we’ve been reporting on this for a number of years. We did a 
report a couple years ago. We had 10 major options for reforming 
this system, which, by the way, has been a problem for many 
years. 

Mr. KNOTT. When you say this system, what—— 
Mr. CURRIE. The disaster recovery system. I call it ‘‘the system’’ 

because it’s 30 Federal agencies, including FEMA. It’s this big, 
large bureaucratic sort-of soup of agencies that all provide assist-
ance. What we’ve found over the years is that it’s just—it’s too com-
plicated is the bottom line. 

Mr. KNOTT. Yes. 
Mr. CURRIE. So for—yes, we have a number of options we’ve laid 

out. For example, one is Federal Government providing less assist-
ance and getting involved in—maybe not getting involved in the 
medium and smaller disasters and letting the States manage those. 

Another is changing the grant structure. Right now, we have— 
FEMA’s grants are some of the most complicated in all of Govern-
ment. You know, like I said, some of these disasters of 20 years— 
Hurricane Katrina is still an open disaster. FEMA is still writing 
checks and obligating funds for Hurricane Katrina. So getting out 
of the business of that so they can focus on response near-term is 
another option, so—but there’s many other options too. 

Mr. KNOTT. Is one of the perverse incentives of FEMA and your 
department is, I would think is, it disincentivizes States and local 
governments from having their own types of creativity or outlets in 
terms of dealing with disasters? Is that fair? 

Mr. CURRIE. Absolutely. I mean, they know they can rely on the 
Federal Government. For example, a few years ago, we looked at 
the States—how many States have a rainy day fund for disasters, 
and very few do, because they base—they told us outright that if 
something is a bad—it’s bad, then they’ll just—they’ll have the 
Federal Government pay for it. So—— 

Mr. KNOTT. Right. 
Mr. CURRIE [continuing]. For sure. 
Mr. KNOTT. I would just go down the list. If you all have any 

suggestions about how to more efficiently and effectively respond, 
I’d love to hear it from you, Ms. Bernard or Ms. Lang. 

Ms. BERNARD. Yes. I would just add to what Mr. Currie said. 
There is a lot of bureaucracy in FEMA, and something that we’ve 
seen over, not just the last 4 years but certainly in the 20 years 
I’ve been here, is FEMA really struggles with operational effi-
ciency. There are a lot of partners involved. They also struggle with 
just making sure that they’re collecting sufficient documentation. 
It’s a heroic effort to review just the sheer volume of transactions 
that they’re dealing with. So they have a lot of different options for 
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reviewing payments as they go along or reviewing a sample of pay-
ments, and that’s just something we see time and again. It’s—the 
more transactions they’re dealing with, the more opportunities 
there are for potential fraud or just misspent funds. 

Mr. KNOTT. What’s the source of the inefficiency? Is it the work-
load? Is it the work force? Is it the process? 

Ms. BERNARD. I think it’s definitely all 3. Yes, all 3. 
Mr. KNOTT. Mr. Chairman, I think my time’s up. I yield back. 
Mr. BRECHEEN. I thank the—— 
Mr. THANEDAR. Mr. Chair. 
Mr. BRECHEEN. I thank the gentleman. 
Go ahead. 
Mr. THANEDAR. I’d like to ask for unanimous consent to enter a 

statement for the record from the Council of Inspectors General on 
Integrity and Efficiency that speaks to the value of the IG commu-
nity. 

Mr. BRECHEEN. Without objection, so ordered. 
[The information follows:] 

STATEMENT OF TAMMY L. HULL, ACTING CHAIRPERSON, COUNCIL OF THE INSPECTORS 
GENERAL ON INTEGRITY AND EFFICIENCY, AND INSPECTOR GENERAL, U.S. POSTAL 
SERVICE 

MARCH 11, 2025 

The Council of the Inspectors General on Integrity and Efficiency (CIGIE) appre-
ciates the opportunity to provide a statement to the House Committee on Homeland 
Security, Subcommittee on Oversight Investigations, and Accountability. 

Federal Offices of Inspector General (OIGs) have promoted economy, efficiency, 
and effectiveness in Government operations and helped detect and deter fraud, 
waste, abuse, and mismanagement since the Inspector General Act (IG Act) was 
passed on a bipartisan basis in 1978. IGs have a nearly 50-year history of working 
in a nonpartisan way with Members of Congress and administrations of both par-
ties, on behalf of all Americans. 

More specifically, the objective and independent work performed by the IG com-
munity touches every aspect of American society: 

• We promote trust in our Government leaders by holding them accountable. 
• We protect taxpayer dollars by making sure they are given to the intended re-

cipients and used for the intended purposes. 
• We protect health and welfare of Americans in so many ways—We help ensure 

that: 
• public transportation and infrastructure are safe, 
• veterans and the elderly have the medical care they need and deserve, and 
• even astronauts in outer space are protected by orbital debris. 

• And, when we see problems, we identify them so that the agencies we oversee 
can take corrective action. 

• We help protect whistleblowers who are just trying to do the right thing. 
• We help protect against threats to the Government—from hackers to terror-

ists—by identifying weaknesses and vulnerabilities and offering solutions. 
The IG community’s effectiveness is reflected in its results. In fiscal year 2024, 

the work of skilled and dedicated employees across 73 OIGs resulted in potential 
savings totaling $71.1 billion: 

• $52.7 billion from audit recommendations, and 
• $18.4 billion from investigative receivables and recoveries. 
With the IG community’s aggregate fiscal year 2024 budget of approximately $3.9 

billion,1 these potential savings represent an approximate return of $18 for every 
dollar invested in OIGs through their appropriations. 

In fiscal year 2024, OIGs also helped to strengthen programs across the Federal 
Government through: 

• 2,042 audit, inspection, and evaluation reports issued; 
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• 20,968 investigations closed; 
• 3,917 indictments and criminal informations; 
• 3,675 successful prosecutions; 
• 1,015 successful civil actions; 
• 4,127 suspensions or debarments; and 
• 3,037 personnel actions in response to OIG findings. 
Core to the IGs’ ability to effectively conduct this critical oversight is that IGs op-

erate in a strictly non-partisan manner. IGs are appointed, by law, without regard 
to their political affiliation and, during their tenures, they perform necessary over-
sight without regard to political party. 

Further, over the years, Congress has strengthened IGs’ ability to conduct effec-
tive oversight through bipartisan legislation. Specifically, with the passage of the In-
spector General Reform Act of 2008 (Pub. L. No. 110–409), the Inspector General 
Empowerment Act of 2016 (Pub. L. No. 114–317) and the fiscal year 2023 National 
Defense Authorization Act (Title LII of Pub. L. No. 117–263), Congress enacted pro-
visions to safeguard the independence of IGs, including requirements for the re-
moval of IGs and the filling of vacancies. Since January 24, 2025, however, more 
than half of the Presidentially-appointed, Senate-confirmed IGs—who led some of 
the largest and most critical OIGs in Government oversight—have received termi-
nation notices, without the required notice and reasons for termination that Con-
gress put in place in 2022. 

It is critical that the independent nature of IGs’ work, which is necessary to pre-
serving the value of this nearly 50-year investment in the integrity of our Govern-
ment, continues. It is equally important that the individuals who are temporarily 
acting in these IG positions remain nonpolitical, and that the administration nomi-
nate, and the Senate confirm, individuals who are similarly committed to leading 
objective oversight and carrying out their OIG’s statutory mission. 

The value of the IG community is as critical as it has ever been. We appreciate 
Congress’s unwavering support for the nonpartisan work of our offices, and we are 
committed to meeting our shared goal of addressing integrity, economy, and effec-
tiveness issues across Government agencies. Our longstanding partnership ulti-
mately benefits the American public by promoting responsive, accountable, and 
transparent Government programs and operations. 

In addition to this statement, CIGIE is providing to the subcommittee 3 fact 
sheets that highlight IG-community efforts to improve Government efficiency, iden-
tify challenges with information technology modernization, and fight fraud. 

INSPECTORS GENERAL IDENTIFY TECHNOLOGY MODERNIZATION CHALLENGES 

Information Technology {IT) modernization has the potential to enable seamless 
communication and collaboration between agencies, foster innovation, empower 
data-driven decision making through advanced analytics, provide taxpayers im-
proved return on investment, improve national security, and create user-friendly 
digital platforms to enhance citizen services. 

Still, IGs have found IT modernization as a key area of concern facing multiple 
Federal agencies. and have identified an array of challenges agencies face in real-
izing this potential, such as: 

• Failure to Keep Pace.—Cloud computing policies and guidelines established by 
the Department of State were outdated and obsolete and had not kept pace with 
the quickly evolving cloud computing landscape. 

• Lack of Strategy.—The Social Security Administration did not have an approved 
strategy or guidance for defining and implementing plans to modernize, replace, 
or retire its legacy IT systems. 

• Increased Costs.—The IRS did not have an enterprise-wide program to identify, 
prioritize, and execute the updating, replacing, or retiring of legacy IT systems. 
Until most of these systems are decommissioned, costs to maintain them will 
likely continue to increase. 

• Poor Project Management.—VA needs to improve its oversight of its initial 
claims automation project, which focused on automating hypertension claims, to 
ensure accurate and consistent decisions for veterans while improving claims 
processing timeliness and minimizing manual processes. Failure to do so may 
result in veterans not receiving benefits to which they are entitled to and VA 
investing in a process and technology that does not deliver the intended out-
comes. 

• Lack of Governance.—The Small Business Administration faced challenges in 
establishing an effective IT investment governance framework, despite 6 years 
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of Inspector General findings on significant IT investment internal control 
issues. 

• Ineffective Planning.—The Railroad Retirement Board could not provide de-
tailed project plans to expend approximately $26.5 million in IT modernization 
funding and spent $6.6 million in obligated funds on non-IT modernization 
projects. 

Most OIG reports/activities referenced are from fiscal year 2024. 

INSPECTORS GENERAL FOCUS ON GOVERNMENT EFFICIENCY 

$693 BILLION IN POTENTIAL SAVINGS 

Over the course of the last decade, IGs have had a cumulative impact on the 
United States Government of identifying $693 billion in potential savings. However, 
over 13,000 recommendations made by IGs have yet to be implemented—many of 
which could result in substantial savings to taxpayers. To highlight these potential 
savings, the following 7 IG reports included recommendations that could result in 
approximately $62 billion in funds being used more efficiently, including: 

• $45.6 billion in potentially fraudulent pandemic unemployment insurance (UI) 
payments 

• $7.2 billion in Supplemental Security Income (SSI) overpayment errors 
• $4.9 billion in unused funding available for reimbursement of regular UI bene-

fits, held in States’ Federal Unemployment Accounts 
• $1.8 billion in potentially erroneous Employee Retention Credit claims paid by 

the IRS 
• $1.2 billion in SSI payments made to someone other than the documented rep-

resentative payees 
• Over $727 million over 4 years, if the DoD addressed the recommendations and 

expedited the retirement of 24 outdated DoD financial management systems 
• $694 million in Medicare costs over 3 years by expanding the hospital transfer 

policy for discharges to post-acute care 

INSPECTORS GENERAL FIGHT FRAUD 

IGs play a significant role in detecting and deterring fraud, waste, and abuse. In 
fiscal year 2024 alone, IG investigative work resulted in approximately: 

• 3,675 successful criminal prosecutions, 
• 1,015 successful civil actions, and 
• $18.4 billion in recoveries. 
• The Pandemic Response Accountability Committee (PRAC) and its data ana-

lytics center identified $5.4 billion in potentially fraudulent pandemic loans ob-
tained using over 69,000 questionable Social Security Numbers. 

• The Treasury Inspector General for Tax Administration identified a fraud 
scheme and alerted the Internal Revenue Service to prevent $3.5 billion of po-
tentially improper Employee Retention Credits and Sick and Family Leave 
Credits. 

• A joint criminal investigation involving 5 IGs (HHS OIG, VA OIG, OPM OIG, 
DoD OIG, and Amtrak OIG) and their law enforcement partners (FDA OCI, 
FBI, DEA, and DOJ) resulted in an opioid manufacturer being ordered to pay 
more than $1.5 billion in criminal fines and forfeiture for distributing mis-
branded opioid medication. 

• The Department of State OIG found that a business owner fraudulently induced 
U.S. Government agencies to pay his company more than $125 million and paid 
bribes to a Government insider. 

• A Pension Benefit Guaranty Corporation OIG evaluation, in a partnership with 
the PRAC and its data analytics center, identified Special Financial Assistance 
Program approved and paid applications included erroneous calculations due to 
the inclusion of deceased participant data. Based on this evaluation, PBGC has 
adjusted its approval process for applications which will result in an estimated 
$125 million of taxpayer dollars being put to better use. Additionally, the PBGC 
is performing retrospective audits of all previously-paid plans, resulting in the 
return of approximately $164 million to the U.S. Treasury since December 2024. 

• The Department of Housing and Urban Development OIG and the PRAC 
partnered to build an inventory of potential fraud schemes in HUD programs 
that were previously unknown to the agency. Some of those schemes were found 
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in an investigation by HUD OIG and partners (DOI, HSI, DOJ, and DOL OIG) 
into New York City Housing Authority that resulted in the largest single-day 
total of bribery charges in the Department of Justice’s history. 

Mr. BRECHEEN. I thank the witnesses for their valuable testi-
mony; Members, for your questions. 

The Members of the subcommittee may have some additional 
questions for the witnesses. We ask the witnesses to respond in 
writing. 

Pursuant to committee rule VII(E), the hearing record will be 
open for 10 days. 

The witnesses are dismissed, and the committee will be in recess 
for 5 minutes. 

[Recess.] 
Mr. BRECHEEN. The Committee on Homeland Security, Sub-

committee on Oversight Investigations and Accountability, will 
come to order. 

I’m pleased to have our second panel of distinguished witnesses 
before us today to speak on this important topic. 

I ask the witnesses please rise and raise your right hand. 
[Witnesses sworn.] 
Mr. BRECHEEN. Let the record reflect the witnesses answered in 

the affirmative. Thank you. 
I would now like to formally introduce our witnesses. 
Mr. Curtis Schube is the executive director of the Council to 

Modernize Governance. 
Mr. Schube, I am so glad, that’s like my last name. Someone 

helped me pronounce that in my notes. You and I share a com-
monality there, right? Tough last names. 

Mr. Mike Howell is the executive director of the Oversight 
Project, The Heritage Foundation. Mr. John Roth is a former in-
spector general for the Department of Homeland Security. Mr. An-
drew Block is a senior counsel at the America First Legal Founda-
tion. 

I thank all of you as witnesses for being here today, and I value 
your time. 

I now recognize Mr. Curtis Schube for 5 minutes for his opening 
statement. 

STATEMENT OF CURTIS M. SCHUBE, EXECUTIVE DIRECTOR, 
COUNCIL TO MODERNIZE GOVERNANCE 

Mr. SCHUBE. Chairman, Ranking Member, and to the Members 
of this committee, thank you for having me here today. My name 
is Curtis Schube. I am the executive director of Council to Mod-
ernize Governance. We’re a nonprofit, and our overall mission is to 
reduce the power of the administrative state and ultimately return 
that power back to both the Congress and the people. 

I’m here today to talk about internet censorship and Homeland 
Security’s involvement in it. Now, the overarching principle that I’d 
like this committee to keep in mind today as I speak is this: The 
answer to wrong speech is more speech, not less. Giving Govern-
ment the power to determine what is true and what is not and the 
power to determine what narratives can be spoken and what can-
not and giving the power to silence the dissenting voice is opening 
the door to tyranny. 
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Now, I submitted some written testimony for this committee. I’d 
like to just give some of the highlights. 

We all remember back in 2020, election and COVID-related con-
tent was routinely marked as misinformation or malinformation or 
disinformation on social media. Sometimes it was given that little 
moniker saying that this is disinformation, sometimes it was de-
leted, and sometimes the person who spoke even was removed from 
social media. 

Now, in a time when 54 percent of Americans say at least some-
times they get their news from social media, this is a very signifi-
cant development. It means that some messages are able to get to 
a significant portion of the American populous and some messages 
are not. 

Now, we’ve come to find out that there were specific NGO’s who 
were driving this effort. They had determined what messages were 
constituted MDM—misinformation, disinformation, or 
malinformation—and they would funnel that off into social media 
companies who would in turn delete that content. We’ve also come 
to find out that some Government employees were involved in that 
during 2020, but as far as we can tell, leadership was not, until 
President Biden took over. 

So I want to talk about CISA, which we think was one of the 
more abusive subagencies within this effort. So what CISA did— 
it was created in 2018. It was created to oversee American infra-
structure with regard to cybersecurity. But it took the term that 
was given in the statutory mandate, quote, ‘‘critical infrastructure,’’ 
and took that to mean cognitive infrastructure. So something that 
was meant for us, the U.S. Government, to oversee the tangible ele-
ments of our cybersecurity, they took that to mean it can censor 
American thought. 

Now, if CISA had begun to itself routinely identify content and 
report it itself, American—the American public would’ve had an 
outcry, because we intuitively know that that would violate the 
First Amendment. What it did instead is it begun to fund these 
NGO’s that had been driving this effort in the form of grants. The 
plan was to have the NGO’s do the dirty work. The NGO would be 
the one to identify the content. The NGO would be the one to con-
tact social media, and the Government would have less of a hand 
in it. 

CISA spent a lot of money in this endeavor. The Center for Inter-
net Security, for example, received $107 million in DHS grants in 
the last 3 years. Other parts of the Department of Homeland Secu-
rity, like FEMA, were also involved in these type of efforts. 

This is all by design. Again, the Government knows that social 
media has protections under section 230 and other legal prece-
dents, so the Government can claim, hey, we didn’t remove any of 
this content, you know, Facebook did it. Then Facebook in turn can 
say, well, we had protections under section 230 and other versions 
of the law, and then there’s no legal recourse for the censored party 
there either. 

This is exactly what happened last year in Murthy v. Missouri, 
when the Supreme Court upheld the dismissal of censored Ameri-
cans’ lawsuits because they supposedly did not have standing. 
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So, Members, misinterpreting statutes and finding legal loop-
holes to avoid the protections given to all Americans under the 
First Amendment is abuse. Funding that effort is waste. The Gov-
ernment knows that it should not and cannot censor the speech of 
American citizens, so under President Biden’s leadership, it found 
that loophole and this must be fixed. 

Fortunately, there are some opportunities for Congress to fix 
this. It could pass laws that better define what the term ‘‘critical 
infrastructure’’ is to keep CISA under control. It can also pass laws 
that would prevent any funding of—excuse me, any Government 
funding of an NGO over the other private party who was involved 
in censorship efforts. Third, it can pass a law that would give citi-
zens standing to have legal recourse when the types of activities 
described herein today were to occur. 

Thank you for having me today, and I look forward to any ques-
tions you may have. 

[The prepared statement of Mr. Schube follows:] 

PREPARED STATEMENT OF CURTIS M. SCHUBE 

TUESDAY, MARCH 11, 2025 

Mr. Chairman, Mr. Ranking Member, and Members of the committee, thank you 
for the opportunity to testify. 

I. INTRODUCTION 

‘‘Freedom of speech is a principal pillar of a free government: When this support is 
taken away, the constitution of a free society is dissolved, and tyranny is erected on 
its ruins.’’—Benjamin Franklin, U.S. Founding Father.1 

The answer to so-called ‘‘wrong’’ speech is more speech. The moment that speech 
is limited, so too is freedom. To give Government, or any specific party, the power 
to determine what is true, and what is not, is to give extraordinary power to that 
party. It is a slippery slope. This is where tyranny begins. 

Free speech has been under assault in recent years. Social media companies like 
Facebook and the formerly named Twitter have worked with Government, or non- 
profits funded by Government, to identify speech that they disagree with and not 
only remove the content, but also sometimes remove the speaker communicating 
this content altogether. Unfortunately, the views censored consistently leaned one 
way. 

Social media is the new vehicle for news. Fifty-four percent of adults say that they 
at least sometimes get their news from social media.2 Understandably, if certain 
viewpoints are prohibited from having access to a source that such a significant por-
tion of people use to access information, the ability to arrive at the truth is severely 
suppressed. 

Now imagine that social media and the Government become ideologically aligned. 
If Government and social media coordinate, or if Government coerces social media, 
Government becomes infinitely more powerful. 

Unfortunately, this is not imaginary, but in fact it is exactly where we found our-
selves for the last 4 years. In the run-up to the 2020 election, efforts to label, dis-
credit, and ban so-called ‘‘dis-, mis-, and mal-information’’ effectively became official 
policy at many social media companies and supported by NGO’s. But with the Biden 
administration, the Government’s involvement was formalized. The administration 
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gave grants to outside organizations to censor speech—something the First Amend-
ment prohibited the administration from directly doing itself. 

This should be alarming for all Americans. Anyone should be able to understand 
that Government should never be involved in moderating content of Americans. 
That violates the very principle that the First Amendment rests upon. By combining 
forces with platforms in order to moderate content is simply the Government doing 
indirectly what the Constitution prohibits it from doing directly. 

II. BIDEN’S ADMINISTRATION’S ABUSES, INCLUDING HIS DEPARTMENT OF HOMELAND 
SECURITY 

Before detailing the efforts made during the Biden years, it is important to first 
lay the groundwork for how internet censorship has been conducted. Censors use 
3 different categories of speech violations when reviewing social media: dis-, 
mis-, and mal-information.3 Disinformation is deliberately false speech created to 
mislead, harm, or manipulate. Misinformation is factually false, but not created or 
shared with the intent to harm. Malinformation is defined as factually correct 
speech that has been taken out of or presented without context.4 

Of course, there may be bad actors who want to intentionally spread false infor-
mation for various nefarious reasons. But the problem with regulating categories of 
speech is this: who decides? Regulation of speech first requires someone to deter-
mine what is true, and what is not. And, as seen by our weekly news cycle for years 
now, the perception of what is true and what is not frequently differs, and may 
evolve over time as the amount and quality of information improves. Even those 
who live in the same communities may perceive truth differently. 

Giving the power to define and fix what is ‘‘true’’ to the Government, social media, 
or anyone else, is dangerous. With regard to Government, it inverts the balance of 
power that the framers of our Constitution intended: that the Government serves 
the people. Government is not meant to pick sides. It is not meant to punish those 
who disagree simply for disagreeing. 

Second, Government is ultimately a human institution. It is susceptible to human 
sins that come with power. And, even if righteously motivated, those humans can 
make mistakes and be wrong. 

It is for these reasons that the overarching premise of this testimony is this: the 
antidote to mis-, dis-, and mal-information is more speech, not less. Government 
should provide facts, data, and information to the public in support of policy deci-
sions. But Government should never silence, punish, or vilify those who disagree 
with those decisions. Nor should it provide resources to those who do. 

A. DHS Censorship Efforts 
The Cyber Security and Infrastructure Security Agency (CISA), housed within the 

DHS, has been actively involved in censorship. The agency, created in 2018, has a 
mission of ‘‘lead[ing] cybersecurity and critical infrastructure security programs, op-
erations, and associated policy.’’5 ‘‘Critical infrastructure,’’ as defined in 2003 by 
Homeland Security Presidential Directive—7, meant ‘‘information technology; tele-
communications; chemical; transportation systems, including mass transit, aviation, 
maritime, ground/surface, and rail and pipeline systems; emergency services; and 
postal and shipping.’’6 

These items intuitively align with ‘‘infrastructure.’’ The dictionary definition 
means ‘‘the resources (such as personnel, buildings, or equipment) required for an 
activity.’’7 The word itself denotes tangible structures. 

Yet, beginning in 2021, under the direction of Jen Easterly, the Biden-era CISA 
interpreted critical infrastructure to include thought. She remarked that ‘‘The most 
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critical infrastructure is our cognitive infrastructure, so building that resilience to 
misinformation and disinformation, I think is incredibly important.’’8 

CISA also actively employed people with social media ties to help it in its efforts. 
One example is Vijaya Gadde, who joined an advisory committee with CISA from 
Twitter 9 for, among other things, to ‘‘combat[] misinformation and disinformation 
impacting the security of critical infrastructure.’’10 In June 2021, she then, along 
with her committee, drafted an ‘‘information ecosystem’’ report, which called for cen-
soring not only citizens, but the press too, through the monitoring of ‘‘social media 
platforms of all sizes, mainstream media, cable news, hyper partisan media, talk 
radio and other on-line resources.’’11 The resource she promoted 12 using is the Glob-
al Disinformation Index (GDI), an NGO dedicated to ‘‘identifying disinformation’’ 
with a focus on ‘‘at-risk groups’’ that include ‘‘immigrants, to protected classes like 
women, persecuted minorities, people of colour [sic], the LGBTQ+ community, chil-
dren, etc.’’13 

In January 2021, soon after President Biden took office, CISA changed its focus. 
Even one if its task forces, named ‘‘Countering Foreign Influence Task Force,’’ was 
renamed the ‘‘Mis-, Dis- and Malinformation’’ (MDM) task force.14 CISA acknowl-
edged that its focus was no longer exclusively on ‘‘countering foreign influence,’’ but 
also MDM from domestic sources.15 The topics were to include ‘‘the origins of the 
COVID–19 pandemic and the efficacy of COVID–19 vaccines, racial justice, U.S. 
withdrawal from Afghanistan, and the nature of the U.S. support to Ukraine.’’16 

This same ‘‘MDM’’17 committee also included a member from University of Wash-
ington’s Center for an Informed Public, Kate Starbird, another organization devoted 
to on-line censorship.18 It is dedicated to ‘‘translate research about misinformation 
and disinformation into policy.’’19 Alongside Gadde and Starbird were Government 
representatives from CISA. 

Perhaps scarier, CISA’s own definition of monitored activity included 
‘‘malinformation,’’ which as noted above is ‘‘based on fact, but used out of context 
to mislead, harm, or manipulate.’’20 Now, even true information, merely interpreted 
to the Government’s disliking, was objectionable. CISA employed 15 people to dedi-
cate themselves to this effort.21 

CISA was actively involved in flagging content at the beginning. It flagged elec-
tion-related content as far back as 2018.22 However, once domestic speech was the 
focus, CISA had other organizations perform its bidding. Starbird emailed the sub-
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committee the recommendation that ‘‘CISA should also engage in content- and nar-
rative-specific mitigation efforts . . . CISA should support these 
efforts . . . through funding outside organizations to assist this work.’’23 

B. Federal Grants that Sponsored Censorship 
The Center for Internet Security (CIS), a nonprofit, was found to have served as 

a conduit for election officials to report alleged false or misleading content about the 
2020 election.24 CIS’s Elections Infrastructure Sharing and Analysis Center (‘‘EI– 
ISAC’’) was a ‘‘collaborative partnership between CIS, CISA, and the Election Infra-
structure Subsector Government Coordinating Council.’’ It was CIS that would send 
the reports to social media platforms.25 So while technically CISA did not report the 
content, it was in collaboration with those who did. While CISA proudly boasted 
that it did not engage in switchboarding for the 2022 election cycle, it actually had 
only transferred the ‘‘switchboard function’’ to EI–ISAC.26 They have received 
$107.9 million in DHS grants, which were paid out from 2022–2024.27 

This was not the only non-profit/NGO benefiting financially from DHS for car-
rying out censorship activities at the behest of the Government. GDI, the British- 
based non-profit discussed previously, for example, received $960,000 for its ef-
forts.28 In 2022, $7 million went to a DHS media literacy campaign, which was to 
focus on ‘‘misinformation and disinformation.’’29 These funds went to what appear 
to be partisan NGO’s, such as The Carter Center, funded by President Jimmy Car-
ter, who received $99,372 in 2022. The University of Rhode Island received $701,612 
to combat disinformation, conspiracy theories, and propaganda. The Woodrow Wil-
son International Center for Scholars received $750,000 to create a game to help 
students identify disinformation. The Urban Rural Action received $769,190.30 The 
DHS grant document provided that ‘‘Disinformation, conspiracy theories, and propa-
ganda have become large-scale social problems, shaping the way citizens view facts, 
define truth, and make decisions.’’31 

FEMA also used grant money to combat alleged disinformation. Under its grants’ 
descriptions on FEMA’s website, under the category of ‘‘Domestic Violent Extre-
mism,’’ it lists grants for ‘‘open-source analysis of misinformation 
campaigns . . . and online/social media-based threats.’’ It also provides grants for 
‘‘training and awareness programs . . . to educate the public on misinformation 
and disinformation campaigns . . . ’’32 
C. Blocking Legal Redress for Censorship—Hiding Behind Standing Doctrine 

Why would CISA, and other subagencies, send money to outside organizations to 
monitor on-line content and report it, rather than do that itself? The answer is be-
cause this would blatantly violate the First Amendment. ‘‘Content-based laws— 
those that target speech based on its communicative content—are presumptively 
unconstitutional . . . ’’.33 It is content-based speech if the speech is regulated ‘‘be-
cause of the topic discussed or the idea or message expressed.’’34 

The Government, therefore, cannot regulate, and suppress, based upon content. 
But the Government knows that, as the law is applied now, private parties can sup-
press speech. In a case out of California that had very similar facts, where the State 
of California coordinated with an NGO, who then reported content to social media, 
the court found that there was no standing because ‘‘there is no allegation that the 
State had any contact with Twitter . . . nor is there any allegation that the State 
was involved in any of Twitter’s content moderation decisions.’’35 ‘‘Mere approval of 



54 

36 Ibid. 1181, quoting Blum v. Yaretsky, 457 U.S. 991, 1004–05 (1982). 
37 Ibid. 1187, quoting Netchoice v. Paxton, 573 F.Supp.3d 1092, 1106 (W.D. Tex. 2021). 
38 144 S.Ct. at 1984. 
39 Brief For the Petitioners, 13, Murthy v. Missouri, No. 23–411, available at https:// 

www.supremecourt.gov/DocketPDF/23/23-411/293780/20231219192259919l23-411ts%20- 
Murthy.pdf. 

40 Murthy, 144 S.Ct. at 1987. 
41 Of course, exceptions should be made for legitimate law enforcement purposes. For example, 

if criminal activity is coordinated over social media platforms, Government should be permitted 
to identify and have removed that content. The same goes for other criminal content, such as 
child pornography. 

or acquiescence in the initiatives of a private party is not sufficient to justify holding 
the State responsible for those initiatives.’’36 That case was dismissed as to Twitter 
too, likening their rights to a newspaper, giving it a ‘‘First Amendment right to 
moderate content disseminated on their platforms.’’37 

Thus, a censored party is in a catch–22. If they seek recourse against the Govern-
ment, the Government simply points its finger at the social media company. The so-
cial media company simply says that it is protected by the ability to moderate con-
tent on its private social media business. There is no recourse. 

This is exactly what the Department of Justice argued in Murthy v. Missouri. In 
Murthy, it was alleged that various agencies, including CISA, ‘‘coerced’’ or ‘‘signifi-
cantly encouraged’’ social media platforms to moderate content.38 In the Govern-
ment’s brief, which cited O’Handley numerous times, it argued that the censored 
parties lacked standing ‘‘because they have not shown any cognizable injuries that 
are fairly traceable to the Government,’’ noting that the content moderation was 
performed by private parties.39 The Supreme Court agreed, noting that ‘‘platforms 
had independent incentives to moderate content and often exercised their own judg-
ment.’’40 

Thus, without some action by Congress changing this paradigm, agencies can cre-
atively avoid consequences for their censorship efforts. 

III. SOLUTIONS 

Congress could reduce a lot of these problems with some very simple, and com-
mon-sense solutions. First, Congress should prohibit any agency from funding non- 
governmental organizations whose purpose is to suppress political speech, dissent, 
or narratives that do not align with the Government’s chosen message.41 No Gov-
ernment money should ever be used to suppress speech, regardless of whether the 
actor is Governmental or private. 

Second, specific to the term ‘‘critical infrastructure,’’ Congress should define the 
term to prevent there from being any question that the term does not mean ‘‘cog-
nitive.’’ Congress should also order agencies to review their policies to determine 
whether other statutory interpretations have led to the moderation of content on- 
line. 

Third, Congress should explicitly grant standing to those who are targeted for 
internet censorship. As stated previously, the Government has hidden behind stand-
ing to get away with censorship and the Supreme Court has enabled that to con-
tinue. But if Congress were to explicitly create a cause of action for situations where 
Government coordinates with big tech, then citizens would have recourse. Creating 
personal liability and employment discipline would also deter Government employ-
ees from acting independent of agency policy. 

IV. CONCLUSION 

The efforts of CISA, FEMA, and DHS as a whole, to participate in censorship ac-
tivity by way of funding the censors is disturbing. It runs contrary to the spirit of 
the First Amendment, at the very least. But Congress has the power to prevent this 
behavior in the future. The simple solutions suggested within would disrupt this 
practice. Congress should do so. 

Mr. BRECHEEN. Thank you, Mr. Schube. 
I now recognize Mr. Mike Howell for 5 minutes for his opening 

statement. 
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STATEMENT OF MIKE HOWELL, EXECUTIVE DIRECTOR, 
OVERSIGHT PROJECT, THE HERITAGE FOUNDATION 

Mr. HOWELL. Members of the subcommittee, thank you for the 
opportunity to testify about the role of NGO’s, or nongovernmental 
organizations, in facilitating mass illegal immigration. I currently 
serve as the executive director of the Oversight Project, and pre-
viously was at DHS and on Capitol Hill conducting oversight of im-
migration matters. 

The United States of America is still reeling from the worst bor-
der invasion in its history. This was an invasion that was planned, 
promoted, encouraged, funded, and sustained by radical elements 
of the previous administration. But this invasion could not have 
been accomplished without a colossal partnership with the NGO 
community. Simply put, the Government just did not have the ca-
pacity to get these—this many people in and around the country 
without the support of the nonprofits. 

To that end, they gave them almost $6 billion to a conglomerate 
of U.N. agencies and over 200 NGO’s to do just that, according to 
statistics from the Center for Immigration Studies. The result was 
that Border Patrol became a daycare. It became Uber drivers just 
to shuttle illegals to the nonprofits to get them around the country. 

Now, the Oversight Project has led the way in exposing what I 
call this border industrial complex. In December 2022, we did the 
first-of-its-kind study where we tracked illegal aliens by their cell 
phones as they went through these nonprofits at the border. In just 
a 1-month period in tracking 30,000 devices, so a very small subset 
of the 10 million that Biden had cross the border, we found out 
that the illegals went to nearly every single Congressional district 
in the United States. We proved that every town was indeed a bor-
der town. 

That work informed the House of Representatives to pass H.R. 
2, which notably contained a provision defunding the entirety of 
these NGO’s. 

Now, this is a landmark event. It was controversial even 
amongst politicians here in the District of Columbia, because the 
dirty secret is a lot of politicians have a very cozy relationship with 
these organizations. In fact, one Member went as far to say that 
that provision in H.R. 2 was un-Christian. Well, that’s now com-
mon-sense principle for immigration policy today that we do not 
fund our own invasion. To that end, DHS pausing all money to 
these organizations is simply common-sense. 

Now, really quickly on H.R. 2, because there’s been a lot of confu-
sion on this point, some of your colleagues last Congress over in the 
Senate introduced a bill to undercut H.R. 2 that would’ve man-
dated a new normal of illegal border crossings at over 5,000 a day. 
Now, I’m going to quote President Trump here from his State of 
the Union last week. People kept saying we needed new legislation 
to secure the border, ‘‘but it turned out all we needed is a new 
President.’’ He was right. He is right. 

In addition, the Oversight Project continues to lead the way in 
uncovering seedy behavior after behavior at NGO’s. In New York, 
we found illegal aliens getting tax—or false residency documents. 
In Mexico, we found fliers at an illegal alien station camp encour-
aging illegals to vote for Biden. In Arizona, we found a former 



56 

Mexican consulate official at the Southside Worker Center in Tuc-
son advising illegals how to lie to law enforcement and evade ICE. 
That’s against the law. Additionally, we produced documentary evi-
dence of noncitizens admitting on camera to being registered to 
vote in Georgia, North Carolina, Minnesota, Arizona. 

So where are all the Government investigations? I am begging 
for someone to please join us. What about the DHS OIG? I see in-
vestigation after investigation into the conditions at ICE facilities. 
Where are the investigations of these nonprofits and the $6 billion 
that flowed through them? It’s time that we start treating the 
Biden border crisis like the crime scene that it is. 

Now, this body funded it. I know a lot of Members here want 
nothing to do with it, but the money came from Congress to fund 
the Biden border invasion. So this body retains a responsibility and 
luckily the authority to figure out exactly how that money was 
spent and where these illegals ended up, and what NGO’s, like the 
ones that helped facilitate the travel of Jose Ibarra, who ended up 
killing Laken Riley, what taxpayer dollars were involved in that. 

One thing I want to leave you with, perhaps most importantly, 
is the left designed a sophisticated infrastructure to get this many 
people in the country. You all can do the same thing to get them 
out. I’m encouraging you to look at all available funding streams 
to help work with people outside the Government to educate 
illegals on how to leave, to help arrange or even pay for their travel 
home. I call this whole concept homeward bound. People need to 
go home. 

It’s time for a modernization of the immigration enforcement sys-
tem writ large. This means we don’t need to secure the border for 
just 2025 but forever, a renaissance in applying technology sci-
entific advancements. The stovepipe system of various Federal 
agencies holding this data needs to be fixed. This is what border 
czar Tom Homan called for just a few weeks ago. Generally, we 
should give Tom Homan exactly what he needs to get this job done. 

Finally, we’ve got to prepare for the cartels to fight back. These 
people made a lot of money and gained a lot of power during the 
Biden administration, and they’re not going to take this lying 
down. We need to get ready for when they start launching drones, 
kinetic attacks, other asymmetrical warfare. They are not going to 
go quietly in the night. 

With that, I thank the subcommittee for the opportunity to tes-
tify, and I look forward to answering all your questions. 

[The prepared statement of Mr. Howell follows:] 

PREPARED STATEMENT OF MIKE HOWELL 

MARCH 11, 2025 

Chairman Brecheen, Ranking Member Thanedar, and Members of the sub-
committee, thank you for the opportunity to testify about the role non-governmental 
organizations (‘‘NGO’s’’) play in facilitating mass illegal immigration. I currently 
serve as the executive director of the Oversight Project and have previously served 
at the Department of Homeland Security and on Capitol Hill conducting oversight 
of immigration matters. I appear today in my personal capacity. 

The United States of America is still reeling from the consequences of the worst 
border invasion in its history. This was an invasion that was planned, promoted, 
encouraged, funded, and sustained by radical elements of the previous administra-
tion. This invasion could not have been accomplished without a colossal ‘‘partner-
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ship’’ between the Government and NGO’s. The Federal Government provided bil-
lions of dollars to NGO’s to do the dirty work the Federal Government could not. 

Simply put, under the Biden administration’s open border policies, the Govern-
ment could only do so much to facilitate mass illegal migration, welcome the illegal 
aliens to the United States, and move them around the country. It needed help and 
NGO’s jumped at the opportunity to fill the void. The Biden administration repaid 
them by driving an estimated $6 billion to a conglomerate of 15 U.N. agencies and 
230 NGO’s, as recently calculated by the Center for Immigration Studies, to do this 
work for them.1 

In doing so, the Biden administration turned the Border Patrol into nothing more 
than a welcome center, a day care, and glorified Uber drivers that ferried illegal 
aliens to NGO’s. In turn, the NGO’s facilitated mass migration of illegal aliens 
throughout the interior of the United States. 

The Oversight Project has led the way on exposing what I call the border indus-
trial complex. In December 2022, we published a first-of-its-kind study tracking the 
movement of illegal aliens by their cell phones through NGO’s at the border.2 

Our investigation was simple. 
We purchased the ad tech cell phone data of approximately 30,000 devices found 

at border NGO facilities and tracked the movement of those devices throughout the 
United States during the month of January 2022. The results were staggering. We 
found that these devices traveled to 431 different Congressional districts in the 
United States. Our research proved that indeed ‘‘every town is a border town.’’ 

Our work informed the House of Representatives’ passage of H.R. 2 (118th Cong.), 
which notably contained a provision prohibiting DHS from providing funds to NGO’s 
that facilitate or encourage illegal immigration or provide certain services such as 
lodging or legal services.3 

This was a landmark shift for politicians in Washington, DC, with the dirty little 
secret being that many had a cozy relationship with these organizations and one 
even went as far as calling the bill ‘‘un-Christian’’ in order to advocate on NGO’s’ 
behalf. Moving forward, prohibiting the funding of the invasion itself through NGO’s 
should be a common-sense staple. To that end, DHS’s freezing of such money only 
makes sense. 

I pause for a moment to discuss the entire point of H.R. 2, which was to close 
the loopholes that the Biden administration weaponized to open the border and to 
prevent future administrations adverse to border security from doing the same. 
There has been much misinformation on this very point, with some of your col-
leagues in the Senate and the previous administration who united around a policy 
to maintain record numbers of illegal border crossings as a new normal. As Presi-
dent Trump said in his State of the Union last week, those people ‘‘kept saying we 
needed new legislation to secure the border—but it turned out that all we really 
needed was a new President.’’ How right he is. 

In addition, the Oversight Project has uncovered instance after instance of seedy 
behaviors at NGO’s promoting illegal immigration. In New York, we discovered a 
taxpayer-funded shelter providing false residency documents to illegals. In Mexico, 
we discovered flyers at an illegal alien staging camp encouraging illegals to remem-
ber to vote for Biden when they got to the United States. In Arizona, we found a 
former Mexican consulate official at an Southside Worker Center in Tucson advising 
illegals to lie to law enforcement to evade ICE—a probable violation of 8 U.S.C. 
§ 1324. Additionally, we have produced documentary evidence of noncitizens admit-
ting, on camera, to being registered to vote in Georgia, North Carolina, Illinois, and 
New York.4 

It is remarkable to me that law enforcement and policy makers haven’t focused 
on similar investigations. Save for Attorney General Greg Abbott in Texas, there 
has not been much action. In the 117th Congress, when Democrats had complete 
control of Congress and the border crisis was spiraling out of control, a Senate sub-
committee devoted a year-and-a-half investigating an ICE detention facility where 
there were allegations of a doctor performing forced hysterectomies on illegals. This 
was obviously false, and I said so at the time. The Senate subcommittee also found 
the allegations were false. Just recently, NBC Universal had to settle a defamation 
suit against the doctor at the center of these allegations for pushing this fake news 
on MSNBC in segments with Rachel Maddow, Chris Hayes, and Nicole Wallace. So 
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in effect, your Senate colleagues spent time investigating a fake ‘‘uterus collector’’ 
story during a very real border crisis. 

In turn, the DHS Office of Inspector General releases report after report on the 
conditions in ICE facilities which are required to meet stringent standards of care 
for those who invade our country. In stark contrast, the non-governmental organiza-
tions shuttling illegals in and around the country are not required to meet such 
standards and have not been a sustained focus for the DHS OIG. 

Where are the deep dives and accounting audits into the over $6 billion spent by 
our Government to promote a border crisis? How is this not an epic scandal? To me, 
this represents a flagrant Constitutional abuse, perhaps the greatest in American 
history for its scale and just complete contradiction of the very duties of our own 
Government to secure our own borders and protect Americans. This body funded the 
NGO facilitation of Jose Ibarra’s illegal entry into this country and multiple trips 
to New York and Georgia, where he killed Laken Riley. 

They are the poster children for this fiscal negligence I encourage all of you on 
the subcommittee to commit to a deep dive investigation into the actions of these 
NGO’s over the last few years, not to mention the troubling continuing trend of 
NGO’s working against the national interest to assist illegals in evading ICE. This 
body funded them, and in doing so retains responsibility to the taxpayer to figure 
out who spent that money, how, and what information they retain about the illegals 
they moved and where. 

But the one thing I want to leave you with, perhaps most importantly, is that 
it took immense organizational sophistication by Open Borders advocates to design 
a system where they could significantly augment the ability of the Government to 
get illegal aliens into the country. You can now do the same to get them out. 

Now is the time to look at all available streams of funding to drive capacity to-
ward those outside the Federal Government who can help get this done. Whether 
it is educating illegal that their free ride is over and deportation is in the offing, 
or helping arrange them travel home. 

It is a time for a complete modernization of the immigration enforcement system 
and border security. We do not need to secure our country for just 2025, but for the 
future. This means a renaissance in applying technological and scientific advance-
ments. Currently, the stove-piped systems of various Federal agencies holding dif-
ferent sets of critical information for enforcement are outdated. Don’t take my word 
for it. Border Czar Tom Homan recently called for a new immigration enforcement 
life-cycle system. As a general matter, we should be giving Tom Homan what he 
wants. It is he who has the Herculean task and is in the arena. 

We should also be preparing for the cartels to fight back. These transnational 
criminals made a lot of money in cooperation with the Biden administration. They 
aren’t just going to give up territory and profit modes of human and drug traf-
ficking. I encourage you all to think deeply about not just investing in traditional 
modes of border security and personnel, but about what it means to secure the bor-
der against drones, kinetic attacks, and evolving means of asymmetrical warfare. 
The events of October 7 in Israel should be instructive in this regard. 

I thank the subcommittee for the opportunity to testify and I am happy to answer 
any questions. 

Mr. BRECHEEN. Thank you, Mr. Howell. 
I now recognize Mr. John Roth for 5 minutes for his opening 

statement. 

STATEMENT OF JOHN ROTH, PRIVATE CITIZEN, FORMER IN-
SPECTOR GENERAL, DEPARTMENT OF HOMELAND SECU-
RITY 

Mr. ROTH. Thank you for the opportunity to testify here today. 
My testimony is going to focus on the crucial role of the inspector 
generals they play in fighting waste, fraud, and abuse, and the 
need for a sustained and thoughtful effort to identify and root out 
waste, and the false economy of large-scale, indiscriminate per-
sonnel reductions. 

Since their creation, IGs have played a vital role in improving 
Government operations, saving the taxpayers billions of dollars, 
and ensuring that agencies operate within the law. IG offices actu-
ally save more money than they spend. For example, in 2023 alone, 
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IG offices identified over $93 billion in potential savings. These 
savings represent a 26-to-1 return on investments for IGs. 

This is possible because IGs and their staff have the training and 
experience in audits, inspections, and investigations, are bound by 
their professional standards to be independent of the programs and 
operations they review, to make conclusions and recommendations 
only when well-founded and supported by the evidence, and to ap-
proach their job with the professional skepticism inherent in an 
auditor. They ask the difficult questions, they challenge their orga-
nizations to be better, to be more efficient, to ensure rigor in Gov-
ernment operations and look to eliminate waste, but they are often 
the bearers of bad news. 

Recent events have called into question the independence of 
these IGs. The unprecedented removal of multiple IGs has sent a 
chilling message to the oversight community: Produce findings that 
are uncomfortable or politically sensitive and you risk losing your 
job. This undermines the entire system of Government account-
ability. These actions create an implicit pressure to avoid the kinds 
of work necessary for effective Government and can lead to self- 
censorship. Even worse, it destroys the public and Congressional 
confidence in the integrity, the accuracy, and the independence of 
findings that the IG does make. 

I applaud the administration’s interest in combating waste, 
fraud, and abuse in Government. My career was dedicated to ex-
actly that proposition. But I believe that the administration has 
missed the mark in relying on the Department of Government Effi-
ciency to identify and root out waste rather than the mechanism 
that already exists: the inspector general community. 

IG offices are well-positioned to understand the specific oper-
ational challenges and risks within their agency. If the intent is to 
cut with a scalpel rather than a hatchet, the deep knowledge of the 
institution involved is necessary. 

Moreover, IGs are accountable both to Congress, this body, as 
well as the general public. IGs are required to submit written re-
ports to Congress detailing their findings and recommendations, 
which are published, ensuring transparency and accountability. 

IG staff meets with Congressional staff to discuss reports and 
recommendations. They also review—initiate reviews based on rec-
ommendations from this committee and other committees of Gov-
ernment operations. IGs testify before Congress, as we saw today, 
to explain their findings and answer Congress’ questions. Congres-
sional appropriators routinely cite IG reports in their own reports 
directing agencies to fix problems that the IGs have uncovered. 

Because an IG’s findings and recommendations are credible spe-
cifically because they are the result of a rigorous, professional, and 
transparent process, no ad hoc process, no matter how well inten-
tioned, will garner the same level of credibility and trust. 

With regard to the reductions in Federal work force that’s cur-
rently going on, intuitively it makes sense that reducing the Fed-
eral work force may save money, but in reality, I think the actions 
will be unlikely to do so. Any reductions in force should be part of 
a well-thought-out management plan that aligns agency resources 
and priorities and mission requirements with the work force nec-
essary to carry them out. To do so otherwise will drain the agency 
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of specific skills necessary to ensure that the agency performs its 
mission. 

Moreover, creating a climate of fear and uncertainty in Govern-
ment work force simply drives out high-quality employees, those 
with the necessary skills and the record performance, out of the 
Federal Government. 

Finally, any reduction in force must comply with the laws that 
Congress has enacted and be decided by those without conflict of 
interest and avoid prohibited personnel practices. Failure to do so 
results in wasteful and time-consuming litigation, allegations of im-
proper motive, and loss of agency focus in dealing with the fallout 
from such actions. 

This concludes my testimony. I’m happy to answer any questions 
the committee may have. 

[The prepared statement of Mr. Roth follows:] 

PREPARED STATEMENT OF JOHN ROTH 

MARCH 11, 2025 

Thank you for the opportunity to testify on the issue of preventing waste, fraud, 
and abuse at the Department of Homeland Security. As background, I was the in-
spector general for Homeland Security from 2013 to 2017. Before that, I was a Fed-
eral prosecutor for over 25 years in the Department of Justice in a variety of leader-
ship and policy-making roles in both Republican and Democratic administrations. 
After retiring from Government service, I worked in the financial services industry, 
leading the compliance and ethics functions for a high-tech startup as well as a For-
tune 200 public company. As such, I have first-hand experience in conducting over-
sight in both the public and private sectors. 

My testimony today will focus on the crucial role that independent Inspectors 
General play in fighting waste, fraud, and abuse, the necessity for a sustained and 
thoughtful effort to identify and root out waste, and the false economy in large-scale, 
indiscriminate personnel reductions. 

THE ROLE OF INSPECTORS GENERAL 

Inspectors general were created to provide independent oversight of Federal agen-
cies. Since the passage of the Inspector General Act of 1978, IGs have played a vital 
role in improving Government operations, saving taxpayers billions of dollars, and 
ensuring that agencies operate within the law. 

IGs conduct audits, investigations, and evaluations that identify inefficiencies, 
mismanagement, and corruption. For example, during my tenure at the Department 
of Homeland Security, my office issued numerous reports that identified critical 
weaknesses in border security, transportation security, cybersecurity, and disaster 
response efforts. These reports provided Congress and the public with objective as-
sessments and actionable recommendations to improve Government performance. I 
know from personal experience that the entire IG community is committed to these 
goals. 

IG offices are unique in that they save more than they spend, and by a large mar-
gin. According to reports from the Council of the Inspectors General on Integrity 
and Efficiency (CIGIE), IG offices collectively identify tens of billions of dollars in 
savings each year—many times their own operating costs. For example, in the 2023 
fiscal year, IGs across the Federal Government identified over $93 billion in poten-
tial savings. These potential savings represent an approximate $26 return on every 
dollar invested in the OIGs. These savings come from identifying improper pay-
ments, uncovering procurement fraud, preventing unnecessary expenditures, and 
improving program efficiency. 

This is possible only because IGs and their staffs have training and experience 
in audits, inspections, and investigations, and are bound by their professional stand-
ards: to be independent of the programs and operations they review, to make conclu-
sions and recommendations only when well-founded and supported by the evidence, 
and to approach their job with professional skepticism inherent in a professional 
auditor. 

The role is best described in the Comptroller General’s Government Auditing 
Standards—otherwise known as ‘‘the Yellow Book’’—which are the rules for Govern-
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ment auditing organizations published by the Government Accountability Office. 
The description of the independence necessary for an auditor hits the nail on the 
head ‘‘Independence of mind [is the] state of mind that permits the conduct of an 
engagement without being affected by influences that compromise professional judg-
ment, thereby allowing an individual to act with integrity and exercise objectivity 
and professional skepticism.’’1 As head of the organization, an IG must be able to 
‘‘conduct engagements and report findings, opinions, and conclusions objectively and 
without fear of reprisal.’’2 

In a nutshell, that is an IG’s job: a professional skeptic. They act as agents of 
positive change within their Departments they serve by having the freedom to be 
independent and objective and to speak truth to power. They ask the difficult ques-
tions, challenge their organizations to be better, to be more efficient, to ensure rigor 
in Departmental operations, and to look for and eliminate waste. 

IGs have traditionally been appointed based on merit, rather than political affili-
ation, and are expected to conduct their duties with impartiality. Additionally, IGs 
do not have operational roles within the agencies they oversee. This distinction is 
critical because it means IGs are not evaluating their own policies or decisions— 
which could otherwise create a conflict of interest. Instead, they serve as inde-
pendent auditors and investigators, assessing agency performance from an objective 
standpoint.3 Every large public company has an internal audit function. Those audi-
tors are protected from undue influence by reporting directly to the board of direc-
tors rather than management. Hiring, firing, and compensation are handled by by 
the board. This insulates the auditors from undue influence and gives their board 
and the investing public confidence that the audits are carried out in an objective 
manner. 

Furthermore, IGs are bound by strict professional and ethical standards. The 
Council of the Inspectors General on Integrity and Efficiency (CIGIE) sets guide-
lines to ensure that IGs operate with integrity and impartiality. If an IG were to 
act in a biased or conflicted manner, or produce reports unsupported by the facts, 
there are mechanisms in place—including oversight by Congress and CIGIE’s Integ-
rity Committee—to investigate and address such behavior. 

However, for IGs to be effective, they must operate without fear of retaliation or 
political pressure. Independence is not just an abstract principle—it is the founda-
tion of their ability to conduct meaningful and credible investigations and audits. 
If agency leaders or political appointees can interfere with IG investigations or re-
taliate against IGs for unfavorable findings, then oversight is compromised. More-
over, not only must IGs be independent in fact, but they must also be perceived of 
as such. Congress and the American public must fundamentally trust that Govern-
ment employees and programs will be reviewed and held accountable by an inde-
pendent fact finder. 

The independence of IGs is only as strong as the willingness of the Executive 
branch and Congress to uphold it. Recent events have called this independence into 
question. The removal of multiple IGs has sent a chilling message to the oversight 
community: produce findings that are uncomfortable or politically inconvenient, and 
you risk losing your job. This undermines not only the individual IGs but the entire 
system of Government accountability. Any power to remove IGs must be exercised 
responsibly and judiciously. Government auditing standards specifically recognize 
that replacing an auditor because of a disagreement with the contents of a report 
or the auditors conclusions constitutes a threat to the independence of the organiza-
tion.4 

The current wholesale removals of IGs is unprecedented. IGs typically serve 
across multiple administrations regardless of political affiliation, reflecting their 
nonpartisan role. When IGs are dismissed without a clear and legitimate rationale, 
it damages public trust and weakens the oversight process. 

First, such removals discourage IGs from conducting thorough and independent 
investigations. IGs are in the bad news business, and delivering bad news can ruffle 
political feathers. If an IG knows that uncovering waste, fraud, and abuse could cost 
them their job, there is an implicit pressure to avoid the kinds of audits, inspections, 
and investigations necessary for effective Government. This can lead to self-censor-
ship and a failure to hold Government agencies accountable. Even worse, it destroys 
public and Congressional confidence in the integrity, accuracy, and independence of 
any findings an IG does make. New appointees for these positions, regardless of 
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their qualifications or background, will be under a cloud of suspicion as to their 
independence. 

Second, these removals can disrupt on-going investigations. Many IG offices work 
on long-term audits and investigations that require continuity. The IG firings have 
resulted in the community losing a cadre of experienced, qualified, and independent 
professional leadership that will be difficult to replace. These sudden firings can 
stall or even terminate critical oversight work, allowing waste, fraud, and abuse to 
go unchecked. Thanks to legislation enacted in 2022, the seconds-in-command now 
lead the affected offices. This legislation was put in place specifically to protect IGs 
from opportunistic replacement. However, there is no substitute for permanent, ac-
countable leadership. 

Third, politically-motivated removals make it more difficult to attract qualified 
candidates to IG positions. Talented professionals will be reluctant to accept a role 
that is subject to political whims, and one in which their professionalism is under 
a cloud. Over time, this weakens the overall effectiveness of the IG community and 
diminishes the quality of oversight in Federal agencies. 

Of course, there can be instances where the President can and should remove an 
inspector general. An IG could be affected by a conflict of interest, or fail to ensure 
sufficient independence, or could conduct themselves unprofessionally or in violation 
of law or regulation. However, as the law provides, they should be removed only 
after the President supplies a substantive rationale, including detailed and case-spe-
cific reasons. And it should never be as a result of a mere disagreement with a IG 
report or recommendation. 

Congress has previously protected the inspector general community from undue 
political influence. For example, in January 2017, transition officials in the incoming 
Trump administration told the incumbent inspectors general, including me, that 
they would be replaced as a matter of course. The Trump administration ultimately 
reversed course after a demonstration of strong support of the IGs by Congress, in-
cluding particularly from the Republican Members of the House Committee on Over-
sight and Government Reform.5 

Inspectors general are a cornerstone of Government transparency and account-
ability. Their work helps to see to it that agencies operate efficiently, ethically, and 
in the best interests of the American people. However, without independence, IGs 
cannot fulfill their mission. The recent firings of IGs set a dangerous precedent that, 
if left unchecked, will erode public trust and weaken Government oversight. 

DHS as an organization has struggled with performance since its inception. When 
I arrived I found significant shortfalls across all areas of DHS operations. The short-
falls were long-standing and systemic, and were the result of a lack of management 
fundamentals such as data collection, cost analysis, and performance measurement.6 
As it relates to the Southwest Border, DHS acquisition management failures stretch 
back to the 2006 ‘‘SBI Net’’ project, a project to secure the Southwest Border with 
a combination of technology, infrastructure, and personnel, which was ultimately 
canceled in 2011 after costing the taxpayers nearly $1 billion for only 53 miles of 
coverage. Multiple reports from the IG found that DHS did not follow acquisition 
best practices, including developing operational requirements and ensuring an expe-
rienced and trained acquisition workforce.7 During my tenure, our office found 
waste in a number of programs, including programs involving the acquisition of heli-
copters, unmanned drones, IT and accounting systems, workforce housing, hiring, 
and contract management.8 

This appears to remain true today. The current Office of Inspector General re-
ports reflect that the major management and performance challenges cut across 
multiple DHS missions areas, affecting the Department’s ability to conduct its mis-
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sion.9 The GAO placed DHS on their high-risk list shortly after the Department was 
created, and since then, DHS has struggled to make progress. Recently, however, 
GAO has cited ‘‘substantial progress’’ in areas of concern, and noted that the im-
provements implemented by the Department accrued a $2 billion financial benefit.10 
The progress that has been made was possible only through consistent, sustained 
effort over a course of years. 

ELIMINATING GOVERNMENT WASTE IS A LONG-TERM EFFORT REQUIRING KNOWLEDGE, 
EXPERTISE, AND ACCOUNTABILITY 

I applaud the administration’s interest in combatting waste, fraud, and abuse in 
Government; as my testimony makes evident, my career, like those of many of my 
fellow IGs, was dedicated to that proposition. But I believe that the administration 
has missed the mark in relying on the Department of Government Efficiency 
(DOGE) to identify and root out waste rather than the mechanism that already ex-
ists—the inspector general community. 

First, DOGE is a centralized entity with little background in the agencies that 
they review. Inspector general offices, in contrast, are decentralized and embedded 
within their respective agencies. This structural difference means that IGs are bet-
ter positioned to understand the specific operational challenges and risks within 
their agencies. Their proximity and background allows them to identify inefficiencies 
at a granular level and recommend targeted improvements. In contrast, DOGE’s 
broad, Government-wide mandate results in more generalized assessments that may 
fail to understand the context of specific activities. 

Second, DOGE does not have the same accountability to Congress and the public. 
IGs are required to submit written reports to Congress detailing their findings and 
recommendations, which are then published, ensuring transparency and account-
ability. IG staff regularly meets with Congressional staff to discuss reports and rec-
ommendations. IGs regularly initiate reviews based on recommendations from their 
committees of jurisdiction. IGs regularly testify before Congress to explain their 
findings and answer questions. Congressional appropriators routinely cite IG work 
product in their Committee Reports, directing agencies to fix the problems that the 
IGs have found. DOGE does not operate under the same statutory reporting require-
ments, meaning there is less Congressional and public oversight of its effectiveness 
and the accuracy of its actions. Without this level of transparency, there is little as-
surance that DOGE is truly identifying and addressing waste as effectively as the 
IGs. 

Third, and most importantly, DOGE is not governed by the same professional 
standards as IGs. They have both an oversight and operational role, are not re-
quired to comply with the quality standards for accuracy and objectivity that govern 
IG reports, and they may lack the necessary expertise and training to identify fraud. 
Moreover, IG staff is conscious of best practices in conducting reviews, such as se-
curely handling information, protecting sensitive personal information, protecting 
attorney-client and other privileges, and following appropriate data security require-
ments. 

An inspector general’s findings and recommendations are credible specifically be-
cause they are the result of a rigorous, professional, and transparent process. No 
ad hoc process, no matter how well-intentioned, will garner the same level of credi-
bility and trust. 

THE FALSE ECONOMY OF MASS FIRINGS OF FEDERAL EMPLOYEES 

Intuitively, it makes sense that reducing the Federal workforce through mass 
firings would lower costs. In reality, such actions will be unlikely to do so. Indis-
criminate personnel cuts often lead to reduced efficiency, increased reliance on con-
tractors, loss of institutional knowledge, and the potential for expensive rehiring ef-
forts later.11 Any reductions in force should be part of a well-thought-out manage-
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ment plan that aligns agency priorities and mission requirements with the work-
force needed to carry them out. 

Rather than resorting to indiscriminate mass firings, workforce reductions should 
be approached strategically. Agencies should conduct documented assessments to 
determine their mission requirements and match the current workforce against 
those requirements. Cuts should be made only after a full understanding of the 
agency and its function, an inventory of the current skills present and missing, an 
assessment of what functions can be eliminated and which roles are essential, and 
how workforce adjustments align with long-term goals. A well-planned approach— 
based on data-driven decision making—ensures that cost savings are realized with-
out jeopardizing agency performance or incurring unforeseen expenses. It also 
avoids what we have recently seen, where employees are dismissed but then 
brought back after realizing that they provide a necessary, often life-or-death, Gov-
ernment mission. 

Abrupt reductions in workforce can create critical gaps in expertise and institu-
tional knowledge. Many Federal agencies rely on employees with specialized skills 
and knowledge that take years to develop. Significantly, the Government Account-
ability Office recently noted that Federal agencies currently suffer from a ‘‘skills 
gap’’ that poses a high risk to the Government. These current gaps are broad and 
affect a variety of functions, including science, technology, engineering, mathe-
matics, cybersecurity, and acquisitions.12 When these employees are suddenly re-
moved, agencies are left struggling to fulfill their missions, leading to delays in es-
sential services, compliance failures, and operational inefficiencies. Moreover, cre-
ating a climate of fear and uncertainty in the Government workforce simply drives 
high-quality employees—the ones with the necessary skills and record of perform-
ance—out of Government service. In many cases, reductions in employee headcount 
will reduce the necessary controls guarding against fraud, waste, and abuse in the 
administration of grants or public benefits, or collection of revenue, thereby increas-
ing waste, fraud, and abuse. 

Finally, any reduction in force must comply with the laws that Congress has en-
acted, be decided and executed by those without conflicts of interest, and avoid pro-
hibited personnel practices. Failure to do so results in wasteful and time-consuming 
litigation, allegations of improper motive, and loss of agency focus in dealing with 
the fallout from such actions. 

This concludes my testimony. I am happy to answer any questions the committee 
may have. 

Mr. BRECHEEN. Thank you very much, Mr. Roth. 
Mr. Block, you are now recognized for—to make your opening 

statement. 

STATEMENT OF ANDREW BLOCK, SENIOR COUNSEL, AMERICA 
FIRST LEGAL FOUNDATION 

Mr. BLOCK. Mr. Chairman, Mr. Ranking Member, and Members 
of the subcommittee, thank you for inviting me to testify today on 
the Biden administration’s waste, fraud, and abuse at the Depart-
ment of Homeland Security. We at America First Legal have spent 
the last 4 years educating the American public on this topic, and 
I am honored to share some of our findings and results with you. 

The Biden administration’s cavalier attitude toward the law was 
on full display in the way that it approached immigration policy, 
where, at the direction of President Biden and Secretary Mayorkas, 
DHS failed to faithfully execute the laws and even actively created 
barriers to law enforcement. 

Among the administration’s many abuses, none is worse, in my 
view, than its abuse of the parole authority. Congress empowered 
the Executive branch to use its discretion on a case-by-case basis 
in compelling, exigent circumstances to temporarily admit other-
wise inadmissible aliens when doing so is necessary for an urgent 
humanitarian reason or a significant public benefit. Yet from this 
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limited, qualified, and individualized authority of last resort, the 
Biden administration created whole programs completely dis-
regarding all of the constraints imposed by Congress and using it 
as a primary authority to indiscriminately admit millions of people. 

One of these programs is the CBP One app. Now, when you or 
I arrive at a border or a port of entry, we have to show our docu-
ments, whether it’s a passport, a driver’s license, a visa, or some 
other document showing that we are entitled to enter the country. 
But with the CBP One app, the last administration said, forget all 
of that, and illegal aliens, lacking any basis or authority under the 
law to enter the country, were allowed to make an appointment, 
show up at a port of entry, and walk in the front door. It wasn’t 
even catch-and-release, as Ms. Taylor Greene said. It was literally 
show up and walk in. 

According to Secretary Noem, more than 1 million people entered 
the country this way. AFL applauds DHS’s announcement yester-
day that, going forward, they’re going to repurpose this app for the 
removal efforts. 

Other parole programs which I touch on in my—more detail in 
my written testimony are the CHNV, a program so rife with fraud 
that the administration actually paused it of its own volition for 
nearly a month, and the Parole in Place. Now, Parole in Place was 
particularly egregious, and AFL took the administration to court 
and won, stopping this program in its tracks. 

Through these 3 parole programs, the last administration at-
tempted to bestow legal status on 2.6 million illegal aliens. For con-
text, that is more than the population of 15 U.S. States and the 
equivalent of the population of the United States’ third largest city 
of Chicago. 

Where the Biden administration cannot make an argument 
under existing law, it simply endeavored to rewrite the law. One 
such example is the 2022 asylum officer rule, which gave USCIS 
asylum officers the duties of immigration judges, leading to AFL 
founder and president Stephen Miller at the time calling it the 
most extreme immigration regulation ever proposed. 

Last is the issue of interior enforcement. While removals were 
statistically nonexistent during the Biden administration, its atti-
tude toward ICE is even more pernicious than that. Under the 
Biden administration, DHS implemented policies that proactively 
made it harder for ICE agents to take the routine enforcement ac-
tions against the worst of the worst. 

Under the ironically-named priorities memo, for example, DHS 
required ICE agents to seek preapproval from Washington, DC 
headquarters for every proposed enforcement action, every pro-
posed enforcement action for almost all of 2020, 2021—I’m sorry, 
all of 2021. 

Records obtained by AFL show how ridiculous this policy was, re-
sulting in nearly 60,000 requests by field agents to do their job. 
This is 60,000 enforcement actions against gang members, cartel 
members, murderers, arsonists, traffickers, rapists, and violent in-
dividuals that were slowed down or delayed because trained ICE 
enforcement officers had to go to a desk, write out a justification, 
and get preapproval from the District of Columbia to do their job. 
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The story of the Biden administration’s DHS cannot be told with-
out emphasizing just how wasteful and abusive its policies were of 
taxpayer resources. From willfully ignoring the law to attempting 
to rewrite it, to actively erecting roadblocks to block law enforce-
ment, every Biden-era DHS immigration policy can be categorized 
as waste, fraud, or abuse. 

Thank you, and I look forward to answering your questions. 
[The prepared statement of Mr. Block follows:] 

PREPARED STATEMENT OF ANDREW BLOCK 

MARCH 11, 2025 

Dear Chairman Brecheen, Ranking Member Thanedar, and Members of the sub-
committee: Thank you for the invitation to testify today on the topic of the Biden 
administration’s Waste, Fraud, and Abuse at the Department of Homeland Security 
(‘‘DHS’’). We at America First Legal Foundation (‘‘AFL’’) have spent the last 4 years 
fighting the Biden administration in court and educating the American public on 
this very topic, so I am honored to share some of our work and findings. 

While AFL has exposed Biden-era waste, fraud, and abuse in many areas, includ-
ing NGO’s,1 Censorship,2 and Weaponization,3 other witnesses will focus on those 
topics and so I will focus my remarks specifically on waste, fraud, and abuse in the 
immigration context. 

BACKGROUND 

The Biden administration took a cavalier approach to the law in everything it did. 
This was evident, for example, in its actions with respect to student loan forgive-
ness,4 the COVID-era eviction moratorium,5 mask mandates,6 and vaccine man-
dates,7 all of which were obviously illegal from the outset but nevertheless imple-
mented because of an ‘‘act now and maybe get rejected later’’ approach. This atti-
tude was on display in full force with the administration’s approach to immigration 
enforcement where, at President Biden and Secretary Mayorkas’ direction, DHS 
failed to faithfully execute the laws, actively created barriers to law enforcement, 
ignored clear and longstanding interpretations of laws, and even attempted to re-
write Congressionally-enacted laws. 
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I. Abuse of ‘‘Parole’’ Authority 
Among the Biden administration’s many abuses of authority none, in my view, is 

worse than the abuse of what is commonly referred to as Parole Authority. 
Congress has created a clear and comprehensive immigration system. But of 

course, for any rule, there are exceptions. One issue that has been at the center of 
the give and take between the Legislative and Executive branches for decades is the 
question of how to deal with exigent circumstances. 

Congress’s solution, so far, has been to give the Attorney General, and now the 
Secretary of Homeland Security, ‘‘Parole Authority.’’8 Under 8 U.S.C. § 1182(d)(5), 
Congress empowered the Executive branch to use its discretion, in compelling exi-
gent circumstances, to permit an otherwise inadmissible alien temporarily to enter 
the United States when doing so is necessary for ‘‘urgent humanitarian reasons or 
significant public benefit,’’ and no other provision of the Immigration and Nation-
ality Act (‘‘INA’’) addressed the situation. But the Executive branch has all-too-often 
abused parole to address its own disagreement with other provisions of the INA. 

Congress has already modified Section 1182 once to curtail Executive branch 
abuses.9 Unfortunately, the Executive branch continued to abuse the parole power, 
although never as egregiously as during the Biden administration.10 Unfortunately, 
the Biden administration’s abuses put to Congress a difficult policy question of 
whether to further curtail the availability of parole—which is intended to be a nec-
essary ‘‘break glass in case of emergency’’ provision in immigration law; or remove 
the authority altogether. What is clear is that future Executives cannot be allowed 
to abuse the provision to indiscriminately admit 11 million people from around the 
world—who would not otherwise have a basis to enter the country—because the 
Biden administration has given a future lawless Executive the road map. 

It did so with 3 programs: the CBP One app, Process for Cubans, Haitians, Nica-
raguans, and Venezuelans (‘‘CHNV’’), and Parole in Place (‘‘PIP’’). AFL challenged 
these in court, defeating the PIP initiative at trial. Such ‘‘programs’’ undermine the 
laws enacted by Congress, are incredibly wasteful, and are a large part of why more 
than 11 million people entered the country illegally since 2021. My testimony will 
explain how the Biden administration hid most of these entries under a veneer of 
legitimacy by unlawfully abusing the parole power on an unprecedented industrial 
scale. 

A. CBP One App 
During the Vice-Presidential debate, now Vice President J.D. Vance artfully ex-

plained, ‘‘There’s an application called the CBP One app where you can go on as 
an illegal migrant, apply for asylum or apply for parole and be granted legal status 
at the wave of a Kamala Harris open border wand.’’ That is precisely how this ‘‘pro-
gram’’ worked. Through the CBP One app, the Biden administration created, by ex-
ecutive fiat, what amounts to a parallel system for visa-free immigration to the 
United States for people who would otherwise have no basis to enter the United 
States of America. 

Specifically, the app allowed aliens to apply for Advanced Travel Authorization 
(‘‘ATA’’), which allowed them to travel to a U.S. Port of Entry without a visa and 
request parole to enter the United States. Whereas you or I need a passport, visa, 
or license to enter the country, the Biden administration waived all that for illegals 
and simply let them in the front door. CBP statistics show that more than 852,000 
appointments were made using the CBP One app.11 

If that were not bad enough, this new system lacked the protections that Congress 
carefully constructed. For example, aliens applying for an immigrant visa must ap-
pear in person for a visa interview with a Department of State consular officer at 
the embassy or consulate.12 Those interviews are conducted by a consular officer 
who speaks that alien’s native language and is familiar with the local culture. The 
officer can make an informed, in-person evaluation of the alien’s truthfulness and 
qualifications under the law to enter the United States. The Biden administration 
discarded the interview requirement to receive an ATA. 
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But it gets worse. Congress has established numerical limitations and quotas for 
various visa classifications that the CBP One app ignored.13 Aliens could apply for 
ATA for free, whereas each alien applying for an immigrant visa pays a substantial 
fee of between $205 and $345.14 Aliens applying for immigrant visas must also meet 
several other requirements, such as comprehensive medical exams, strict vaccina-
tion requirements, and conclusive proof that they have the financial means to sup-
port themselves.15 ATAs did not require any of these safeguards. Worst of all, the 
lack of any in-person interview made it impossible for any kind of reasonable secu-
rity vetting of these aliens before entering the United States. Yet the Biden admin-
istration rubber-stamped ATA applications, approving them at rates of up to 97.5 
percent.16 

This committee has reported that more than 95 percent of these applications re-
ceive court dates in the United States and temporary status until then.17 It is esti-
mated that just through the CBP One app, more than 800,000 aliens—more than 
the population of 4 States and Washington, DC—entered the United States in under 
2 years from this one abuse of the parole authority. 

Unsurprisingly, the CBP One App was rife with fraud. Cartels exploited it, using 
VPN technology to work around its required geofence so aliens from anywhere in 
the world could use it.18 With the cartels’ help, anyone could make a CBP One app 
appointment and ‘‘lawfully’’ enter the United States. The Biden administration did 
not adjudicate these parole decisions on a case-by-case basis, as required by law. In-
stead, it opened our doors and allowed anyone to enter. The result is the worst-case 
scenario as illegal aliens who have entered the United States through the CBP One 
App have reportedly gone on to murder American citizens.19 

B. Process for Cubans, Haitians, Nicaraguans, and Venezuelans 
Under the guise of preventing illegal aliens from crossing the southern land bor-

der, the Biden administration took the unbelievable step of ‘‘creating’’ a new ‘‘pro-
gram’’ that permitted up to 360,000 aliens from Cuba, Haiti, Nicaragua, or Ven-
ezuela to be ‘‘paroled’’ into the United States every year—despite no authorization 
from Congress to do so. Worse yet, the CHNV program allowed aliens in their home 
countries to obtain the benefit of using the CBP One app to secure ATA to enter 
the United States—despite no other basis in law for them doing so. 

This committee has reported that by September 2024, more than 531,000 aliens 
had entered the United States through the CHNV program.20 Half a million people 
got to cut the line and be flown to their destination of choice in the United States. 
Similar to aliens from other countries using the CBP One App, the Biden adminis-
tration purported to give these CHNV aliens ‘‘lawful status’’ in the United States 
without any statutory authority.21 

And, as it turns out, the CHNV program was also rife with fraud. 
Aliens who entered the U.S. submitted fraudulent documents, had criminal 

records, and did not always come from 1 of the 4 CHNV countries.22 Additionally, 
the same 3,000 sponsors sponsored more than 100,000 applicants, with 24 of the 
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most used social security numbers belonging to dead people.23 At a rate of 33 aliens 
per serial sponsor (many tied to an address of a commercial warehouse),24 there is 
no credible argument that CHNV admissions were evaluated on a case-by-case 
basis.25 

The fraud was actually so bad that the Biden administration paused their own 
program—for 27 days—before ultimately resuming it.26 

AFL knew that this program was a gross exploitation of parole authority and sued 
the Biden administration in 2023 on behalf of Texas and 20 other States.27 

C. Parole in Place 
In yet another abuse of authority—dubbed Parole in Place—the Biden administra-

tion attempted to give legal ‘‘parole’’ status to aliens who have been unlawfully 
present in the United States for over a decade. 

This PIP program’s criteria was as arbitrary as it was capricious. Making new im-
migration policy out of thin air, the administration purported to grant ‘‘legal status’’ 
to those who were: (1) a spouse of a U.S. citizen here unlawfully for 10 years; or 
(2) were a stepchild of a U.S. citizen who had unlawfully entered the United States 
before June 17, 2024 (just 1 month before PIP was announced). The PIP program, 
if successful, would have granted legal status to up to 1.3 million illegal aliens, de-
spite a statutory requirement that such aliens leave the country and obtain a visa 
to lawfully return.28 

But AFL, representing a coalition of 15 States, took the Biden administration to 
court and won stopping this program and removing a significant pull factor to show 
that aliens cannot enter the country illegally, get amnesty, and be placed on a fast- 
track to citizenship.29 

Through these 3 ‘‘programs’’ alone, the Biden administration attempted to bestow 
legal status on 2.6 million illegal aliens. That is more than the population of 15 U.S. 
States and the equivalent of the population of the United States’ third-largest city 
of Chicago. 
II. Re-Writing of Immigration Law Though the Asylum Officer Rule 

Where the Biden administration could not bend existing law beyond all recogni-
tion to meet its will, it simply endeavored to re-write it. 

On March 29, 2022, the Biden administration published an Interim Final Rule 
(‘‘IFR’’) that would completely restructure the asylum process for the United States, 
commonly referred to as the ‘‘Asylum Officer Rule.’’30 Under the guise of ‘‘efficiency’’ 
and ‘‘process,’’ the rule would transfer many of the duties of immigration judges to 
asylum officers—a change that would only result in the approval of countless 
meritless asylum claims from aliens who unlawfully entered the United States. 

The Rule also attempted to codify a further abuse of the parole power by estab-
lishing a presumption that parole should be presumed to serve a ‘‘significant public 
benefit.’’ This is a complete inversion of the statutory law enacted by this body 
which, as explained, is a power of last resort given to the Secretary of Homeland 
Security to use ‘‘on a case-by-case basis’’ to address exigent circumstances. Thus, at 
the time, America First Legal’s founder and president Stephen Miller called the rule 
‘‘the most extreme immigration regulation ever proposed.’’31 

That is why AFL, partnering with the State of Texas, filed a lawsuit to prevent 
the rule from taking effect. The lawsuit argues that the rule was not only a violation 
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of the Administrative Procedure Act and the Immigration and Nationality Act, but 
also a violation of the Appointments Clause of the Constitution as the Biden admin-
istration attempted to give to asylum officers the duties Congress delegated to immi-
gration judges.32 

AFL and the State of Texas defeated the Biden administration’s motion to dis-
miss. And although the case was fully briefed at the summary judgment stage, it 
is currently stayed as the Government works out how recent Executive Orders 
might impact the issues presented in this litigation. 

This is yet another example of how the Biden administration poured countless 
hours and resources into a project—from drafting the rule to processing and ad-
dressing over 5,000 comments to defending it in court—despite a clear lack of au-
thority and particularly potent Constitutional issues. 
III. Lack of Interior Enforcement 

Finally, while the Biden administration was importing en masse aliens from 
around the world, removal of illegal aliens from the United States was virtually 
non-existent.33 One of the biggest scandals, that went largely unreported, from the 
last 4 years was the utter lack of interior enforcement by Immigration and Customs 
Enforcement (‘‘ICE’’). During his entire term of office, President Biden only removed 
fewer than 600,000 aliens.34 For context, President Obama removed 1.15 million in 
his first 3 years,35 and removed over 432,000 aliens in 2013 alone.36 Similarly, 
President Trump removed 1.19 million illegal aliens during his first term.37 

But not only did the Biden administration fail to remove illegal aliens from the 
United States, it proactively made it harder for ICE agents to even take routine en-
forcement actions against the worst of the worst. For instance, one Biden adminis-
tration policy, ironically called a ‘‘priorities memo,’’38 required ICE agents to seek 
pre-approval from Washington, DC headquarters for every proposed enforcement ac-
tion (arrest or removal of an illegal alien) for a nearly 10-month period.39 

But ICE, under the Biden administration, did not identify ‘‘priorities’’ in the way 
Tom Homan does today. What the policy really did was slow down legitimate law 
enforcement efforts and create more bureaucracy to protect criminal illegal aliens. 

Records obtained by AFL show how ridiculous the policy was. Instead of allowing 
the trained and professional law enforcement officers at ICE to go out and do their 
job, the Biden administration made them come in to a desk, write up a justification, 
and wait for approval. And this applied to everyone. AFL sued ICE to obtain these 
written justifications, and the results will astound you. 

AFL’s investigation showed that the priorities memo resulted in nearly 60,000 re-
quests by ICE field agents to Washington D.C. headquarters simply to do their 
job.40 This included pre-approval requests to arrest or deport known cartel and gang 
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ons Convicted of Virtually Every Crime, AM. FIRST LEGAL (May 10, 2023), https://perma.cc/ 
8DKF-CYST. 

members, people convicted of crimes including: crimes against children, homicide, 
fraud, weapons and narcotics trafficking, arson, drug dealing, drunk driving, domes-
tic violence, and virtually every other crime. 

CONCLUSION 

The story of the Biden administration’s Department of Homeland Security cannot 
be told without emphasizing just how wasteful and abusive their policies were of 
taxpayer resources. From willfully ignoring the law to attempting to rewrite it to 
actively erecting roadblocks to law enforcement, virtually every Biden-era DHS ini-
tiative can be categorized as waste, fraud, or abuse. Thank you, and I look forward 
to answering the committee’s questions. 

Mr. BRECHEEN. Thank you, Mr. Block. 
Members will be recognized by order of seniority for their 5 min-

utes of questioning. Additional rounds of questioning may be called 
for. All Members have been recognized. 

I now recognize myself for 5 minutes of questioning. 
Mr. Howell, you encouraged Congress just a minute ago relative 

to the NGO’s, nongovernmental organizations, and what we could 
do in particular to having the Office of Inspector Generals look into 
the NGO’s. I really am intrigued by that, because I think it’s some-
thing that committees are going to be lacking on if we don’t do 
that. I think it’s a great idea. 

So I’m going to take your idea. I’m going to pivot to a former lead 
official within the Office of Inspector General, Mr. Roth. How 
would Congress be able to approach the Office of Inspector Gen-
erals to be able to do the granular element of trying to find how 
the NGO’s—we know we have an issue of financial management, 
which it came up minimal in the previous panel, where under 
Homeland Security financial management of controls, of tracking 
monies, what did you see, what can we do, in your estimation, 
quickly, to be able to accomplish this goal for accountability with 
these NGO’s? 

Mr. ROTH. Well, in my experience, IG’s offices are extraordinarily 
sensitive to requests from their committees of jurisdiction. So the 
fact that you are the Chair of the Subcommittee of Homeland Secu-
rity means that, typically, or at least in my experience when I was 
IG, we would take that very, very seriously. So my advice, for what 
it’s worth, is that I would have your staff call their staff, engage 
in some discussions, and then perhaps follow up with a formal rec-
ommendation as to—or formal request as to the sort-of scope of the 
work. 

Mr. BRECHEEN. In terms of NGO’s and their ability to—given the 
financial management element, we know that there’s—we’re under 
high risk under Homeland Security right now. Were you able to 
find things within NGO funding after it had been let to the NGO’s 
that were on your radar screen when you were part of the Inspec-
tor General’s Office? 

Mr. ROTH. Not in the immigration context, we weren’t. 
Mr. BRECHEEN. OK. 
Mr. ROTH. I am unfamiliar with the source of this funding to the 

NGO’s, whether it was like a Department of Homeland Security 
grant or some other Federal agency. Obviously, we’d only have ju-
risdiction over—that is, my old office—— 
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Mr. BRECHEEN. Yes, sir. 
Mr. ROTH [continuing]. Would only have jurisdiction over sort-of 

a Homeland Security grant. 
Mr. BRECHEEN. So I want to pivot back to you, Mr. Howell, be-

cause you talked—I mean, you’re adding these NGO’s into what 
you call the border industrial complex. You mentioned $6 billion 
were spent under the Biden administration that was specific to the 
NGO’s. Did I understand you correctly on that? 

Mr. HOWELL. Yes. 
Mr. BRECHEEN. That there are 230 different NGO’s involved. Can 

you name 5—you don’t have to do 5, OK, but a number of NGO’s 
just right off-hand that you feel like were the most egregious of-
fenders? 

Mr. HOWELL. Right. So at DHS there used to be a board that 
kind-of oversaw the distribution of the funding, and on that board 
sat some of, we’ll call them the name-brand national charities, and 
those would include people like, you know, Catholic Relief Services 
or Catholic Charities, USCCB, one variation of that, Lutheran Re-
lief Services, Hebrew Immigrant Aid Society, all these kind-of mega 
organizations that play in the disaster space sat on that board that 
distributed the money through a web of nonprofits. 

So I’m sure the number far exceeds 230, but there’s a reason why 
the left did it this way. It’s so that you couldn’t get who actually 
ended up with the money and how they spent it. It is doing the 
Government’s work outside of Government to evade this type of 
oversight. So I’d encourage you guys not to rely on the IG commu-
nity who has not shown an interest at all in this $6 billion, who 
sat by and watched the worst border crisis in history happen in 
front of them, but to go get the information yourself, which is your 
Constitutional duty with your subpoena power, to these nonprofits, 
make them turn over financial documents, records of illegals, have 
them answer questions and so forth. 

Mr. BRECHEEN. So you mentioned, though, engaging the inspec-
tors general in this process. So in addition to what you just laid 
out, how would you see engaging the IG’s office in this effort? 

Mr. HOWELL. Frankly, I don’t think they’re going to be that will-
ing of a partner, because they haven’t shown an interest in the bor-
der crisis over the last 4 years. I think it’s certainly worthwhile to 
ask, but I don’t think Congress should absolve themself of the Con-
stitutional responsibility by a request to the IG. I’d even be looking 
at law enforcement. A lot of this activity borders on criminal. 

Mr. BRECHEEN. That’s good. 
It came up, Mr. Schube, a minute ago—you’ve got 30 seconds be-

tween you and I—about NGO’s, nongovernmental organizations, 
and how they were the ones that—under the ability of what was 
supposed to be a network of information protection, stop our elec-
tric grid from being taken down, they were farming out internet po-
licing to these NGO’s. You’ve got 15 seconds. What would you want 
to say in terms of what we can do to get to the bottom of that in 
the process? 

Mr. SCHUBE. You know, I didn’t mention this in my remarks, but 
I think the same suggestion. I think the IG community or DOGE 
could look into which NGO’s were benefiting from this financially 
and what they were doing with that money. 
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Mr. BRECHEEN. Thank you all very much. 
With that, I will open it up to Mr. Thanedar for his 5 minutes 

of questioning. 
Mr. THANEDAR. Thank you, Chairman. Thank you to all of our 

witnesses here for your testimony. 
Mr. Roth, I thank you for your service. Earlier today, we heard 

from the GAO and their DHS Office of IG about their work rooting 
out waste, fraud, and abuse. These offices were created by Con-
gress and have legal authority to audit the Federal Government, as 
you know. The term Musk administration and House Republicans 
claim they want to eliminate waste, fraud, and abuse. 

So does it make sense to you, Mr. Roth, that one of the first 
things the new administration did was fire almost every inspector 
general? 

Mr. ROTH. Firing the inspector generals is a disempowering act. 
It sent the very clear message that if you have a politically sen-
sitive audit or investigation or review, bad news is not welcome in 
this administration. What it has done is sent a chilling effect 
throughout the oversight community, and that’s including the in-
spector general’s office, but also the Office of Special Counsel, Of-
fice of Government Ethics, that they are unwelcome and that over-
sight is not apparently welcome. 

Mr. THANEDAR. Thank you. 
Mr. Roth, how does Elon Musk’s DOGE differ from the statutory 

watchdogs Congress created, who have a long history of rooting out 
waste, fraud, and abuse? 

Mr. ROTH. So one of the primary ways that it’s different is the 
decentralized nature of the OIGs, so each OIG is harbored within 
a specific department. So, for example, for me it was the Depart-
ment of Homeland Security; someone else it would be NASA. What 
that gives you is the opportunity to get deep knowledge as to the 
functions and missions of each agency, sort-of the pluses and the 
minuses, so that you can then go and direct audits, investigations, 
inspections. 

The other thing that the IG’s Office brings that DOGE can’t 
bring is the kind of rigor that professional auditing does. You saw 
a demonstration of that today in the first panel with the IG’s Of-
fice, who is very well-informed, had written reports that were vet-
ted and according to accounting and auditing standards. You don’t 
have any of that with an ad hoc group that isn’t bound by the same 
kind of professional auditing standards. 

Mr. THANEDAR. Mr. Roth, you were the inspector general for 
DHS for a number of years, and you worked closely with other stat-
utory watchdogs created by Congress to protect the American tax-
payer, offices like GAO and the Offices of Special Counsel. Based 
on your experience, why is independence such a critical feature for 
the Office of Inspector General, and how does that differ from the 
people at DOGE? 

Mr. ROTH. So there’s 2 answers to that question. One is sort-of 
the ability to gain information from the agency in which you are 
sort-of doing oversight on. So if you were perceived of as inde-
pendent and neutral, you’re more willing to get whistleblowers to 
come in and talk about—and this is really the lifeblood of any over-
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sight is to be able to get people to trust you and talk about sort- 
of what it is that they see. 

During my tenure at DHS, we had a number of whistleblowers 
in different places, because I was perceived as being on nobody’s 
side. I wasn’t part of the administration. I wasn’t part of the non- 
administration. 

Likewise, the Office of Special Counsel has special programs in 
place to protect whistleblowers. So that’s one aspect of it is that 
people trust you and they’ll come to you so you can root out prob-
lems. 

Second aspect, of course, is just credibility. So when the IG or the 
Office of Special Counsel writes a report, the fact that they don’t 
have a dog in this fight, the fact that they aren’t part of the man-
agement, that they’re not encumbered by any financial conflicts of 
interest or other kind of political conflicts of interest, makes those 
reports more credible than otherwise would be. 

Mr. THANEDAR. Thank you. Thank you for that. 
It is, you know, disturbing because we don’t see the same level 

of competence. Again, do you see the same level of competence or 
the independence in the 19-year-olds and the 20-year-olds that are 
hired? Or if you look at their social media profile, you see all kinds 
of racism and other horrible background. Are these people quali-
fied—— 

Mr. ROTH. Right. 
Mr. THANEDAR [continuing]. To do the job that they’ve been as-

signed to? 
Mr. ROTH. Again, the process that the Inspector General’s offices 

have is that you have to have professional auditors who are trained 
and skilled in the kinds of things that auditors do. They are re-
viewed, they are supervised. Any report goes through vetting, et 
cetera. 

Mr. THANEDAR. My time is up, so I yield back, Chair. 
Mr. BRECHEEN. The gentleman yields. 
I now recognize the Representative from Illinois, Mrs. Ramirez, 

for her 5 minutes. 
Mrs. RAMIREZ. Thank you, Chairman. I’m really grateful for the 

opportunity to also stay for the second panel. 
At our first Homeland Security full committee hearing a couple 

of weeks ago, I brought this graphic with me. As you read here, 
Elon Musk, Elon Musk, Elon Musk. That is what I believe to my 
core is the biggest threat to our national security. 

This is the Committee on Homeland. Since then, I’ve asked the 
Members of this committee, who is supposed to do everything in 
their power to protect the homeland, to really take seriously the 
threat that Trump, Musk, and his army of unaccountable tech bros 
represent every day. 

So you can imagine my disappointment—not really—to see that, 
instead, the Republicans on the subcommittee have decided to 
throw their Lord and Savior a parade in the form of a hearing. 
While their Lord and Savior changes from time to time—yesterday 
it was Donald Trump, today it’s Musk, tomorrow might be the next 
billionaire, although this guy is about to become a trillionaire off 
the backs of working people—something that’s very clear for me is 
that Republicans have willingly given away their power to conduct 
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oversight over our agencies and the dangers that these unelected 
billionaires have on our security. 

So, you see, my Republican colleagues and their hyperpartisan 
witnesses sitting here today have completely ignored that the 
waste in our agencies is the millions of dollars spent on the DOGE 
army of unqualified workers stealing our data and firing dedicated, 
qualified public servants. 

The fraud in our Government is Elon Musk, whose greatest 
achievement on efficiency is a social media platform that crashed 
multiple times yesterday. The abuse is our Nation—in our Nation 
is the power grab with which Donald Trump imposes his authori-
tarian agenda. They don’t have any legal authority to take sledge-
hammers to the services and programs that working people depend 
on and, by the way, Congress authorized—we authorized—but Re-
publicans have allowed it to happen anyway. 

So, Mr. Roth, I want to ask you the questions today. As DHS’s 
former inspector general, could you share with us what are the po-
tential threats posed by an unvetted DOGE employee with little to 
no Government experience plugging into DHS’s information sys-
tems and databases? 

Mr. BLOCK. So I can’t talk about the specifics of exactly what 
DOGE is doing because, obviously, I’m not involved any longer in 
the Government. But I will tell you that the IT systems within 
DHS and really across the Government, according to the DHS’s re-
views of those, are extraordinarily sensitive, are being targeted by 
foreign adversaries in a way that is not represented in private net-
works, for example. 

You heard the testimony of the GAO witness on the first panel 
talking about the vulnerabilities that exist—the documented 
vulnerabilities that exist in access controls. So having an unknown 
person or an unvetted person have access in ways that you don’t 
have a full understanding of is extraordinarily dangerous and rep-
resents a significant vulnerability to IT systems. 

Mrs. RAMIREZ. Thank you, Mr. Roth. I think in part, you know, 
when you said you’re not quite sure what their authority or what 
they’re doing is, I think it’s actually the concern that a number of 
us have here. 

I’ve said this in Veteran Affairs Committee and I’m going to say 
it here. I want to know what does DOGE have access to, who au-
thorized it, who are they talking to, what data do they have, how 
is it that they can have sensitive data to our national security and 
that it go completely unchecked. This committee, this sub-
committee specifically, is responsible for oversight, accountability, 
and investigation. 

We’ve already seen the effects of having unqualified people ac-
cessing our data and making decisions in our agency, because, look, 
the day after the DOGE’s website was launched, it suffered a secu-
rity breach, putting our sensitive data in the hands of anyone with 
a computer and access to the internet. 

How can we forget when DOGE fired more than 300 staffers 
from the National Nuclear Security Administration? Yes, that’s the 
agency that’s tasked with managing the national—Nation’s nuclear 
stockpile. Or the several employees who were working on the Fed-
eral Government’s response to H5N1 avian flu outbreak. 
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DOGE doesn’t have a great track record, and whether it’s due to 
stupidity or hatred, at this point, a better name for DOGE would 
be the Department of Obstruction and Gross Errors. 

I really hope that this committee takes the threat of DOGE and 
Elon Musk seriously, and I intend to work with all of my colleagues 
to do that. 

With that, Chairman, I yield back. 
Mr. BRECHEEN. The lady yields. 
I now would like to recognize for his 5 minutes of questioning the 

gentleman from Alabama, Mr. Strong. 
Mr. STRONG. Thank you, Mr. Chairman. 
Mr. Howell, your organization published findings from your anal-

ysis of cell phone data revealing potential illicit activities by 
NGO’s, such as providing false residency documents or advising il-
legal immigrants to lie to law enforcement to evade ICE. After the 
release of your findings, did the Biden administration take any 
steps to address these concerns? How did they respond to your re-
search and your implications? 

Mr. HOWELL. So the Biden administration through the Biden 
campaign called me and my organization some variant of 
disinformation, of course, and then otherwise relied on their legacy 
media outlets to try to come after us and discredit us, which they 
ultimately failed and actually ended up supporting our findings. 

Mr. STRONG. Thank you. How do you think the administration’s 
failure to act on this issue might’ve emboldened other NGO’s or 
other groups engaged in questionable practices? 

Mr. HOWELL. Well, they turned on the fire hydrant of billions of 
dollars of funding. They built an entire sophisticated apparatus 
and infrastructure. A lot of people gained a lot of power, influence, 
and money throughout this, and it resulted in the biggest invasion 
of the United States, the biggest mass movement of human beings 
I can think of in an organized fashion throughout our country and 
to everyone here’s community with drugs, crime, violence, all com-
ing with it. 

Mr. STRONG. Mr. Howell, in your testimony, you alluded to exam-
ples of NGO’s misusing taxpayer-funded grants or resources to fa-
cilitate fraudulent activities. Can you elaborate on how these funds 
were directly misused and what measures can be implemented to 
trace and prevent further misuse of public funds? 

Mr. HOWELL. Right. So the behavior we see at the NGO’s ranges 
across the gamut of questionable and even illegal activity, includ-
ing advising illegal aliens on how to evade ICE. I believe it con-
strues kind-of harboring illegal aliens too. It potentially implicates 
the trafficking of them as well. There’s all amounts of kind of 
criminal negligence I think we can find at these nonprofits. 

In addition, in New York, we found them giving false residency 
documents to illegal aliens. Who knows the impact that has in our 
voting systems. 

Mr. STRONG. Did you know of any NGO’s that were helping peo-
ple try to register to vote? 

Mr. HOWELL. Yes, absolutely. By giving them false residency doc-
uments, with residency being one component of voting, that is a 
factor there. Also, south of the border in Mexico, we discovered fli-
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ers encouraging illegals to vote for Biden when they entered the 
country. 

Separate, the White House themselves, when they tried the Fed-
eral takeover of elections via Executive Order 14019, they invited 
a lot of these nonprofits and their partner organizations to basi-
cally advise we don’t need to do anything to warn illegals not to 
vote whatsoever. 

They kept the system wide open because they were relying on 
those very votes. That’s why they opened the border in the first 
place. They can’t win with only American votes. They needed to im-
port a new population dependent on Government to fundamentally 
change the United States. That’s what this is all about. 

Mr. STRONG. You’re spot on. 
Switching gears. America First Legal has been dedicated to en-

suring transparency and holding the Government accountable. 
However, these efforts have faced significant obstacles, particularly 
from actions within the Biden administration aimed at hindering 
oversight work. 

Mr. Block, can you share some examples of how individuals with-
in the Biden administration have attempted to obstruct America 
First Legal efforts to hold the Government accountable and pro-
mote transparency? 

Mr. BLOCK. Yes. So a couple that come to mind. I mean, from 
Day 1, the Department of Justice moved to disqualify one of our 
cofounders and general counsel, Gene Hamilton, from cases that he 
was qualified to work on and had every right to be on. 

From—and that was Day 1 all the way up through to just before 
the election, NARA was supposed to produce documents depicting 
Hunter Biden and Joe Biden meeting President Xi. Those were ul-
timately produced after the election. There were other productions 
that we were supposed to get before the election that came after 
the election as well. So, I mean, just from Day 1 through the cur-
rent day. 

Mr. STRONG. Thank you, Mr. Block. 
Mr. Chairman, I’d be remiss if I didn’t mention, I walked in and 

I heard the word ‘‘hyperpartisan.’’ I’m telling you right now I hate 
that I was committed to something else and I couldn’t be here 
longer. 

I want to defend these folks. Two of the 3 Republican folks that 
are testifying today have served with distinguished records for 
years for DHS, and they’ve been called hyperpartisan. 

What this committee wants is the facts. We want to know what 
worked. We want to know what didn’t work. 

I thank you for your service, and I hope that that hyperpartisan 
statement doesn’t affect anything you do in your future. Thank you 
for your service to our country. 

Mr. BRECHEEN. The gentleman yields. 
I thank the witnesses for your valuable testimony. 
The Members of the subcommittee may have some additional 

questions for the witnesses. We ask the witnesses to respond to 
these in writing. 

Pursuant to committee rule VII(E), the hearing record will be 
open for 10 days. 
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I do want to just make a general statement. Relative to the ac-
tions of the administration, whether it was the Digital Services, re-
named DOGE, what we know is Article II of the Constitution does 
provide and vest all Executive authority onto the President, and 
the authority of the President, duly elected, to be able to execute 
on the day-to-day operations is his prerogative. 

Additionally, I want to move to enter this letter from the vice 
president of the Associated Builders and Contractors, a national 
construction industry trade association representing more than 
23,000 members, requesting Members of the committee reduce 
wasteful spending in infrastructure contracting by removing the 
Biden-Harris administration’s project labor agreement that discour-
aged fair contract completion. 

Without objection, so ordered. 
[The information follows:] 

STATEMENT OF ASSOCIATED BUILDERS AND CONTRACTORS 

March 11, 2025. 
The Honorable JOSH BRECHEEN, 
Chairman, Subcommittee on Oversight, Investigations, and Accountability, Com-

mittee on Homeland Security, U.S. House of Representatives, Washington, DC 
20515. 

The Honorable SHRI THANEDAR, 
Ranking Member, Subcommittee on Oversight, Investigations, and Accountability, 

Committee on Homeland Security, U.S. House of Representatives, Washington, 
DC 20515. 

DEAR CHAIRMAN BRECHEEN, RANKING MEMBER THANEDAR AND MEMBERS OF THE 
U.S. HOUSE COMMITTEE ON HOMELAND SECURITY’S SUBCOMMITTEE ON OVERSIGHT, 
INVESTIGATIONS, AND ACCOUNTABILITY: On behalf of Associated Builders and Con-
tractors, a national construction industry trade association with 67 chapters rep-
resenting more than 23,000 members, I write today to thank you for holding the 
hearing, ‘‘Eliminating Waste, Fraud, and Abuse at the Department of Homeland Se-
curity: Addressing the Biden-Harris Administration’s Failures.’’ This hearing is es-
sential to ensuring that U.S. Department of Homeland Security prioritizes effi-
ciency, quality, and maximizing the value of taxpayer investments. 

ABC MEMBERS ADVANCE U.S. DEPARTMENT OF HOMELAND SECURITY INFRASTRUCTURE 

ABC and its members play a significant role in improving America’s infrastruc-
ture, including that procured by the DHS. Between fiscal years 2009–2023, ABC 
members won 54 percent of Federal contracts worth $35 million or more. Specific 
to homeland security, ABC members have competed on and won infrastructure 
projects of all sizes, including those in excess of $100 million. These projects include 
the construction, renovation, and repair of border walls, ports of entry, waterfront 
structures, barracks, and utility infrastructure and were completed free from project 
labor agreement mandates and encouragements. 

While ABC members have traditionally played a critical role building homeland 
security projects, the Biden administration sought to discourage them from com-
peting for Federal construction contracts through its Use of Project Labor Agree-
ments for Federal Construction Projects final rule. Effective Jan. 20, 2024, the rule 
requires PLAs on Federal construction projects of $35 million or more and discour-
ages competition from quality nonunion contractors and their employees, who com-
prise a record-high 89.7 percent of the private U.S. construction industry workforce. 
This policy effectively tells ABC member contractors and subcontractors they are 
not welcome to compete to win taxpayer-funded infrastructure projects unless they 
sign a jobsite-specific collective bargaining agreement with unions. It also inflates 
Federal construction projects costs by 12 percent to 20 percent, needlessly wasting 
billions of taxpayer dollars annually. 

PLA LEGAL DEVELOPMENTS SINCE THE START OF THE TRUMP ADMINISTRATION 

On Jan. 21, 2025, the U.S. Court of Federal Claims ruled in favor of ABC and 
Associated General Contractors Federal contractor members that filed bid protests 
against PLAs mandated on 12 project solicitations procured by DOD agencies as a 
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result of the Biden administration’s pro-PLA FAR Council rule. The judge’s ruling, 
limited to the dozen projects in question to date, found that PLA mandates violate 
Federal competitive bidding laws and evidence presented to the court illustrated 
their anti-competitive and inflationary effect. The court heard evidence that Federal 
agencies conducted market research and hired consultants who recommended 
against mandating PLAs because of their anti-competitive and inflationary out-
comes. However, the Biden rule forced DOD procurement experts to ignore these 
findings and indiscriminately require PLAs on contracts in markets where PLAs 
were harmful to the DOD’s mission and objectives. 

Despite legal wins and welcome policy reversals by the DOD and U.S. General 
Services Administration to remove PLA requirements on certain projects, the Biden 
administration’s illegal PLA rule continues to cause confusion, delays, and reduced 
competition for construction contracts procured by other Federal agencies, such as 
the DHS, months into the Trump administration. For this reason, ABC encourages 
the Trump administration to permanently rescind the Biden administration’s PLA 
mandate rule on direct Federal contracts and eliminate other pro-PLA schemes on 
Federally-assisted infrastructure, clean energy, and manufacturing projects via Fed-
eral tax incentives, loans, and grant programs. 

CONCLUSION 

ABC encourages Members of the Homeland Security Committee to ensure the 
Federal Government benefits from robust merit-based competition by eliminating 
Government-mandated PLAs and PLA preferences pushed by inflationary Biden ad-
ministration policies. By cosponsoring the Fair and Open Competition Act, Members 
of Congress can prohibit Biden’s failed PLA policies from undermining infrastruc-
ture investments, reducing competition, and preventing taxpayers from getting the 
best value on Federal construction projects. If passed, FOCA would save taxpayers 
at least $10 billion annually and ensure all Americans, regardless of labor affili-
ation, have the opportunity to participate on Federal construction projects. 

ABC appreciates the opportunity to comment on today’s hearing and looks for-
ward to working with the committee during the 119th Congress. 

Sincerely, 
KRISTEN SWEARINGEN, 

Vice President, Legislative & Political Affairs. 

Mr. BRECHEEN. With that, thank you to the witnesses for your 
testimony, to the Members for your time. Now this committee 
stands adjourned. 

[Whereupon, at 4:25 p.m., the subcommittee was adjourned.] 
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