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SECURING AMERICANS’ GENETIC 
INFORMATION: PRIVACY AND NATIONAL 

SECURITY CONCERNS SURROUNDING 
23ANDME’S BANKRUPTCY SALE 

TUESDAY, JUNE 10, 2025 

U.S. HOUSE OF REPRESENTATIVES 
COMMITTEE ON OVERSIGHT AND GOVERNMENT REFORM 

Washington, D.C. 
The Committee met, pursuant to notice, at 10:02 a.m., in HVC– 

210, U.S. Capitol Building, Hon. James Comer [Chairman of the 
Committee] presiding. 

Present: Representatives Comer, Gosar, Foxx, Grothman, Cloud, 
Palmer, Higgins, Sessions, Biggs, Perry, Timmons, Burchett, 
Greene, Luna, Burlison, Crane, McGuire, Gill, Norton, Lynch, 
Krishnamoorthi, Mfume, Brown, Stansbury, Frost, Lee, Crockett, 
Randall, Subramanyam, Bell, Min, Pressley, and Tlaib. 

Chairman COMER. Filling in throughout the Committee hearing 
because people stayed up all night watching America’s team, Mur-
ray State, beat Duke to go to the College World Series, so people 
will be in momentarily. 

I recognize myself for the purpose of making an opening state-
ment. 

OPENING STATEMENT OF THE CHAIRMAN JAMES COMER, 
REPRESENTATIVE FROM KENTUCKY 

I want to welcome everyone to today’s Committee hearing on the 
privacy and national security concerns surrounding 23andMe bank-
ruptcy sale. 23andMe is a direct-to-consumer genetic testing com-
pany in possession of personal genetic data of millions of Ameri-
cans. On March 23, 2025, the company voluntarily filed for Chapter 
11 bankruptcy, leaving open the question of who will purchase 
23andMe and who may gain access to the sensitive information of 
customers and their family members. 

On May 19, 2025, Regeneron Pharmaceuticals, a biotechnology 
company based in New York, announced that it had entered into 
an asset purchase agreement to acquire 23andMe. On June 4, 
2025, the court decided to reopen the auction for 23andMe to allow 
for final bids from Regeneron, TTAM Research, and let me note 
that TTAM was founded by 23andMe co-founder and former CEO, 
Ms. Anne Wojcicki. With over 15 million customers worldwide, 
23andMe uses a saliva sample to uncover their ancestry, family 
traits, and potential health risks. To whoever ends up controlling 
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the company, there are serious concerns about what will happen to 
this private information. How will it be stored? What will it be 
used for? Could it end up in the hands of a foreign adversary 
through direct investment or indirectly through future partner-
ships? Could the information be used against customers and con-
sumers? 

23andMe has a record of engaging with foreign adversaries, 
namely the Chinese Communist Party (CCP). In 2015, the company 
received $115 million in funding from investors, including WuXi 
Healthcare Ventures, which was then a corporate venture arm of 
WuXi AppTec, a company with ties to the CCP and Chinese Peo-
ple’s Liberation Army. At the time, the investment valued 
23andMe at $1.1 billion. According to 23andMe, this partnership 
was terminated, but questions remain about the potential for the 
future owner of the company to partner with bad foreign actors. 
Notably, Regeneron partnered with a Chinese company called Zai 
Lab Limited on drug clinical trials during the height of the COVID 
pandemic. 

It is well known that the CCP engages in mass surveillance and 
has conducted dangerous activities to advance bio weapons, both 
used against its critics. In fact, 23andMe was hacked in 2023, ex-
posing personal information from nearly seven million profiles, 
mostly targeting Jewish and Chinese customers. The New York 
Times reported that China and other countries are working to 
dominate these technologies and are using both legal and illegal 
means to obtain American expertise. The CCP has a history of mis-
using genetic data, including DNA tests to track Uyghur Muslims. 

National security concerns about 23andMe are not new. In De-
cember 2019, the U.S. Department of Defense advised members of 
the military not to use consumer DNA kits, saying the information 
collected by private companies could pose a security risk. A DOD 
memo warned that consumers’ DNA kits pose personal and oper-
ational risks to service members and raised concerns about outside 
parties using genetic data for mass surveillance and unauthorized 
tracking. It is imperative that 23andMe and other companies like 
it ensure there is absolutely no legal or illegal way for foreign ad-
versaries or anyone else to access, manipulate, and abuse Ameri-
cans’ genetic data to advance their nefarious agendas. 

Potential harm for consumers does not come solely from hostile 
foreign actors. Disclosures of individuals’ genetic data could also be 
used for assessing higher insurance premium, restrictions on credit 
extensions by financial institutions, and targeted advertising based 
on predisposition to specific medical conditions. All of this raises 
concerns about whether Congress needs to take action to ensure 
safety of Americans’ personal genetic data. Given these serious 
risks, I look forward to hearing from the co-founder, former CEO, 
and current board member of 23andMe, who is bidding in the 
bankruptcy sale, Ms. Anne Wojcicki and interim CEO, Mr. Joseph 
Selsavage. 

As previously discussed with the witnesses, the Committee is 
aware of some court-mandated restrictions on public disclosure of 
specific aspects of the ongoing bankruptcy proceedings. It is our un-
derstanding that these restrictions are limited and not applicable 
to all aspects of the pending bankruptcy. The Committee expects 
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the witnesses to answer the questions to the fullest extent possible. 
And with that, I yield to Ranking Member Lynch for his opening 
statement. 

Mr. LYNCH. Thank you, Mr. Chairman, and I want to thank the 
witnesses for their willingness to come before the Committee and 
help us with our work. 

OPENING STATEMENT OF RANKING MEMBER STEPHEN 
LYNCH, REPRESENTATIVE FROM MASSACHUSETTS 

Mr. LYNCH. Chairman Comer, thank you for calling this hearing 
to examine the very serious issue of how we can protect Americans’ 
sensitive personal data from hostile actors. 23andMe holds the ge-
netic and biographical data of 15 million customers. This includes 
billions of phenotypic data points that make up DNA profiles, de-
tailed genealogical and ancestry history, and importantly, health 
predispositions. While healthcare providers and insurance compa-
nies must follow Federal laws like the Health Insurance Portability 
and Accountability Act, or HIPAA, which protects patients’ sen-
sitive data from unauthorized sharing, direct-to-consumer compa-
nies like 23andMe operate with minimal oversight and regulation. 
The lengthy and opaque terms of service and privacy policies that 
customers are required to agree to typically allow for their data to 
be sold during a sale or bankruptcy, and that is precisely the situa-
tion that millions of the company’s customers find themselves in 
today. 

Americans deserve to know what the sale of 23andMe will mean 
for sensitive genetic data it holds. Unfortunately, Chairman Comer 
has demanded this hearing take place today, unfortunately, in the 
midst of the bankruptcy bidding process when these witnesses are 
legally prohibited in some respects from speaking to any details re-
lated to the bankruptcy and sale, but we will do our best together 
to get answers despite this challenge. Our concerns are magnified 
by the fact that the hostile actors, including foreign adversaries, 
are constantly attempting to buy or steal Americans’ sensitive data. 

In 2023, 23andMe was the target of a massive breach in which 
an outside attacker stole the data of seven million customers, re-
portedly targeting those with Ashkenazi Jewish heritage. The gov-
ernments of the People’s Republic of China, the Russian Federa-
tion, North Korea, and Iran conduct persistent cyberattacks 
against the United States. China’s president, Xi Jinping, has made 
clear that dominating the AI race and achieving global supremacy 
in biotechnology are critical to the future geopolitical power, and 
obtaining vast troves of Americans’ sensitive data is a key compo-
nent of this strategy. Failing to safeguard Americans’ data from 
these hostile actors would not only be a critical violation of privacy, 
but also a national security catastrophe. Given the sensitive nature 
of the data that companies like 23andMe hold, the possibility for 
that data to end up in entirely new hands in the event of a sale 
or bankruptcy and the risk of data breaches, including by hostile 
foreign governments, we cannot rely solely on corporate efforts to 
ensure this data is protected. We need strong privacy protections 
and comprehensive laws and regulations that address the evolving 
landscape. 
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That is where the Federal government comes in, but instead of 
a strong Federal government that makes every effort to protect 
Americans’ sensitive data, the Trump Administration and Depart-
ment of Government Efficiency (DOGE) are dismantling our IT and 
cybersecurity workforce and replacing hardworking civil servants 
with unqualified hacks. 

[Photo] 
Mr. LYNCH. Just last week, President Trump installed a 22-year- 

old with no national security expertise to oversee a Department of 
Homeland Security hub for terrorist prevention. The Administra-
tion has spent the last five months weakening our leading cyberse-
curity and consumer protection agencies and purging the Federal 
watchdogs who ensure government works for the people’s interests. 
I condemn those efforts, and if Committee Republicans were seri-
ous about this hearing, they would as well. 

If we are concerned about the security and privacy of Americans’ 
sensitive data, we need a hearing examining the myriad of ways 
that DOGE is violating cybersecurity and privacy laws, and making 
our personal information easier to steal or use against us. We need 
a hearing on how and why DOGE installed a server of unknown 
nature and origin at the Office of Personnel Management, or the 
specialized computers that DOGE engineers are reportedly creating 
to merge Americans’ data across agencies with blatant disregard 
for Federal laws that ensure Americans know when their data is 
being accessed and by whom. We need a hearing on the way that 
DOGE has exposed critical Federal systems to hostile foreign ac-
tors, and on the massive cuts to its personnel that DOGE has made 
across the government, including at critical agencies like the Social 
Security Administration, which houses every American’s Social Se-
curity number. 

Last week, Republicans on the Committee voted against, again, 
to shield Elon Musk from accountability for the destruction and 
danger he has wrought on Americans, quite possibly under the in-
fluence of hard drugs, but this is the Oversight Committee and the 
American people deserve answers. We have weak privacy laws, per-
sistent threats from foreign adversaries, and Trump’s own es-
tranged top advisor and a President who is both intentionally and 
through incompetence crippling the Federal government’s cyberse-
curity defenses, privacy safeguards, and oversight capabilities. This 
perfect storm leaves Americans’ sensitive data vulnerable to 
breaches, exploitation, and surveillance. Americans, not private 
companies, hackers, or Elon Musk and DOGE, deserve to own their 
data and make the decision about how, where, and if their sen-
sitive information is used. 

I hope my Republican colleagues will join us in taking a com-
prehensive approach to securing Americans’ private data because 
while it appears Americans can opt out to delete their data from 
23andMe, there are no options to delete their data from DOGE. Mr. 
Chairman, I yield back. 

Chairman COMER. The gentleman yields back. I am pleased to 
introduce our witnesses. Today, all witnesses are testifying in their 
personal capacities. 

First of all, Anne Wojcicki is a co-founder, board member, and 
former CEO of 23andMe. Before co-founding 23andMe, Ms. 
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Wojcicki worked at various hedge funds and investment companies 
as a healthcare analyst. She founded 23andMe in 2006. Ms. 
Wojcicki served as CEO of 23andMe for almost 20 years. Her serv-
ice as CEO voluntarily came to an end on March 23, 2025. 

Joe Selsavage is the current interim CEO of 23andMe as of 
March 23, 2025. He began working for 23andMe in November 2021 
after the company was acquired by Lemonaid Health. He served as 
23andMe’s Chief Financial Officer as he has over 25 years of ac-
counting and finance experience. He formerly worked as a consult-
ant and chief financial officer for various companies. 23andMe’s 
board chose Mr. Selsavage to serve as interim CEO after Ms. 
Wojcicki voluntarily resigned her resignation and 23andMe’s simul-
taneous bankruptcy announcement on March 23. 

Dr. Margaret Hu is the professor of law and Director of Digital 
Democracy Lab at William & Mary Law School. She previously 
served as special policy counsel in the Civil Rights Division of the 
U.S. Department of Justice. 

Pursuant to Committee rule 9(g), the witnesses will please stand 
and raise their right hands. 

Do you all solemnly swear to tell the truth, the whole truth, and 
nothing but the truth, so help you God? 

[A chorus of ayes.] 
Chairman COMER. Let the record show that the witnesses have 

answered in the affirmative. Thank you all. You may take a seat. 
We appreciate you being here today and look forward to your tes-

timony. Let me remind the witnesses that we have read your writ-
ten statement and they will appear in full in the hearing record. 
Please limit your oral statements to 5 minutes. As a reminder, 
please press the button on the microphone in front of you so that 
it is on and the Members can hear you. When you begin to speak, 
the light in front of you will turn green. After 4 minutes, the light 
will turn yellow. When the red light comes on, your 5 minutes have 
expired, and we would ask that you please wrap up. 

I now recognize Ms. Wojcicki for her opening statement. 

STATEMENT OF ANNE WOJCICKI, BOARD MEMBER, 23ANDME 
HOLDING CO. 

Ms. WOJCICKI. Chair Comer, Ranking Member Lynch, and Mem-
bers of the Committee, my name is Anne Wojcicki. I co-founded 
23andMe nearly two decades ago with the mission of helping peo-
ple access, understand, and benefit from the human genome. My 
personal mission is to have a meaningful impact on the world. It 
has been my life’s passion to understand the human genome and 
DNA, the code of life. 

The Committee has raised important questions about the protec-
tions and privacy that 23andMe applied to our customers’ data. 
Over the company’s almost 20-year history, these are questions we 
thought seriously and deeply about. We did this because our focus 
has always been on improving the health of our customers. If we 
did not have their trust, we would not have been able to do the 
groundbreaking research that impacted millions of lives. 

Let me be very clear about our practices and what we stood for. 
During my time as CEO, privacy was central to every decision we 
made from product development to research initiatives. Customers 



6 

had choice and transparency about what information they saw and 
how they consented for their data to be used. Customers were re-
quired to give explicit consent before their anonymized data was 
used for any research purpose, and over 80 percent of our cus-
tomers made the choice to opt in. We never provided information 
to any third party without the customer’s explicit consent. With 
that foundation, let me turn to our mission and what we were able 
to accomplish for our customers. 

The company’s mission was driven by the belief that it is an indi-
vidual’s right to be able to affordably access their own genetic in-
formation and to learn what it means for them. This guiding light 
has always been at the core of 23andMe’s mission and core to my 
beliefs. 23andMe pioneered the field of genetic ancestry and direct- 
to-consumer genetic testing. The journey of pioneering access to ge-
netic information for individuals has not always been easy, but I 
am incredibly proud of the impact we have had. Over 15 million 
customers have learned about their ancestry, found relatives, and 
potentially lifesaving health information. For example, over a mil-
lion customers learned they carried a genetic variant associated 
with blood clotting risk, allowing them to seek care to prevent po-
tentially fatal clots. Customers also gained information about sickle 
cell disease, chronic kidney disease, type 2 diabetes, and coronary 
artery disease. In many cases, these reports were lifesaving. Hear-
ing from customers about how their genetic information changed 
their lives is what drives me every single day. 

One recent email from a customer read, ‘‘Hi Anne. I just wanted 
to share my story with you because I was diagnosed with breast 
cancer on June 24, 2024, at the age of 33. I had no symptoms at 
all, and the doctors felt no lumps. It was all because of 23andMe 
that I even got a mammogram, and because of that, we have 
caught it at an early stage. And although the upcoming months 
will be hard, it could have been so much worse. A few years ago, 
I did 23andMe and we did the health version, and it showed that 
I had the BRCA1 gene mutation. I have no family history that we 
know about, so I was not on track to get a mammogram until I was 
40. I just wanted to send this testimony and say thank you. I am 
so indebted to you for making me aware of this, and I truly feel 
like because this was caught early, my life is saved and I owe you 
that. From me, my family, my friends, and my 1-year-old daughter, 
thank you for saving our lives.’’ 

Let me be clear. None of these discoveries that saved lives would 
have been possible without scientific research. During my tenure as 
CEO of 23andMe, our research program was truly groundbreaking. 
The impact of our research has extended far beyond our customers. 
It has benefited the broader scientific community and communities 
from coast to coast. When I spoke with customers facing serious 
health conditions, their message to us was clear: use the data we 
gave you. Help us if you can or help someone else. Do not store it. 
Do something with it. 

With my remaining time, I want to address one last topic: China. 
The threat posed by China to the biotechnology sector is real and 
is not new. China has made massive investments in life sciences 
and biotechnology and is rapidly positioning itself as a global lead-
er. Meanwhile, the U.S. is falling behind. This disparity concerns 
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me deeply. Understanding the human genome is not just about sci-
entific advancement, it is about national security, global competi-
tiveness, and the health of all Americans. This belief has fueled my 
work throughout my career, and it continues to drive my unwaver-
ing commitment to advancing genomics for the public good. As I be-
lieve you know, I am currently pursuing an acquisition of the com-
pany as an independent bidder during the bankruptcy proceedings. 
Looking forward, I remain committed to this mission in driving 
meaningful change in our healthcare system by continuing to em-
power individuals and enable them to make informed decisions 
about their health because the future of healthcare belongs to all 
of us. 

I appreciate the opportunity to be here today, and I look forward 
to your questions. 

Chairman COMER. Thank you very much. I now recognize Mr. 
Selsavage. 

STATEMENT OF JOE SELSAVAGE, INTERIM CEO, 23ANDME 
HOLDING CO. 

Mr. SELSAVAGE. Chairman Comer, Ranking Member Lynch, 
Members of the Committee, thank you for the opportunity to ap-
pear before you today. My name is Joseph Selsavage, and I am the 
interim chief executive officer of 23andMe, a mission-driven organi-
zation founded on a simple, yet transformative belief that individ-
uals have the right to access, understand, and benefit from their 
own genetic information. 

From the very beginning, 23andMe’s purpose has been clear: to 
help people live healthier lives through direct access to their own 
DNA, to accelerate scientific discovery, and to contribute meaning-
fully to the future of personalized medicine. We recognize that with 
this vision comes immense responsibility to the millions of individ-
uals who have chosen to participate in something larger than 
themselves. We are here today not only to answer your questions, 
but to reaffirm our deep commitment to data privacy and security, 
transparency, customer choice, data stewardship, and scientific in-
tegrity. 

Founded in 2006, 23andMe is a personal genomics and bio-
technology company that pioneered direct-to-consumer genetic test-
ing. We are named after the 23 pairs of chromosomes in every 
human cell. Our mission has always been to empower customers by 
providing access to information about their personal genetics based 
on the latest science so that they can make informed decisions 
about their healthcare journey. Our services allow customers to 
gain DNA insights about their genetic risk for dozens of conditions 
like type 2 diabetes, Alzheimer’s disease, and certain cancers. They 
can also learn about their carrier status for inherited conditions 
like cystic fibrosis or Tay-Sachs disease, or wellness factors like lac-
tose intolerance or deep sleep tendencies. 

23andMe’s customers have consistently reported taking positive 
health actions after learning about their genetics through 23andMe 
services. Eighty-two percent of our customers with actionable ge-
netic results were previously unaware of their health risks. The 
value of personal genomics goes beyond the insights people learn 
about themselves. Customers who register for our services also 
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have the option for their data to be shared for research purposes, 
and over 80 percent of our customers have chosen to consent to re-
search. 

Consent is a central tenant of 23andMe’s research program. We 
have separate research consents beyond our consent to processing 
sensitive data, a privacy statement, and terms of service that cus-
tomers must review and agree to separately if they want to partici-
pate in our research program. We remove all identifying informa-
tion before any genetic data is shared with any third party. And 
any customer who affirmatively consents to participate in our re-
search program can easily opt out at any time through their ac-
count settings and always have been able to do so. Customers are 
also free to delete their accounts and information at any time. Cus-
tomers who affirmatively consent contribute to more than 230 stud-
ies on topics that range from Parkinson’s disease to lupus to asth-
ma and more. We collaborate with advocacy organizations, univer-
sities, and biotech companies to bring customer opportunities to 
participate in research. Since 2010, 23andMe has published 293 pa-
pers that helped advance scientific research in a wide range of 
fields. 

Due to circumstances that I discuss in more detail in my written 
testimony, 23andMe is currently conducting a sales process super-
vised by a United States bankruptcy court. That process has been 
a success to date. We have two remaining bidders, both American 
enterprises that will conduct a final round of bidding later this 
week before the sale to the winning bidder is presented for the ap-
proval by the court. Because this proceeding is ongoing, I am un-
able to speak about the merits of either bid for the ongoing sale 
process, but let me assure the Committee that 23andMe remains 
committed to protecting customer data. We are requiring that any-
one bidding for 23andMe must comply with all of our privacy poli-
cies. We recognize the vital importance of protecting every individ-
ual’s right to access and control their genetic information. Empow-
ering people with knowledge about their DNA is not only a matter 
of personal autonomy, it is a gateway to proactive and personalized 
health, informed decision-making, and greater engagement in sci-
entific process. 

At 23andMe, we believe that when consumers are trusted with 
their own data, they become partners in advancing medicine and 
not just patients of it. I appreciate the opportunity to testify before 
the Committee today, and I welcome your questions. 

Chairman COMER. Thank you very much. I now recognize Pro-
fessor Hu for her opening statement. 

STATEMENT OF MARGARET HU (MINORITY WITNESS), 
PROFESSOR OF LAW, WILLIAM & MARY LAW SCHOOL 

Professor HU. Thank you. Good morning, Chairman Comer, 
Ranking Member Lynch, and Members of the Committee. I am 
Margaret Hu, Davison M. Douglas professor of law and Director of 
the Digital Democracy Lab at William & Mary Law School in Wil-
liamsburg, Virginia. Thank you for the opportunity to address the 
urgent matter of how best to secure Americans’ genetic data pri-
vacy. 
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As this Committee recognizes, the collection, storage, and anal-
ysis of sensitive genetic information and its disclosure can pose a 
range of national security concerns and risks. The bankruptcy pro-
ceedings of 23andMe demonstrate why these matters are so con-
sequential, especially in the age of artificial intelligence and the fu-
ture of AI warfare. The first decade of my law career was dedicated 
to the Civil Rights Division of the U.S. Department of Justice. My 
first day as a trial attorney was the day before the terrorist attacks 
of September 11, 2001. I immediately joined a post-9/11 task force 
and focused on Homeland Security and border security issues. In 
the past decade, I have served as a researcher and a professor of 
AI law, constitutional law, and national security law. I would like 
to approach this topic from the perspective of AI and national secu-
rity. My post-9/11 policy work introduced me to the topics that now 
form the basis of my current research in data privacy, cybersecu-
rity, and AI governance with a particular focus on biometric 
cybersurveillance and biometric cyber intelligence. 

This hearing is critically important. Genetic data and biometric 
cyber intelligence lies at the very center of a new battlefield in the 
age of AI. Safeguarding the genetic data of 23andMe and other 
biotech corporations is not just a matter of data privacy. It is of 
paramount importance as a matter of national security. Con-
sequently, in addition to discussing the bankruptcy and consumer 
data protection laws of this current matter, I am grateful for this 
opportunity to support the Committee’s examination of the national 
security implications of the sale and transfer of this sensitive data. 
The topic of genetic data privacy unfolding within the context of 
this bankruptcy proceeding is simultaneously unfolding within the 
context of a much larger crisis: inadequate Federal data privacy 
and cybersecurity safeguards generally and inadequate Federal 
laws to address the challenges of the AI revolution. The 23andMe 
bankruptcy filing is a wake-up call that our current legal inad-
equacy amounts to instability in our national security. 

In the age of AI, data privacy, cybersecurity, and AI infrastruc-
ture form the tapestry of overlapping systems of law and tech-
nologies. The Federal Aviation Administration (FAA), for example, 
coordinates airspace and aircraft traffic control, aircraft safety and 
investigation, and sets standards for the National Airport Systems. 
Without question, the FAA is seen as an essential national security 
partner coordinating closely with the U.S. Department of Defense 
as it supports both civil and military aircrafts. Congress should 
now immediately enact both Federal data privacy laws and cyber-
security laws, and also take legislative action to enact Federal AI 
laws that anticipate these important national security threats that 
can be posed by inadequate AI regulations. The 23andMe bank-
ruptcy matter provides a window into why Congress should step 
forward and enact these laws that are capable of creating a similar 
administrative oversight structure as the FAA, including regula-
tions that acknowledge the need to coordinate national security 
concerns in the handling of sensitive data. 

23andMe holds the genetic and personal data of over 15 million 
individuals, including predispositions to disease, ancestral back-
ground, and familial linkages. This data is not only personal and 
permanent, it is relational, making the stakes unusually high. Al-
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most seven million consumers were exposed in a data breach of 
23andMe in 2023. The company entered into a settlement agree-
ment that involved a $30 million settlement. Now, in the moment 
of AI warfare, there is a highly sensitive genetic data black market 
where foreign adversaries are fighting to get this data for a wide 
range of reasons, including for strategic advantage, sometimes re-
ferred to as military identity dominance or for cyber intelligence 
purposes. Biometrics included often referred to as hard biometrics, 
fingerprints, iris scans, and palm prints, and DNA. 

In the intelligence context, the national security risks and mis-
uses and abuses of genetic data by foreign adversaries may include 
potential biological warfare risks, blackmail, and increased surveil-
lance among other potential threats. The Pentagon has previously 
warned military personnel that DNA kits could pose a risk to na-
tional security. Other harms could potentially include abusing ge-
netic data for isolating and discriminatory targeting, and poten-
tially analyzing genetic data and aggregating biometric data and 
biographical data for the purposes of cognitive warfare. 

Data privacy is not only a consumer data privacy issue, but also 
a national security one. Thank you, and I look forward to your 
questions today. 

Chairman COMER. Thank you very much, and we will now begin 
with our questions. I recognize myself for 5 minutes. 

And Ms. Wojcicki, I really appreciate your opening statement 
and the fact that your company can identify the potential risk for 
cancer and things like that. I mean, that is great. But let us talk 
about—our concern is the national security risk of what happens 
with the data and how it can be used against consumers, and we 
are very concerned about that because there is a precedence here 
where companies with Chinese influence have stolen data. So, just 
to start off, with 23andMe, people provide a saliva sample to the 
company. What tests are run on the sample? 

Ms. WOJCICKI. I appreciate the question. The test that was run, 
it was actually run on a gene chip that Illumina created. So, the 
sample was sent. Somebody takes a saliva sample. They get a tube. 

Chairman COMER. Okay. Okay. So, what type of information did 
23andMe obtain from the sample? 

Ms. WOJCICKI. It was about 600,000 specific markers in your ge-
nome, so markers that are known to vary between humans known 
as snips. 

Chairman COMER. Okay. So, are the samples tested? They are 
obviously tested for genetic markers, correct? 

Ms. WOJCICKI. Correct. Correct. So, it was 600,000 genetic mark-
ers. 

Chairman COMER. What is the purpose of testing the samples for 
genetic markers? Can you explain that? 

Ms. WOJCICKI. Yes. The purpose for it was really twofold. It lets 
people have the opportunity to learn about their ancestry, where 
they are from in the world, potentially areas that they did not 
know about. They have the opportunity to connect with family 
members, potentially, for instance, adoptees who are looking to 
identify, you know, biological siblings or parents. 

Chairman COMER. Right. Out of curiosity, is this optional for con-
sumers? 
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Ms. WOJCICKI. It is completely optional because we realized there 
was a number of people who do not want to find additional family 
members, and that they did not want to be identified. So, it is an 
explicit consent where we ask people specifically, do you want to 
find close family members or distant and you have the ability at 
any time to toggle in or to toggle out of that. It is very easy to do. 

Chairman COMER. So, did 23andMe also track genetic markers 
over time in order to conduct long-term health studies? 

Ms. WOJCICKI. We did. So, we also specifically tested on markers 
that are known to be predispositions for health conditions. So, in 
my testimony, for example, I talked about the BRCA1. We specifi-
cally identified that there were a number of people who were not 
able to get their BRCA results because of the barriers that the in-
surance industry or their societies have put up. So, we found actu-
ally about 20 to 30 percent of our customers were learning that 
they had potentially, like, a really detrimental genetic variant that 
put them at very high breast cancer risk and they could not other-
wise get that information. 

Chairman COMER. So, you used this type of testing during 
COVID–19. What was the purpose of that? 

Ms. WOJCICKI. Well, it was the same test that we started with 
in 2006. It was the same test going forward. We were very con-
sistent. 

Chairman COMER. What were the results? 
Ms. WOJCICKI. It was the same. It was the same types of results. 
Chairman COMER. Where did the data information from DNA 

swabs go once testing was complete? 
Ms. WOJCICKI. So, we worked with Labcorp. Labcorp had been 

our partner for 18 years or so, so, it went to Labcorp. They have 
an office in LA as well as in North Carolina. 

Chairman COMER. So, did the data get uploaded to a database? 
Ms. WOJCICKI. Yes. So, they would then send us data files and 

that data would come into 23andMe. We also upload it. We work 
with Amazon, AWS, all on U.S. servers. 

Chairman COMER. How was the data protected? 
Ms. WOJCICKI. It was encrypted from end to end. We had all 

kinds of ways that, again, the team thought about how it was going 
to be encrypted, how it was sent. It also, I should be super clear, 
had no identifiable information when it was sent to Labcorp or 
when we received it, so we—— 

Chairman COMER. How long does the data stay in that database? 
How long? Forever? 

Ms. WOJCICKI. At the 23andMe database? 
Chairman COMER. I am sorry? 
Ms. WOJCICKI. At 23andMe you mean? 
Chairman COMER. Yes. 
Ms. WOJCICKI. As long as the customer wants. 
Chairman COMER. Or anywhere, how long does the data stay in 

the database? 
Ms. WOJCICKI. As long as the customer wants. They have that 

opportunity to delete their data at any time. 
Chairman COMER. So, where did the physical saliva sample go 

after testing is complete? 



12 

Ms. WOJCICKI. The physical saliva sample would go to Labcorp, 
and customers had the ability to say do I want my saliva sample 
stored or not stored. And the reason why they might want it stored 
is, for example, we were offering, in the future, potentially you 
would want to upgrade, you would potentially want to get a dif-
ferent type of test, or if there were additional services. So, we of-
fered biobank. 

Chairman COMER. If it was not stored, what happened? Did it 
get—— 

Ms. WOJCICKI. It was discarded. 
Chairman COMER. It was discarded? 
Ms. WOJCICKI. Correct. 
Chairman COMER. You are sure? 
Ms. WOJCICKI. We are sure. 
Chairman COMER. Okay. Was it possible to run multiple tests on 

one sample? 
Ms. WOJCICKI. It was possible to run multiple tests on one sam-

ple. 
Chairman COMER. Okay. The last question. Under your leader-

ship, did 23andMe scientists ever run multiple tests on a single 
sample, and if so, were customers notified about the additional 
tests? 

Ms. WOJCICKI. We ran additional tests potentially for the FDA 
submissions that we did. So, in order to do validation studies, we 
would find customers with potentially very rare variants, and we 
had to do an additional type of test, sometimes called Sanger se-
quencing, to prove to the FDA that the results we were generating 
were indeed accurate. 

Chairman COMER. Okay. 
Ms. WOJCICKI. So, let me also be clear, we also sometimes did ad-

ditional research studies. So, we would occasionally look and say 
let us do whole genome analysis for additional research studies. 

Chairman COMER. Okay. Thank you. The Chair recognizes the 
Ranking Member. 

Mr. LYNCH. Thank you, Mr. Chairman. Ms. Wojcicki, right? 
Ms. WOJCICKI. It is Wojcicki, correct. Yes. 
Mr. LYNCH. In my neighborhood, we have a Polish triangle where 

all the Polish families live. You look familiar. 
Ms. WOJCICKI. Okay. 
Mr. LYNCH. First of all, I appreciate you sharing your personal 

history here. And you know, I fully appreciate the value of early 
detection through 23andMe and other technologies as well in terms 
of the value that that provides for early treatment protocols for 
breast cancer. That is really, really, really important. I hope that 
is something that people get from this hearing today, but also your 
experience and your situation actually amplifies the need for great-
er privacy protections, right? 

On this Committee, back in 2015—I was a Member then—we 
had a huge hack of the OPM servers, the Office of Personnel Man-
agement. So, the massive data breach back then compromised the 
personal information of about 22 million people, but most impor-
tantly, that included Federal employees and anyone in the Federal 
government that was applying for a national security clearance. So, 
think about that. In our government, who would need national se-
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curity clearance, right? Those people who are doing very sensitive 
work, so all that information went over to the Chinese. It was a 
Chinese threat actor. 

At that time, the Oversight Republicans, really, I have to give 
him great credit. Jason Chaffetz was the Chair of the Committee 
at that point. I was just a Subcommittee Ranking Member at that 
point, but we conducted an investigation, and they came up with 
13 recommendations that the OPM system and its chief informa-
tion officer should be empowered, accountable, competent, and 
should ‘‘improve Federal recruitment, training, and retention of 
Federal cybersecurity specialists.’’ What the Trump Administration 
has done, though, is just done a blanket firing of some of our most 
talented cybersecurity experts. They have disregarded the cyberse-
curity and data privacy laws. DOGE is reportedly creating a mas-
ter database of sensitive information across Federal agencies by 
carrying around unsecured backpacks full of laptops, paving the 
way for unparalleled surveillance capabilities. So, this is an ex-
treme danger to the very systems that we want to protect. 

So, Professor Hu, does firing all these IT and cybersecurity ex-
perts, does that make Americans’ data safer? 

Professor HU. Thank you for that question. I think that this 
raises deep concerns as far as how best do we safeguard very sen-
sitive governmental data. And as you mentioned, the leadership of 
this Committee after the OPM hack, I think, was very important, 
not only in recommending best practices for cybersecurity moving 
forward for the Federal government, but also uncovering the ways 
in which the laws of this body, Congress, were not followed. And 
that some of those threats that created, the types of issues that we 
saw after the OPM hack could have been avoided. 

And so, part of what we have seen over the last ten years is that 
the Federal government has undertaken very serious protocols and 
training programs and the hiring of some of the most qualified cy-
bersecurity officials in these agencies. And now the concern is, once 
those are dismantled, the expertise and also the failure to follow 
the protocols that followed after the OPM hack, that that leaves 
our Nation’s most sensitive databases and data on our citizens up 
to potential abuse and national security risks. 

Mr. LYNCH. Let me ask you this. So, in the past we have several 
government agencies that collect troves of information. You think 
about Social Security, a lot of information about, you know, people 
getting benefits, their banking information, things like that. The 
census, you know, that is a repeat every 10-year process, we actu-
ally send people to folks doors to get personal information. The 
IRS, when you take a look at your tax return, you figure out all 
the information that you are giving the Federal government. We 
have kept those silos separate until now. Now, Elon Musk is join-
ing those so all that information will be in one central database. 
We got that from a whistleblower. What kind of damage would that 
do to our national security and privacy? 

Professor HU. Well, as was pointed out in the Oversight Com-
mittee hearing recently, especially by the testimony that we saw by 
Bruce Schneier, that the firewalls that are created by keeping 
those data decentralization creates additional security safeguards. 
And so, allowing for the integration and consolidation of that data 
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increases vulnerabilities in cybersecurity. It is much easier to cre-
ate the types of risks of exposure that now are the heart of the 
topic of the discussion today. 

Mr. LYNCH. Thank you. Mr. Chairman, I thank you for your 
courtesy and I yield back. 

Chairman COMER. The gentleman yields back. The Chair now 
recognizes Dr. Gosar for 5 minutes. 

Mr. GOSAR. Thank you, Mr. Chairman. As a former dentist, I 
know how important HIPAA compliance is for the doctor-patient 
trust. When customers sign up for testing like 23andMe, they pay 
for the service, not the storage, and continued research of their 
DNA, but at the minimum, American data should not leave Amer-
ican hands. China has already said it wants to create a database 
of genetic data to build bioweapons. If we are questioning whether 
our adversaries are going to use this genetic data to create a bio-
weapon against Americans, then quite frankly, this data collected 
from Americans should be destroyed, not stored. 

Mr. Selsavage, how does 23andMe store customer’s data? Is it 
physical or digital, or both? 

Mr. SELSAVAGE. Congressman, it is both. I mean, 23andMe stores 
the digital data, and as Ms. Wojcicki mentioned and I did in my 
statement, security and data privacy is a top priority for the com-
pany. All of that data is stored in an encrypted format, and if cus-
tomers do choose to biobank their sample, with a consent, the phys-
ical saliva sample is maintained as well. 

Mr. GOSAR. Okay. So, when a customer requests their data to be 
erased, what kind of data is erased? 

Mr. SELSAVAGE. All of the data that they have in the digital for-
mat, with the exception, you know, of their name, email address, 
and purchase information, is erased from the company’s data 
records. In addition, if they had consented to biobank their sample, 
that physical sample is also destroyed. 

Mr. GOSAR. So, now, in 2019, the Department of Defense advised 
our service members to avoid these types of DNA kits due to the 
security concerns. Can you address that? Why that would be? 

Mr. SELSAVAGE. I am not familiar with, you know, why they re-
quested that service members not do the personal DNA test. 

Mr. GOSAR. So, let me ask you the next question. Have you ever 
participated in a 23andMe test? Is your data at risk, too? 

Mr. SELSAVAGE. My data is at risk. I first joined 23andMe in 
2013 and have done subsequent tests with new health chips with 
2013 and have continued to maintain my personal data and have 
not deleted it, and I continue to biobank my sample with 23andMe. 

Mr. GOSAR. Ms. Wojcicki. Did I say it wrong? 
Ms. WOJCICKI. No worries. 
Mr. GOSAR. Okay. 
Ms. WOJCICKI. That is perfect. 
Mr. GOSAR. I tell everybody I speak two languages, one not so 

good and that one is English. So, as a former CEO and board mem-
ber of 23andMe, do you have access to the customer’s data? 

Ms. WOJCICKI. I do not. 
Mr. GOSAR. Who would be accessible to that data? Who could get 

to that data? 
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Ms. WOJCICKI. That is a great question, and as I mentioned be-
fore, privacy and data security was always top of mind when I was 
CEO at 23andMe. So, we came up with very strict protocols about 
how you could ever link up genetic information with the identifi-
able information. So, if you think about how our databases were set 
up, all of your personal information, meaning your name, your ad-
dress, your email, was in a separate database that was stored sepa-
rately. Very few people could connect it then with the genetic infor-
mation, so from a database design, it was separated out. 

So, a few people within the company had the ability to put that 
key together. So, for example, imagine if you were a customer and 
you did not get the right results, or you have a question about 
something, or you are wondering, something does not make sense 
to you. You would have to be able to call the customer care team 
and they would have to be able to analyze your results, so only in 
very specific situations would we ever be able to reconnect that. 
And so, I should also be clear, when we did research identifiable 
information, like your name, your address, your email, was never 
part of that, and none of the partners that we ever had, had any 
identifiable information. 

Mr. GOSAR. So, when I see a data like this, a ‘‘Hacker has got 
nearly seven million people’s data from 23andMe, the firm blamed 
users in a very dumb move.’’ I want you to put this to the record. 
Could you address this? 

Ms. WOJCICKI. Yes. So, the situation that happened there, and 
we have said before to our customers and everything that hap-
pened, that there was a deep apology for everything that has hap-
pened here. It was a credential stuffing, so it was not actually a 
breach of our systems. It was credential stuffing, and what that ac-
tually means is that the threat actor found old addresses, email ad-
dresses and passwords, on the dark web, and they ran them 
against 23andMe, and they found a number of customers where 
they actually could enter into their accounts, so it was specific. It 
was a credential stuffing incident, and through that, they were able 
to actually get access to their account. 

Since then, we have made pretty substantial changes. So, in re-
sponse, we immediately wanted to learn from this, so we forced all 
of our customers to reset their password, so every single customer 
had to go and reset their password. And then second, we had dou-
ble-factor authentication, which was mandated, and we had actu-
ally had two-factor authentication for a while, but it was not man-
dated because it was not industry standard. 

Mr. GOSAR. Thank you, Mr. Chairman. I yield back. 
Chairman COMER. The Chair recognizes Ms. Norton from Wash-

ington, D.C. 
Ms. NORTON. Thank you, Mr. Chairman. When Elon Musk joined 

the Trump Administration, he reportedly described himself as ‘‘tech 
support’’ for the Federal government. Clad in an absurd ‘‘tech sup-
port’’ tee shirt, Elon Musk assured President Trump’s Cabinet that 
slashing the Federal workforce was necessary to save the Federal 
government money and make it more efficient. We all saw what 
happened next. The so-called Department of Government Efficiency 
threw the government into chaos by recklessly firing Federal em-
ployees regardless of their role, experience, or their value brought 



16 

to the agencies. This effort has ultimately cost taxpayers more than 
$135 billion, according to Partnership for Public Service. 

The Trump Administration’s purge of the Federal workforce is 
also making it harder for the government to maintain its sensitive 
databases and records and prevent cyberattacks. The U.S. Digital 
Service was the technology office in the White House that led mod-
ernization of Federal technology and software systems, that is until 
the Trump Administration. Then Elon Musk took over and fired 
dozens of its employees. Another 21 IT workers resigned from the 
office rather than carry out the destruction Musk demanded of 
them. The mass resignation letter signed by these skilled engi-
neers, data scientists, and IT professionals, included a stark indict-
ment of the Trump Administration, explaining that they had been 
asked to take actions inconsistent with their oath to serve the 
American people and uphold the Constitution. 

I ask unanimous consent to enter this letter into the record, Mr. 
Chairman. 

Chairman COMER. Without objection, so ordered. 
Ms. NORTON. The U.S. Digital Service is not only the only Agen-

cy that has been gutted. IT personnel have been laid off across the 
Federal government, leaving many agencies further exposed to 
threats. For example, the Department of Government Efficiency de-
manded a 50-percent cut in the technology division of the Social Se-
curity Administration. This division maintains the Social Security 
Administration’s website, benefits, portals, and IT systems. The 
Trump Administration also reportedly planned to fire an additional 
25 percent of the employees who manage the data systems at the 
Social Security Administration. Professor, how has the Trump Ad-
ministration’s purge of IT and cyber professionals left the Federal 
government more vulnerable to data intrusions? 

Professor HU. Thank you for that question, Congresswoman. I 
think that what we are witnessing, especially in news reports with 
DOGE now entering into 17 agencies and the dozens of lawsuits 
that have followed since the start of DOGE, is a deep concern 
about whether or not this falls outside the scope of what is con-
stitutional or legal, particularly given this body. The Digital Serv-
ices Office that you referred to was something that received fund-
ing and was specifically included legislatively, is my under-
standing, whereas DOGE is not, and that is part of the current liti-
gation, whether or not this type of body is legal, is constitutional, 
and whether or not these types of actions that you describe are also 
outside the scope of the law both with FSMA, for example, and the 
Administrative Procedure Act. So, we just saw within the last cou-
ple days, you know, in the district court a concern about the OPM 
databases and whether or not an injunction is necessary in order 
to stop continued access. 

Ms. NORTON. The Trump Administration’s proposed 2026 IRS 
budget would cut a staggering $8 billion and nearly 20 percent of 
positions from fiscal 2025 levels, including 60 percent of the IT 
staff. Professor, what are the risks of making a massive cut to the 
IT workforce at the IRS, which holds the most sensitive financial 
information of every American? 

Professor HU. Thank you for that question. The attempt to con-
solidate the information that is so sensitive—our financial informa-
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tion, our tax information, our information about our health—in 
order to try to create that type of consolidation increases the na-
tional security risk tremendously. As we saw from the OPM hack, 
for example, that you had millions of Americans’ data exposed, but 
not only their biographic information, but their biometric informa-
tion. So, as a result of the 2015 hack, it was reported that 5.6 mil-
lion fingerprints were also then released. So, these are very serious 
issues, particularly with national security implications. 

Chairman COMER. Thank you. The gentlelady’s time has expired. 
The Chair recognizes Dr. Foxx from North Carolina. 

Ms. FOXX. Thank you, Mr. Chairman and thank you to our wit-
nesses for being here. 

Mr. Selsavage, we all know the Chinese Communist Party has a 
track record of misusing genetic data, and even the New York 
Times acknowledged that ‘‘China used its genetic tests to track 
members of the Uyghur,’’ who are a politically disfavored minority 
group. This abuse can surely be perpetrated against any disfavored 
group whose genetic data is available. How does 23andMe prevent 
the genetic data, mainly from Americans controlled by the com-
pany, from being used by the CCP or some other malign actor to 
track or harm Americans? 

Mr. SELSAVAGE. Congresswoman, you know, 23andMe puts data 
security and privacy at the top of the forefront of our company. You 
know, all of our data is secured with top security encryption. You 
know, we have, you know, security professionals in place at 
23andMe implementing the latest technologies in security, and we 
have received three ISO certifications for the company in terms of 
security, cybersecurity, and privacy to make sure that the data of 
our customers is secure. 

In addition, after the cybersecurity incident, we made sure that, 
you know, basically we have implemented two-factor authentica-
tion. We have ensured that customers have reset their passwords, 
and we make sure that those passwords have not been, you know, 
basically in the compromised databases anywhere to make sure 
that our customer data is safe. 

Ms. FOXX. Mr. Selsavage, besides the 15 million individuals who 
have their genetic data stored with the company, family members, 
by virtue of having a similar genetic makeup to those who took the 
test, are also potentially at risk if 23andMe’s genetic data is ex-
posed or used for nefarious purposes. Is that correct? 

Mr. SELSAVAGE. You know, if a customer at 23andMe chooses to 
allow their data to be shared, such as a DNA relatives feature at 
23andMe, you know, relatives could actually and family members 
can see that additional data, yes. 

Ms. FOXX. Ms. Wojcicki, precisely because of concerns about the 
genetic information controlled by 23andMe falling into the wrong 
hands, the Pentagon warned its personnel in 2019 not to use con-
sumer DNA kits. How did 23andMe respond to the Pentagon’s 
warning at that time? 

Ms. WOJCICKI. Thank you for that question. I have to say, in all 
honesty, we were surprised. We had not been contacted. We were 
surprised. So, we were happy to engage around that discussion as 
to what are the potential concerns, but it was a surprise to us, and 
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we did not get forewarning and we did not know and engaged 
afterwards. 

Ms. FOXX. So, after the warning, did the company change the 
way it handled or protected consumers’ genetic data? 

Ms. WOJCICKI. Thank you for that. There were not substantial 
changes because, as I mentioned, privacy and data security had 
really been top priority since the inception of the company. So, I 
would say after that notice and reading about that, it definitely be-
came top of mind, and I think the number one takeaway we had 
was, really, there should be an engagement around the under-
standing of how we actually are making sure that we are securing 
data and how we are making sure that customers, we are always 
honoring the customer’s privacy. So, it was a great opportunity for 
us to consider engaging. We always are reviewing our systems. We 
are always looking at sort of the update of what else should we be 
doing with our security protocols, and so that was the primary 
takeaway from that. 

Ms. FOXX. Do you believe there is anything that could have been 
done to prevent the 2023 breach? 

Ms. WOJCICKI. I appreciate that question. I am pretty limited 
with what I can say specifically around that because of the poten-
tial litigation or the ongoing litigation around there. The thing that 
we always said, is that you have to be vigilant on a daily basis. You 
have to always live in a world of paranoia because you see how 
many threat actors there are out there, the number of security inci-
dents that are there. So, the primary takeaway we always thought 
is like, what is also the product by design? How are we making 
sure we are designing the product so if and when something hap-
pens, that we are doing everything we can to protect the privacy 
of our customers. The database security design has always been 
really important for us about making sure that if there ever was 
a threat actor, how are we actually making sure that we are doing 
everything we can to prevent that. So, it was always top of mind 
for us to think about what those potential risks are. 

Ms. FOXX. Thank you. Mr. Chairman, I yield back. 
Chairman COMER. The gentlelady yields back. The Chair recog-

nizes Ms. Brown from Ohio. 
Ms. BROWN. Thank you, Mr. Chairman. Today’s hearing gives us 

an opportunity to explore bipartisan solutions to protect Americans’ 
personal identifiable information. When services like 23andMe first 
launched, they were seen as groundbreaking, giving people unprec-
edented access to information about their ancestry, health, and ge-
netics. For the first time, you could uncover long lost family con-
nections or gain insights into potential health risks all from the 
comfort of your home. But what many of 23andMe’s nearly 25 mil-
lion customers did not realize was that unless they actively opted 
out, they were also consenting to share their personal DNA data 
with third parties. Unlike a password, you cannot change your 
DNA, and it cannot truly be anonymized. What is more, one per-
son’s genetic data can reveal information about their entire family. 
Now with that company’s future uncertain, the safety and security 
of that data hangs in the balance. Americans deserve real oversight 
and tough privacy protections to keep their most sensitive data 
safe. 
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Mr. Selsavage, when you became the CEO just as 23andMe expe-
rienced a massive breach that exposed the sensitive genetic data of 
seven million users, what concrete steps have you taken since to 
prevent this from happening again? And what can you tell your 
customers today, right now, that you could not say a year ago to 
reassure them their most personal data is safe? 

Mr. SELSAVAGE. Congresswoman, you know, I want to reiterate 
that 23andMe always has put our consumers’ security, data secu-
rity, and privacy at the forefront of the company. Since the data 
incident, we have implemented additional security measures. We, 
you know, force every customer to actually reset their password to 
make sure that their accounts are safer. We implemented two-fac-
tor authentication, whereby a customer either gets an SMS or an 
email sort of code to actually enter in addition to their password 
to make sure their data is secure. And then we also ensure that 
any sensitive data, like the personal genomic data that the cus-
tomer has, if they requested that data, that there was additional 
verification of the customer requesting it, such as their date of 
birth and other credentials, and then also put a time limit so that 
they could not access that data immediately, but rather put a time 
delay of 48 hours on that data. 

In addition, we have hired a new chief information security offi-
cer at the company and put in additional security controls. 
Through the bankruptcy process, we are making sure that, essen-
tially, through the process, that our customers’ data is safe because 
we are requiring any bidder for the company to continue with the 
privacy policies and consents that are in place here at 23andMe. 

Ms. BROWN. Thank you. We are having this conversation at a 
time when foreign adversaries, like China and Russia, are working 
overtime to exploit Americans’ personal data. We know that China 
has targeted Americans’ genetic data to train their AI technologies 
to develop advanced medicine and even for military research, and 
we are facing this threat with fewer resources. The Trump Admin-
istration has made massive cuts to funding and staffing at our Na-
tion’s top cybersecurity agencies. We need both strong cybersecu-
rity protections and Federal privacy laws to protect Americans’ 
data. So, Ms. Hu, as you know, there is no Federal framework for 
how private companies handle consumer biological data. What 
steps should Congress take to ensure that private industries is not 
putting Americans’ private health and genetic data at risk, espe-
cially in the hands of our foreign adversaries? 

Professor HU. Thank you so much, Congresswoman, for that 
question. I do believe that we need an overlapping regime that 
takes into account both strong Federal data privacy protections 
that now need to update laws such as HIPAA, that do not cover 
these types of new biotech services and wearables and other types 
of apps. New health data is being generated that is not covered 
under our existing health data protection laws, and we are increas-
ingly faced with cybersecurity laws and data privacy laws at the 
state level that are now stepping in to fill the gap that is being left 
by Congress, but especially, with AI warfare on the horizon, it is 
absolutely critical. And I agree with you, this is a bipartisan issue. 

Ms. BROWN. Thank you so much. I will close with this. Ameri-
cans deserve to know their sensitive private data is safe and se-
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cure. I look forward to working with my colleagues on both sides 
of the aisle as we continue these important conversations, and with 
that, Mr. Chairman, I yield back. 

Chairman COMER. Thank you very much. The Chair recognizes 
Mr. Palmer from Alabama. 

Mr. PALMER. Thank you, Mr. Chairman. Ms. Wojcicki, you ini-
tially shared data with GlaxoSmithKline (GSK) in regard to re-
search on Parkinson’s, and then in 2023, it looks like you shared 
the entire database with them. Is that correct? 

Ms. WOJCICKI. I appreciate that question. In 2018, we—— 
Mr. PALMER. I need ‘‘yes’’ or ‘‘no.’’ Did you share the entire data-

base? 
Ms. WOJCICKI. No, what we did was share specifically. The part-

nership was around using genetic insights for drug discovery, so we 
specifically use not the entire data set, but what we did is we ana-
lyze it. We are looking at all the genetic information we have, 
phenotypes like Parkinson’s and saying, what is it? What is that 
genetic association? 

Mr. PALMER. But you received an additional $20 million, and I 
think at that point, you are realizing that the company was in fi-
nancial trouble. And it looks to me like you made a decision to pro-
vide more than what you had provided earlier, but you also said 
that people had the opportunity to opt out of that. How aggressive 
were you in notifying your customers that they had the opportunity 
to opt out of that data being shared with GlaxoSmithKline? 

Ms. WOJCICKI. Yes. I appreciate the question. 
Mr. PALMER. Were you aggressive, not that aggressive? Was it an 

email notification? How aggressive were you? Did you try to make 
sure that they understood they could opt out? 

Ms. WOJCICKI. We actually sent an email notification to all of our 
customers at the time of the signing of the GSK collaboration with 
a link. 

Mr. PALMER. Did you receive a follow-up from people who later 
found out the data had been shared that they wanted to opt out, 
but they did not do so before you shared the data? 

Ms. WOJCICKI. Customers always have the opportunity at any 
time to opt out, so some number of customers did respond to that 
email. They opted out. 

Mr. PALMER. When they opted out, does that include removing 
the data from GlaxoSmithKline? 

Ms. WOJCICKI. It removed the data from all future analyses. 
Mr. PALMER. But I am asking now, if you were not very aggres-

sive in notifying people before you shared it with the pharma-
ceutical company, and people found out later that it had been 
shared and they wanted to opt out, was their data removed from 
GlaxoSmithKline? 

Ms. WOJCICKI. Their data would have been removed from any fu-
ture GlaxoSmithKline—— 

Mr. PALMER. Yes, you are saying ‘‘any future,’’ but any past shar-
ing of their data, you are saying that it is pretty much gone? 

Ms. WOJCICKI. It was never individual’s data. It was the aggre-
gate. So, essentially, it is the summary. It is the analysis, so saying 
this specific gene is associated with Parkinson’s. 
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Mr. PALMER. Let me ask you this. When 23andMe publicly an-
nounced it was filing for bankruptcy, roughly how many users 
reached out to 23andMe to delete their account and their data alto-
gether? 

Ms. WOJCICKI. I was not part of the company at the time, so I 
would not be able to answer. 

Mr. PALMER. Mr. Selsavage, can you answer that? 
Mr. SELSAVAGE. Yes, I can. From the time we actually announced 

bankruptcy until today, approximately 1.9 million customers have 
requested that their—— 

Mr. PALMER. Well, that is what? 
Mr. SELSAVAGE. Roughly 15 percent. 
Mr. PALMER. Fifteen percent. If a user wanted to delete com-

pletely their entire account with 23andMe and delete all of their 
identifying data, does 23andMe allow that, and if so, what does the 
process look like? I really do not want to know what the process 
looks like. I just want to know if they have the ability to do that. 

Mr. SELSAVAGE. The customer has the ability to do that, and for 
any customer, it is a very easy process. They can just log into their 
account, go to their settings, and request their account and data be 
deleted. 

Mr. PALMER. 23andMe became popular because you advertised it 
as identifying familial connections that go back centuries in some 
cases. How accurate would you say that data is? 

Mr. SELSAVAGE. You know, for our DNA relatives feature, you 
know, we believe that those features are highly accurate, and, es-
sentially, we actually take a look—— 

Mr. PALMER. When you say, ‘‘highly accurate,’’ could you put a 
percentage on that? Is it 100 percent accurate, 90, 80? 

Mr. SELSAVAGE. You know, it is in the high 90s percent of accu-
racy. 

Mr. PALMER. High 90s? The thing that concerns me here is how 
you advertise your product, and I am not sure that people under-
stood that you were planning to share that data with other compa-
nies because once they share their DNA sample with you, that is 
a one-time sale. There is no repeat business from that. You have 
to generate income from other means, and, apparently, you did that 
through sharing that data with pharmaceutical companies. 

Let me ask you this. Do you support the motion filed by 27 state 
attorneys general to request the bankruptcy court appoint a con-
sumer privacy ombudsman and a security examiner? Do you sup-
port that? 

Mr. SELSAVAGE. Congressman, yes, respectfully. The company 
was first to actually—— 

Mr. PALMER. Very quickly. I got a last question. 
Mr. SELSAVAGE. Yes, we support that. Yes. 
Mr. PALMER. Has a 23andMe employee ever had access to the 

data, other than those who are cleared to have it? Has anybody 
else ever had access to that data? 

Mr. SELSAVAGE. To the best of my knowledge, only people with 
the need to access that genetic data at 23andMe have access to it. 

Mr. PALMER. That is to the best of your knowledge, but you can-
not assert that no one else has had access? 
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Mr. SELSAVAGE. Congressman, that is to the best of my knowl-
edge. As indicated, I have only been interim CEO since March 
2025, but to the best of my knowledge, no other individual other 
than the employees who have a need to have access to data have 
had access to it. 

Mr. PALMER. Mr. Chairman? 
Chairman COMER. Yes, sir. 
Mr. PALMER. I think we need a more certain answer on this 

about who has had access to this data. I see Mr. Lynch is in agree-
ment. 

Chairman COMER. Absolutely. 
Mr. PALMER. So, could you do a deep dive investigation to make 

that determination, notify the Committee through Mr. Chairman 
and the Ranking Member? 

Mr. SELSAVAGE. Congressman, I will take that back to our team 
and look into that for you. 

Mr. PALMER. That is not a look into. That is a required reply. 
Mr. SELSAVAGE. That is understood. We will take that back. 
Mr. PALMER. Thank you, sir. I yield back. 
Chairman COMER. Thank you. The Chair recognizes Ms. 

Stansbury from New Mexico. 
Ms. STANSBURY. Thank you, Mr. Chairman, and thank you to our 

witnesses for being here today. This topic is of particular interest, 
I think, not only to myself, but millions of Americans, not just be-
cause the company in question here actually owns the genetic data 
of millions and millions of Americans, but because of what is hap-
pening right now with DOGE, with the Trump Administration, 
with private contractors getting multi-million dollar contracts to in-
tegrate Americans’ personal data, with the court cases that are in 
front of the Supreme Court and the district courts, and this pro-
posal that came through this House just two weeks ago in the dead 
of night that basically would preempt state and local laws from 
regulating our private data through AI systems. 

And so, I mean, it is hard to not sit here and listen to this con-
versation and not feel like we are living through a sci-fi movie, 
right? Like we have all seen this scary sci-fi movie before that our 
private biological data—not me personally; I am too much of a pri-
vacy freak to do these genetic tests myself—that a private company 
has our data, they experience bankruptcy, and now we have no 
Federal regulatory system to protect that data, and we are con-
cerned that foreign adversaries might purchase the company and 
thus the data. I mean, this is insane. This is crazy. 

And meanwhile, I completely agree, this is bipartisan in this 
hearing, but our colleagues across the aisle are trying to pass legis-
lation that would deregulate and preempt data privacy and AI laws 
across the United States in every single state and locality for the 
next ten years. That is bonkers. Like, you cannot have it both 
ways. You cannot haul a private company in before Congress to 
talk about their bankruptcy and the fact that they had 15 million 
Americans’ private biological data and you want to protect it, and 
then you are trying to use Congress to preempt state and local law 
so that we cannot protect private data. Like, that is completely in-
tellectually incongruent and dangerous for Americans. 
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Professor Hu, I was really interested in your background because 
you have worked both on the DOJ side as well as on the academic 
side. And you have outlined some of this in your testimony, but I 
am particularly interested in your background in national security 
and prosecuting national security cases. And if you could talk a bit 
more about this, like, political intersection we are seeing right now 
in this moment and what threats that poses for not just national 
security with foreign adversaries, but the potential that Americans’ 
data could be misused by private companies here in the United 
States. 

Professor HU. Thank you so much, Congresswoman. I think be-
cause of the bipartisan nature of this topic, it is so critical to come 
together and try to advocate for the types of legal framework that 
we need in order to address these national security threats appro-
priately. And I do believe that part of the issue right now is be-
cause in an absence of congressional legislation, we are asking 
these corporations to come in and fill that gap. And so, we are ask-
ing of companies, like 23andMe, you need to have the best data pri-
vacy, the best cyber security possible, but what about Federal law 
that then mandates that instead of looking to industry standards? 

And I am very concerned about the moratorium and the idea 
that in the absence of Federal law that regulates comprehensively 
AI systems, that we would ban and bar states and localities from 
going forward with their attempts to try to offer some type of 
meaningful safeguard on these types of technologies. And so, thank 
you very much. I do think that this is so critical for there to be true 
bipartisanship for this national security issue. 

Ms. STANSBURY. Thank you, and, you know, one of the things I 
really want to emphasize, for folks who are out there watching this 
and concerned about data privacy, which I believe is everybody. 
You know, I watch my share of both liberal and conservative news, 
and, I mean, everybody from Theo Vaughn to our colleague Mar-
jorie Taylor Greene to myself to this side of the aisle are raising 
the alarm on this provision because of the significance that it has 
for the safety of Americans. 

And so I think it is really, really important that we elevate this 
conversation right now and understand what they are proposing in 
this bill because when you read that bill, it literally not only says 
we would preempt state and local laws, it basically says any com-
pany even that wants to use an AI system in a locality could not 
be barred from accessing your data, which means that, presumably, 
a private company that does not have privacy and secured data 
systems could then be compelled under this preemption law to give 
away your data. I mean, that is dangerous. That is dangerous. So, 
I really appreciate you all being here today and we are going to 
continue to work on this issue. Thank you, Mr. Chairman. 

Chairman COMER. Thank you. The Chair now recognizes Mr. 
Grothman from Wisconsin. 

Mr. GROTHMAN. Yes. Ms. Hu, first of all, just kind of a big pic-
ture thing here, if these guys have my genetic data, why should I 
care? 

Professor HU. Genetic data is and biometric data is now increas-
ingly anchoring modern warfare because of the attempts in AI-driv-
en targeting to try to aggregate biographic and biometric data. And 
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so, part of what I think is misunderstood is that this is not really 
a consumer data privacy issue alone, that this really does map into 
very significantly the way in which we conduct national security 
strategies. 

Mr. GROTHMAN. Okay. So, I should be afraid that if we go to 
war—well, I hope we never go to war—if we go to war and they 
know my genome, that they will find some way to target me. 

Professor HU. Well, it is not just an active, kinetic type of war-
fare situation. The new battlefield of AI warfare is really engaged 
in cognitive security issues and also the way in which we look at 
manipulation, social engineering as a cybersecurity risk. 

Mr. GROTHMAN. Okay. Give me an example. 
Professor HU. So, the way in which, for example, if we go back 

to the OPM hack of 2015 occurred, many experts say that it was 
through social engineering, that the way in which the Chinese 
hackers got access into the OPM systems was through social engi-
neering, some type of manipulation. And so, at first, that they were 
able to manipulate somebody within OPM to give up their pass-
words, and then from there, able to install this type of—— 

Mr. GROTHMAN. How would they manipulate them? 
Professor HU. Well, one of the examples given by some cyberse-

curity companies were the ways in which Chinese would pose, for 
example, as trying to present some type of alumni event from your 
university, and to get you to click on that, and then to install the 
malware from there. 

Mr. GROTHMAN. Because they have my genome? 
Professor HU. Well, the fact that the Department of Defense 

raised the alarm about the potential risks of it, I think, are really 
important for us to examine why. Why is the Department of De-
fense saying that this should not be something that the military 
should access? And I think it is—— 

Mr. GROTHMAN. Okay. I can think of reasons that is of concern, 
but not exactly your reasons. I will take it, though, for granted that 
we do not want to have my genome out there on the internet float-
ing around. Mr. Selsavage, if I could use this company’s services 
in the past, where is my data kept right now? 

Mr. SELSAVAGE. The actual data and, basically, this data is 
stored on Amazon Web Services in secure, encrypted database files. 

Mr. GROTHMAN. And can we assume that my data will be there 
after I die or right now, under the current law, be there forever? 

Mr. SELSAVAGE. Your data is there, but you always have the 
right to delete your data at any time, and your beneficiaries and 
executors of your will or trust will also have the right to delete that 
data in the future. 

Mr. GROTHMAN. Does anybody call right now to have their data 
deleted? 

Mr. SELSAVAGE. Yes. Since we announced bankruptcy, we have 
had 1.9 million customers called and requested that we delete their 
data, and we have done so within a reasonable timeframe. 

Mr. GROTHMAN. How many customers called to delete their data? 
Mr. SELSAVAGE. Called or emailed or requested their data be de-

leted, there was 1.9 million customers. 
Mr. GROTHMAN. That is kind of amazing, I think. I mean, I think 

it is probably a smart thing to do, but it would not occur to me. 
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Okay. Next question. Does Regeneron intend to update their pri-
vacy policy? 

Mr. SELSAVAGE. Regeneron and TTAM Research Institute, both 
of the bidders under the current bankruptcy rules for the bidding 
process for the company, have both agreed to maintain the privacy 
policies and consents of the company of 23andMe in the future. 

Mr. GROTHMAN. So, by that, you mean they are not going to 
change anything? They are saying they are not going to change 
anything? 

Mr. SELSAVAGE. Not only did they say they are not going to 
change anything, they also agreed to that in their contract, which 
is an asset purchase agreement, in writing that they would con-
tinue to maintain the policies. 

Mr. GROTHMAN. Okay. Ms. Wojcicki, are you aware that in 2015, 
23andMe received $115 million in funding from a variety of inves-
tors, including WuXi Healthcare? 

Ms. WOJCICKI. I am aware. 
Mr. GROTHMAN. Okay. And you know they had ties with CCP? 
Ms. WOJCICKI. I have been made aware of that, yes. 
Mr. GROTHMAN. Okay. Did you consider this a risk at all, or do 

you think, for you or in the future, anybody should care that the 
Chinese take over one of these companies? 

Ms. WOJCICKI. As I said in my statement, I am concerned about 
China and how China is leading in biotechnology, and I am con-
cerned that China has been super clear that they would like to 
have the most genetic information they would like to lead. So yes, 
I am always concerned about what China—— 

Mr. GROTHMAN. Do you think a company trying to take over this 
company should be a company the Chinese have access to, or 
should they be out of the picture when it comes to a potential 
buyer? 

Ms. WOJCICKI. I do not believe that 23andMe in this bankruptcy 
process should go to anyone with a Chinese tie. 

Mr. GROTHMAN. Thank you. 
Chairman COMER. Thank you. The Chair recognizes Ms. Randall 

from Washington State. 
Ms. RANDALL. Thank you, Mr. Chair, and thank you to our wit-

nesses for being here today. You know, in this modern world our 
sensitive data is stored in an increasing number of places. We have 
got smart watches that track our vitals and sleep quality and apps 
that track menstrual cycles and ovulation, and our phones track 
our steps and analyze our activity. And companies, like 23andMe, 
convinced so many to trade access to their DNA to unlock personal 
history and detailed genealogy reports. Ms. Hu, what kinds of enti-
ties are left out of our existing Federal framework for protecting 
health data, and how could we strengthen Federal privacy laws so 
that it is not left to the states to do that privacy protection work 
that you mentioned earlier? 

Professor HU. Thank you so much, Congresswoman, and I think 
that this is another chance to revisit the prior Congressman’s ques-
tion about why it matters. I think that, you know, these types of 
very sensitive data can be open to exploitation, both in national se-
curity but on also consumer, you know, exploitation purposes as 
well. And in the absence of these comprehensive Federal laws, we 
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do see the need to have the states try to enact these laws that are 
operating to fill the gap that is left by HIPAA. So, I think in the 
future, we do need to look to Congress to try to create comprehen-
sive laws that protect against the type of data sharing, third-party 
use, misuses, and abuses in our wearables, in our health apps, in 
the way in which health data is captured through telehealth sys-
tems that might not come under the protection of Federal law, and 
I hope that we are able to move forward with that. 

Ms. RANDALL. Thank you, and you know, just level setting for 
folks tuning in. In 2022, the Biden Administration issued impor-
tant guidance to ensure that private health information that would 
be covered by HIPAA and other circumstances could not be dis-
closed to entities seeking to investigate someone for accessing re-
productive healthcare, for example, but that guidance has been 
withdrawn under the Trump Administration in an effort to push 
forward an anti-reproductive health agenda, putting both doctors 
and patients at risk, and discouraging folks from seeking care. I 
think we have to remember that, you know, these issues are inter-
twined, you know, who is able to access the private health data 
that companies now have access to under our increasingly online 
and, I do not know, digitized lifestyle. 

You know, Ms. Hu, should Americans be concerned? What is the 
implication of individuals having their healthcare data being 
accessed? Should they be concerned that they might be investigated 
or potentially prosecuted in this political environment? 

Professor HU. Yes, thank you so much for that question. I think 
that part of the concern is the way in which law enforcement or 
others can access this for investigatory purposes, basically doing a 
workaround around the Fourth Amendment protections, if it can be 
purchased, if it can be repackaged, sold, borrowed. You know, I 
think that this is the kind of data that can then end up in a way 
that is used against an individual without the types of constitu-
tional protections and criminal procedure rights that they have be-
come accustomed to. 

Ms. RANDALL. Thank you. You know, we have made some 
progress on this in Washington State when I was there in the legis-
lature, and I know that many other states are trying to enact these 
sort of shield laws to better protect the individual data of con-
sumers, particularly their individual health and genetic data. Are 
there specific steps that you would recommend Congress taking to 
ensure that our health information, including medical records, re-
mains secure? 

Professor HU. Yes, I think that this is where we need to look at 
this comprehensively, not just in a siloed way, not just health data, 
for example, or education data or financial data, and not just a 
Federal or a state level issue. I think that this truly needs to be 
across the board. So, you had mentioned state of Washington hav-
ing biometric protections, for example, as well. Not all states have 
that type of biometric data protections or genetic data protections, 
and right now in Federal law, we only have it under, for example, 
GINA for in the employment context, but it really does need to 
have that very full comprehensive approach. 

Ms. RANDALL. Thank you so much. I yield back, Mr. Chair. 
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Chairman COMER. The gentlelady yields back. The Chair recog-
nizes Mr. Perry from Pennsylvania. 

Mr. PERRY. Thank you, Mr. Chairman. Ms. Wojcicki, when a cus-
tomer comes to 23andMe, are there—I assume there is, I do not 
know, so I am asking—there are disclaimers? There is information 
where you let them know that their data is going to be obviously 
used to provide the information that they are looking for, their an-
cestry, maybe their health information, whatever you provide, 
right? Is there information also letting them know that it might be 
used, anonymously or otherwise, for other purposes when they ac-
cess your service? 

Ms. WOJCICKI. Great question. I appreciate that. The goal of the 
company has always been about transparency and choice for our 
customers, and it is an area I feel incredibly passionate about, that 
too often in healthcare, customers are not actually given trans-
parency and choice with their information. So, when you sign up 
for 23andMe, it is not a simple process. There are a number of very 
easy-to-understand explicit consents and there is never a default. 
So, for example, if you go through 23andMe, we do not default you 
into research. You have to actively click ‘‘yes.’’ So, during that proc-
ess, it is, you know, easily a 10-minute sign up process. 

Mr. PERRY. So, customers are choosing to allow, and I am just 
paraphrasing it the way I would say it, choosing to allow you to 
use their data as you kind of see fit, with who you see fit, whether 
it is with a pharmaceutical company, or maybe in this case—I am 
not saying you do—but another country. Is that generally correct? 
I mean, they are choosing what they allow, right? 

Ms. WOJCICKI. Correct. 
Mr. PERRY. Okay. 
Ms. WOJCICKI. So, it is a consent form that has gone through an 

ethics review. It is under an institutional review board, so it spe-
cifically allows us to do research and only with qualified research-
ers. 

Mr. PERRY. So, would you say—and this is moving into a little 
bit of a different direction. I will probably get back to that, but the 
data you said it was discarded. You used the term ‘‘discarded.’’ 
Does that mean destroyed or just discarded? 

Ms. WOJCICKI. Destroyed. 
Mr. PERRY. Destroyed. How is it destroyed? 
Ms. WOJCICKI. I am not aware of the specifics around how it is 

destroyed. 
Mr. PERRY. It could be just thrown away. Look, I am just asking 

that question because you can learn a lot by going through some-
body’s trash, right? And I am not saying somebody did, but so in 
this context, as I read about you, bankruptcy does not necessarily 
mean the end of 23andMe. As a matter of fact, it seems like it 
means like it is going to continue under some other structure. Is 
that about right? It is not going away. It is just going to continue. 
Whether you buy it or whether Regeneron, 23andMe is not going, 
and the data is going to be around, it sounds like. Am I correct 
about that, or is that the goal? 

Ms. WOJCICKI. That is the correct hopeful outcome, yes. 
Mr. PERRY. So, is 23andMe precluded by law from selling all or 

some of the data or partnering with somebody that could do that, 



28 

are they precluded by law, and I am asking the question because 
I do not know. Are they precluded? Is your company, or the one 
that you started and want to have again, is it precluded by any law 
from using that data or partnering with somebody that could use 
the data any way they want, or is there any law that stops you 
from doing that? 

Ms. WOJCICKI. I think that is a great question. I am not an ex-
pert in all the different laws. I would like to highlight there was 
another genetics company that just went through Chapter 11 that 
was successfully just sold. 

Mr. PERRY. Okay. Maybe you do not know of a law that pre-
cludes. Should there be? Like, should there be? And look, con-
sumers and American citizens or whatever have the freedom to 
make choices, and if you make bad choices, like, I am not using 
your service, ma’am. I do not want you to know. Like, I marvel at 
the amount of people that are concerned about the Federal govern-
ment’s intrusion into their personal lives but are happy to give pri-
vate companies all that data, but that is their choice, and I wonder 
if it should be. Well, I think it should be, but what obligations do 
you have? 

So, maybe the question should be what moral or ethical obliga-
tion does a company like yours, or yours in particular, or 23andMe 
may be the better way to put it, what obligation do you have to 
safeguard that information from either being purchased or through 
partnering with somebody, like the Communist Party of China or 
somebody affiliated with them or the People’s Liberation Army? 
What moral and ethical obligations do you have? 

Ms. WOJCICKI. I think the most important thing that 23andMe 
can do is make sure that we are always giving people choice, and 
I think that the most important thing in this process is to make 
sure long-term that customers always have that opportunity to de-
lete the data. 

Mr. PERRY. Yes, I understand that, ma’am, but you are not an-
swering my question. What obligation does your company or com-
panies like yours have, knowing that this is personal information, 
that it could lead to national security implications and certainly 
personal implications that are deleterious to those who subscribe, 
what obligations do you have or should you have or a company like 
yours have? What obligations, moral or ethical? 

Ms. WOJCICKI. So, I think there should be. I think that is why 
we are in a bankruptcy hearing where there is oversight on it and 
very concerned about where it is going, and that is specifically why 
I have put in a bid as a nonprofit entity to acquire it. 

Mr. PERRY. I yield. 
Chairman COMER. The gentleman yields back. The Chair recog-

nizes Mr. Subramanyam from Virginia. 
Mr. SUBRAMANYAM. Thank you, Mr. Chair. As mentioned before, 

I think it was 15 million people have now signed up and used the 
service over the years. It is a large number, and I was one of them. 
I actually got it for free. I was lucky enough to get a free kit, and 
at the time I said, you know, what is there to lose, but I guess now, 
as my dad says, everything has a price, right? Nothing is free in 
life. And so, I think a lot of people are concerned about the fact 
that they did this many years ago, they are worried about what is 
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going on with their data, and they feel like they do not have a 
sense of control anymore. And you know, what I am hearing is that 
they do have control, though, right, in the sense that they can go 
online and delete their data. But when I go to the website on 
23andme.com, it is not readily apparent that 23andMe is going 
through a bankruptcy right now. In fact, it is not anywhere on the 
front page of the website. You really have to dig into the website 
to look into it. I have it up right now. 

And the other part is there are instructions online on how to de-
lete your data, but even that stuff is kind of buried a little bit. You 
really have to look for how to delete your data. I am actually going 
and doing it right now, and one of the things it does is you have 
to go to the settings page, but you have to scroll through the set-
tings page and you may almost miss it. And then you click on your 
23andMe data, and then even that, it goes through a whole list of 
things that are happening. And if there simply was a delete my 
data page or button somewhere more prominent, then I think it 
would be easier for a lot of people to feel that control, and this 
process would be a lot easier for people who do truly want to delete 
their data, but that is not quite what is happening. 

The second thing is, you know, if I did not know about this, I was 
not reading the news about what is going on, I would also not know 
until maybe it is too late what has happened to my data and where 
it ended up. And so, I guess my question—maybe this was already 
asked—Mr. Selsavage, if you sell the data to a third party in this 
bankruptcy, can they sell the data to other companies after that? 

Mr. SELSAVAGE. So first, let me address a couple questions. 
Mr. SUBRAMANYAM. Well, just answer my question. Can they sell 

the data? Can the company that receives this data through a sale 
and bankruptcy then sell the data to another company? 

Mr. SELSAVAGE. Two potential companies that are acquiring 
23andMe as potential bidders are adopting and stepping into the 
shoes of the company and adopting the privacy policies and con-
sents. 

Mr. SUBRAMANYAM. But they could sell it to a company that then 
sells it to another third party, who then sells it to another third 
party, and then you end up with a situation where the genetic data 
is out there and multiple companies own my genetic data and the 
millions of people’s genetic data. Is that correct? 

Mr. SELSAVAGE. Congressman, with all due respect, I am not a 
legal expert in this, but basically, the potential acquirers of 
23andMe are adopting the privacy policies and consents of 
23andMe where it does allow for the sale of the assets of the com-
pany. 

Mr. SUBRAMANYAM. So, yes, the answer to my question is yes. So, 
then, if, let us say a healthcare company bought the data, Professor 
Hu, couldn’t the healthcare company then look at your genetic data 
and raise your premiums because they see some bad genetics in 
there, for instance? Can we have a healthcare system that now has 
all your genetic information and then will adjust premiums based 
on what they think is risk for them? 

Professor HU. Yes, thank you so much, Congressman, for that 
question. I do think that genetic data is particularly sensitive be-
cause of those types of risks, that the way in which you do have 
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insurance companies and other corporations trying to link up ge-
netic predispositions, even, for example, you know, financial lit-
eracy and accountability, so not just for insurance issues. Perhaps 
even other types of issues could be open to abuse. 

Mr. SUBRAMANYAM. And then couldn’t a foreign actor either hack 
into the data or even acquired the data as well and then use that 
and posing a national security threat? 

Professor HU. Yes, absolutely. I think that part of what was 
deeply concerning, I understand about the issue of credential stuff-
ing as the source of the cyberattack or the risk, this and the prior 
breach, but nonetheless, what we did see was a hacker named 
Golem post the DNA, particularly of the Chinese and Jewish ances-
try on the dark web. 

Mr. SUBRAMANYAM. I just deleted my data. I hope everyone at 
home has the opportunity to do so, does so, and I hope a good actor 
does buy this data because it could slip into the wrong hands. I 
yield back. 

Chairman COMER. Very good. The Chair now recognizes Mrs. 
Luna from Florida. 

Mrs. LUNA. Hey, everyone. Thank you so much for coming in 
today. Specifically, thank you for your work on the human genome. 
Aside from that, this is pretty quick on questioning. My question 
for you guys is, we talk about if people want to actually delete their 
data, just so I am clear and so people watching this are clear, in 
the event that they choose to opt out, delete their data, what hap-
pened to the data? Is it gone forever? Is there, you know, an area 
where it can be pulled back up after deleted? What happens? Ms. 
W, if you will. 

Ms. WOJCICKI. I appreciate that. During my tenure when I was 
CEO, and I can only speak about that since I have not been there 
since March, if a customer wanted to delete their data, it was irre-
versible. It was gone, so if you wanted to delete your data, it was 
gone. 

Mrs. LUNA. Okay. So, there is no way that they can bring it back 
up after the fact? 

Ms. WOJCICKI. No, it becomes an issue then. If people want to 
upload it again, you would have to re-spit. 

Mrs. LUNA. Okay. Perfect. Well, thank you. That is all for my 
line of questioning. Does anyone else want my time? No. That is 
it. Thank you guys. 

Chairman COMER. The Chair recognizes Ms. Lee. 
Ms. LEE. Thank you, Mr. Chair. I think what we have seen in 

both last week’s hearing on AI and today’s is how unprepared this 
country is to protect people’s private information. This bankruptcy 
and the sale of 23andMe demonstrates just how little control peo-
ple actually have over their sensitive information. The few Federal 
privacy laws we do have on the books have just not kept up with 
the internet age and the technological advancement. As a result, 
more and more of our data is just accessed by more and more inter-
ests, and it is just out there. Companies are handing over private 
data to the government that would normally be protected by the 
Fourth Amendment, for instance, and you would need a warrant to 
get. That includes genetic data at 23andMe. Some states have, of 
course, pushed for stronger consumer protections around privacy, 



31 

but the data threats are not stopped by state lines, so people need 
protections that cover the entire country. 

Professor Hu, just briefly, what is your biggest concern about the 
gaps in privacy law that Congress ought to address through legisla-
tion? 

Professor HU. My deep concern is the way in which AI is chang-
ing, I think, the nature of data. I think that, as it has been ex-
plained before, data is to AI the way that airspace is to aircraft, 
and without being able to have a way in which to really protect it 
and secure it, I think that we are going to increasingly see abuses, 
misuses, and discrimination flow from that lack of regulation. 

Ms. LEE. Thank you. The patchwork of privacy protections in this 
country has created an ecosystem where data brokers and compa-
nies like 23andMe hold massive amounts of sensitive information 
from millions of Americans and they can just really do what they 
want with it. Beyond just collection and storage of data, we should 
also be worried about how these companies use this data, including 
who has access to it, for one, law enforcement officers. There are 
few restrictions on law enforcement’s access to DNA profiles stored 
in databases, like 23andMe. This so-called forensic genealogy is 
often done without a court-approved warrant and can mean that 
law enforcement has access to the genetic information of millions 
of Americans with little to no oversight. Even if you, yourself, did 
not give your DNA away, if you have a family member who did, 
you could be affected. 

What is even worse is that people usually are not even aware 
that their profiles are being shared with police. 23andMe’s current 
privacy policy states that when faced with law enforcement re-
quests, the company will ‘‘only comply with court orders, sub-
poenas, search warrants, or other requests that we determine are 
legally valid.’’ Mr. Selsavage, that last part is a bit concerning. 
What exactly do you mean by other requests that are legally valid, 
and what other request is going to get 23andMe to give over infor-
mation to police? 

Mr. SELSAVAGE. Let me first say that 23andMe, to date, has not 
given any information over to law enforcement. We have a trans-
parency page on our website, which shows the requests that we 
have received from law enforcement. It is a small number and 
those that we have complied with, and you will see that it is zero 
that we have complied with. The only way we will comply with a 
law enforcement request is with a legally valid process, such as a 
court order or subpoena, and to date—— 

Ms. LEE. Yes, I see that. Just really specifically, just really won-
dering about the other requests that we determine, I get the sub-
poenas and a search warrant, but there is a caveat for other re-
quests that we determine are legally valid. Can you give an exam-
ple of what that might be? 

Mr. SELSAVAGE. I cannot give an exact example of that ‘‘other’’, 
you know. I can say that, you know, basically the only way we 
would comply with a law enforcement request was with what we 
determined—— 

Ms. LEE. Thank you. 
Mr. SELSAVAGE [continuing]. To be a legally valid process. 
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Ms. LEE. Thank you. I think of the fact that you cannot define 
what that means is a massive loophole for 23andMe to do what it 
wants with people’s data, and that is, I think, a really big concern. 
Mr. Selsavage, also, how does 23andMe notify a customer when it 
has provided their genetic data to law enforcement? I am sorry if 
you already answered that. What information do you provide them 
about the requests? 

Mr. SELSAVAGE. As I mentioned, to date, we have not provided 
any information to law enforcement. 

Ms. LEE. Yes. If you did, do you have an example? Do you know 
what the policy would be about how you would notify them? 

Mr. SELSAVAGE. I do not, but I can take that back to our team. 
Ms. LEE. Thank you. I appreciate that. 
I think these policies have a lot of room for improvement and 

that your customers deserve better, but it is at least a baseline, 
hopefully, of protection. Can you commit that 23andMe will not get 
rid of this policy regardless of who ends up owning it once the 
bankruptcy sale goes through? 

Mr. SELSAVAGE. I can say that the two bidders for the company 
have both agreed, both, you know, verbally and in writing in their 
contracts to purchase the company, that they will step into the 
shoes of the company and adopt the privacy policies and other con-
sents on a go-forward basis. 

Ms. LEE. God willing, I guess. It is really scary that people have 
to rely on the whims of a private company to protect their private 
information. The Fourth Amendment can only protect us so much 
as these loopholes and workarounds need to be fixed. So, I thank 
you all so much for your testimony today, and I yield back. 

Chairman COMER. The Chair now recognizes Mr. Burchett from 
Tennessee. 

Mr. BURCHETT. Thank you, Mr. Chairman. I believe you are from 
Kentucky, neighboring state. Ms. Wojcicki, did I get that right? 
Close? 

Ms. WOJCICKI. Very close. 
Mr. BURCHETT. All right. Well, nobody gets ‘‘Burchett’ right, so 

do not feel like the lone ranger up here. Are you aware that in 
2015, 23andMe received funds from a variety of investors, includ-
ing WuXi Healthcare Ventures? 

Ms. WOJCICKI. I am aware of that. 
Mr. BURCHETT. Okay. And according to 23andMe, this partner-

ship has dissolved. Is that correct? 
Ms. WOJCICKI. That is correct. 
Mr. BURCHETT. Do you know how much WuXi Healthcare Ven-

tures invested in your company in 2015? 
Ms. WOJCICKI. They invested $10 million out of a $115 million 

round. 
Mr. BURCHETT. Okay. Are you aware that at that time WuXi 

Healthcare Ventures had direct ties to the CCP and the Chinese 
People’s Liberation Army? 

Ms. WOJCICKI. We were not aware. 
Mr. BURCHETT. Can you explain how the partnership between 

WuXi Healthcare Ventures and 23andMe was dissolved? 
Ms. WOJCICKI. I believe that they sold their shares. It was just 

an investment. 
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Mr. BURCHETT. Well, investors, though, in a corporation do have 
votes on things that occur, though. 

Ms. WOJCICKI. They had no control. 
Mr. BURCHETT. They just gave you all $10 million with no 

strings attached? 
Ms. WOJCICKI. There was no control. 
Mr. BURCHETT. They just gave you all $10 million with no 

strings attached? That is a yes or no? 
Ms. WOJCICKI. They were just an investor. No strings. 
Mr. BURCHETT. Okay. I have a bill, H.R. 2286. It is the American 

Genetic Privacy Act of 2025, and it was actually put forth last year 
and you all’s lobbyists do an excellent job. And this Congress, as 
Congresses in the past, have very little guts to do what I feel like 
is the right thing because it takes a great deal of trust for Ameri-
cans to share their sensitive genetic information with DNA testing 
companies. And selling this information to companies with direct 
links to malicious foreign actors, I feel like, is a huge violation of 
trust. DNA testing companies must keep Americans’ genetic infor-
mation private so it is not used against us by the Chinese Com-
munist Party or any other nefarious characters. 

The bill that I put forth would prohibit commercial DNA testing 
services from disclosing this genetic information of the United 
States nationals to the CCP or entities affiliated with it. And if we 
had passed this, and it does not come through this Committee, it 
is another committee, but if we had passed that, we would be prob-
ably, the questions would be a little different up here. I was made 
aware of a situation where supposedly the Chinese could say they 
collected this data that was sold to them on the market, and they 
would do a genome, which I understand is a study of genetic infor-
mation, and develop a pattern. And they could possibly develop dis-
eases or something, a bug along that line, that could say, stop 
American women at childbearing ages from bearing children. And 
this was discussed up here, yet we have not brought forth any leg-
islation to stop that, and that was over a year ago under a previous 
administration. 

To me, that just shows the gutless nature of Congress and of us, 
and our greed and the power of the power of the K Street lobbyists. 
I would hope that this body and the media would bring attention 
to this problem. To me, it is a serious breach of ethics but our na-
tional security, and it should go past parties and pointing fingers. 
We just need to get some legislation filed, and we need to enforce 
it. It is worthless when we pass these worthless bills, these so- 
called studies. And then what happens is we get a good piece of 
legislation, you have got a committee that goes forth with the legis-
lation, you have a well-intended Congress person, yet a staff per-
son, the lobbyists have their ear and they stop that legislation for 
whatever reason. They say, we want you to do something, but we 
need to do a study. 

Well, folks, if you have ever seen the movie ‘‘Raiders of the Lost 
Ark,’’ where at the end, there is a warehouse full of this stuff, of 
things that we are supposed to be looking at, that is what I believe 
these studies go to, is there is some worthless warehouse, and we 
go home and we tell everybody, look what we did, and we do not 
do a dadgum thing up here. We have got to get past the greed and 
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the gutless nature of this thing. We need to take our dadgum coun-
try back, and both parties ought to be ashamed. Mr. Chairman, I 
yield back the remainder of my time. 

Chairman COMER. The gentleman yields back. The Chair recog-
nizes Ms. Tlaib from Michigan. 

Ms. TLAIB. Thank you, Chairman Comer. You know, Americans 
are rightfully worried. I know the professor knows and probably 
hears from a lot of folks about corporations and how our govern-
ment is allowing them, like 23andMe and others, to use and sell 
deeply personal information, including medical and genetic data. I 
want to tell my colleagues, and I am glad to hear some of them 
speak up about this because sometimes I feel like our country has 
gradually turned into a surveillance state where everything about 
who we are, what we do is generating private profit and leave us 
without any privacy: surveillance pricing in grocery stores, come 
on; the NSA spying on our private communications; insurance com-
panies using discriminatory factors based on our private medical 
and genetic history. I do not know any American, Republican, Dem-
ocrat, Libertarian, independent, whatever the labels that they put 
out, wants to live like that. No one does. 

So, Professor Hu, you know, how can we ensure that genetic data 
of 15 million users as 23andMe is being put for sale, will not be 
used for private actors? And I just wanted to be clear: I know ev-
erybody is talking about China, but I am actually really worried 
about corporate greed here in our country. You know, to me, cor-
porate greed in our country is a disease. It is causing more death. 
I do not care if it is a fossil fuel industry, what my residents call 
sick care, not health care in our country, whatever it is. But I am 
really worried, Professor Hu, because, Professor Hu, I can see 
healthcare insurance companies using data saying, your genetics 
shows you might get breast cancer, we are not going to cover you, 
you are not going to get life insurance, you are not going to be able 
to get access, or they are going to, again, use this to profit, not to 
help. We do not seem to prevent death and destruction in our coun-
try. Even this chamber does not do that, and so what can we do? 
I mean, this is genetical, medical, you know, history. As you know, 
it is incredibly important, especially, you know, I know a lot of eth-
nic and racial heritage is also mixed up in there, and you saw them 
targeting folks of Jewish faith, and again, is just to me watching 
this happen, and then we do nothing. We will have this hearing, 
and I know Chairman Comer is trying to do his best, but we are 
going to have this hearing, but are we going to actually update 
HIPAA? Are we going to actually do something to push back 
against, you know, profit for this kind of data and information? 

Professor HU. Thank you so much, Congresswoman, for that 
question. And I do think that this is a moment to assess first prin-
ciples in our commitment to the Constitution and to what extent 
does the increasing privatization and commodification of this data 
come into conflict with our core values, but not only just our con-
stitutional values, our national security interests, and the way in 
which our national security interests are infused by these funda-
mental commitments to rights and liberty and freedom and expres-
sive rights and privacy rights as anchoring how we see, you know, 
ourselves as a Nation. 
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So, you know, your question about, you know, what can we do 
to stop drifting into a surveillance state, I do think that one of the 
things that we need to make sure that we understand is that our 
ability, I believe, for us, to remain dominant geopolitically is not 
about deregulation or de-devolution of the regulations around data 
privacy, cybersecurity, and AI but leaning into them so that we can 
make sure that these systems unfold safely and securely, and other 
nations are now embracing these types of legal regimes, including 
China, and we are not. And I think that that puts us at a great 
national security disadvantage. 

Ms. TLAIB. I agree. I think for many of our colleagues here, you 
know, expressing on X your concern and everything about like, 
again, privacy is important, but I think we need really comprehen-
sive data that protects the Americans’ private data. I mean, this 
is literally going to be a fight between the corporate greed and the 
government surveillance and how overreaching that is because it 
is, again, going to be profit before the people, and many of them 
are going to 23andMe because they want to live. They want to live. 
They do not want to get sick. They want preventive care. 

And I know, like, you know, the Trump Administration right now 
is destroying privacy protections. I see it raiding private Social Se-
curity data, tax info, bank account numbers, you name it. I am 
really concerned about this growing factor, but I also want many 
of my colleagues to know, I mean, Trump is now working with data 
and surveillance companies like, what is it? Palantir—is that how 
you say it—I mean, look at this, to compile databases on Ameri-
cans. First to target immigrants. They always start there, and then 
they are going to target, you know, it is going to be other folks. It 
is going to be unbelievable because, you know, Peter Thiel and Alex 
Karp, who made it clear that they care more about political domi-
nation than American democracy or individual privacy. 

I say this because we are talking about 23andMe, but under-
stand there is a bigger movement in our country that we need to 
put in check right now because they do not care about us. They do 
not care about the folks that put us here and told us to protect 
them, and so I think it is really important, Chairman, after this 
hearing, let us not just have it in the congressional Record. Let us 
actually do legislation to hold them accountable. With that I yield. 

Chairman COMER. The gentlelady yields. The Chair recognizes 
Mr. Burlison from Missouri. 

Mr. BURLISON. Thank you, Mr. Chairman. Professor Hu, it has 
been talked about a lot in this hearing about the potential threats 
and risks of, you know, a foreign actor getting access to, you know, 
Americans’ DNA records. Can you elaborate on what is the poten-
tial risks that we are facing? 

Professor HU. Yes. Some of the risks include, for example, black-
mail, using it in order to exploit and try to make individuals more 
vulnerable, greater surveillance risks, and as was discussed, poten-
tial biochemical, biometric types of warfare. But I do think that 
there are also potential AI-driven targeting risks as well. 

Mr. BURLISON. And then, you know, this is not new. I mean, the 
hospitals, providers, their electronic medical records, they are 
tempted to be hacked all the time. Have you heard of what the 
street value of someone’s medical record is? At one point I had 
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heard that it is over $50,000 or more. It is probably a lot more 
today. Mr. Selsavage, one of my questions has to do with how the 
hack occurred in 2023. Is it correct that individuals who had stolen, 
you know, passwords from other businesses then use that in a form 
that is called stuffing, where they used an automated system to 
take, say, the hacked passwords and accounts from another com-
pany and then just rolled through those to see if those same pass-
words were used on your site. Am I getting that accurately? 

Mr. SELSAVAGE. That is generally accurate. It is something called 
credential stuffing, whereby a user, you know, and we all have 
done this, has used the same username and password on multiple 
websites. 

Mr. BURLISON. Right. 
Mr. SELSAVAGE. And other websites were hacked, and they were 

able to obtain those usernames and passwords, and then they tried 
them on 23andMe and they were able to access a number of ac-
counts, to get into and take the DNA relative information. 

Mr. BURLISON. And so, the mechanisms that you have put in 
place to stop that from happening in the future are that you send 
a text message to verify that somebody is logging in from, that was 
the original individual. What other steps do you take? 

Mr. SELSAVAGE. You know, right after the cybersecurity incident, 
the first thing we did was force every consumer to reset their pass-
word, and as part of that process—— 

Mr. BURLISON. They could not use the previous one. 
Mr. SELSAVAGE. They could not use the previous one, and we also 

checked that password against known hacked passwords, right, 
just to make sure that, you know, the same thing wasn’t going to 
be happening with another credential stuffing. 

Mr. BURLISON. I think if the American people are listening, you 
should never use the same password for different website busi-
nesses. 

Mr. SELSAVAGE. That is a very good process. 
Mr. BURLISON. Just a good policy to follow. 
Mr. SELSAVAGE. And then second, you also mentioned we did also 

implement two-factor authentication, whereby, you know, basically 
we actually then either sent the customer a text message or an 
email confirming that it was them, and they entered that code to 
make sure that there was an additional layer of security, a second 
factor, to access their account. 

Mr. BURLISON. Yes. Thank you. Ms. Wojcicki. Is that correct? 
You know, I think that one of the things that is kind of striking 
me is that when someone enters into an agreement, they know 
your company, they know your reputation, they know you. I think 
what we are kind of going through is a situation where potentially 
that what the trust that was placed in you because of this situation 
is in jeopardy if somebody else gets access to that information. The 
question is, what will they do with that? So, one of my questions 
is, do you think that there should be a law that upon the sale of 
a business that an individual has to reconfirm that they want the 
new company to have access to their data? 

Ms. WOJCICKI. Thank you for that question. I am a huge believer 
that people should have choice in transparency. So, I think it is a 
complicated question, the one you just asked, because there are in-
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dividuals, for instance, like my sister, who recently passed away of 
lung cancer, who established a lung cancer community in 23andMe, 
and feels very passionately about identifying genetic risk for non- 
smoking lung cancer. So, she is deceased. She opted in to research 
because she really cared about that mission, and it was really im-
portant for her. You know, lung cancer is massively underfunded, 
it is one of the poorest-funded areas, so how could we all come to-
gether? So, how could she possibly reconsent? 

Mr. BURLISON. I just have one more question. So, when a sepa-
rate company that you have created, have a contract with you and 
you shared some of that data, what mechanisms do you have to 
protect and make sure that company is not then reselling it and 
sharing that data? 

Ms. WOJCICKI. That would have been part of the contract. So, for 
example, with GSK, they were looking at aggregate statistics, they 
could not go and then share that with other partners. 

Mr. BURLISON. Okay. Thank you. I yield back. 
Chairman COMER. The Chair now recognizes Ms. Pressley from 

Massachusetts. 
Ms. PRESSLEY. Ms. Wojcicki, you claimed that 23andMe is all 

about consumer empowerment, but most people ended up actually 
exploited, not knowing that they signed up to have their genetic 
data auctioned off to the highest bidder. We are not just talking 
about email addresses, we are talking about names, birth dates, ge-
netic lineages, literal DNA, data that implicates entire families, not 
just the person who gave the sample. Ms. Wojcicki, can genetic 
data, even if de-identified, be linked back to individuals? 

Ms. WOJCICKI. I appreciate that question. Could genetic data be 
linked back to individuals? You can link back. Your DNA is your 
DNA. If I have a way of matching it to something that potentially 
connects to you, then you could potentially identify. 

Ms. PRESSLEY. So, the answer is yes. The answer is yes. The ge-
netic data, even if de-identified, can be linked back to individuals, 
just the science? 

Ms. WOJCICKI. No. DNA, if I had your sample, essentially, if I 
know what your picture looks like and I see another picture, I can 
connect those, but just having your DNA alone, if I just went to the 
subway and I swabbed it and I looked at samples, I would not be 
able to identify who is there. 

Ms. PRESSLEY. Let me reclaim my time because I do not have 
much of it and there is a lot of ground I need to cover here, and 
so I want a more direct question here. So, I am going to go to Ms. 
Hu. Is de-identified genetic data truly anonymous or can it be 
traced back to individuals? Ms. Hu. 

Professor HU. Thank you so much, Congresswoman. I am not a 
scientific expert on that exactly, but there has been research on the 
limits of de-identification and also the risks of re-identification. 

Ms. PRESSLEY. All right. Fair enough. Yes, it absolutely can. 
With just a few pieces of additional information, like zip codes, gen-
der, or 23andMe’s Find Your Relative feature, it becomes easy to 
re-identify people and to expose their personal health information. 
23andMe’s privacy agreement talks about anonymous data, but 
DNA can never truly be anonymous. That is the point. 
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Now, Ms. Wojcicki, you said a limited number of customers were 
compromised by the data breach, but the truth of the matter is 
that out of the 15 million people who trusted this company, half of 
them, seven million, had their data exposed. So, that is not incon-
sequential. It is deeply consequential. And now, that same data can 
be sold off to a for-profit pharmaceutical company, so you can un-
derstand why people are rushing to delete their accounts. But the 
thing is, when people have tried to log in and delete their data, 
they received error messages, and then the website crashed. That 
is not okay. Your company is preventing people from deleting their 
information. 

Mr. Selsavage, it is time to put people first. Will you contact each 
of your customers seeking consent for 23andMe to continue holding 
their data? Yes or no, your simple opt-in communication that you 
send out before any bankruptcy sale. I want to really underscore 
that. 

Mr. SELSAVAGE. Congresswoman, we first have sent a notice out 
to all of our customers via email—— 

Ms. PRESSLEY. Reclaiming my time, Mr. Selsavage. 
Mr. SELSAVAGE [continuing]. Notifying them of the sale. A second 

email is currently going out this week, notifying them that the 
sale—— 

Ms. PRESSLEY. Mr. Selsavage, reclaiming my time. Please just 
answer the question yes or no, okay? Will you commit to contacting 
each of your customers seeking consent for 23andMe to continue 
holding their data? This should be a simple opt-in communication 
that you send out before any bankruptcy sale. Yes or no. 

Mr. SELSAVAGE. Congresswoman, it is not that simple. We be-
lieve we have already received consent from them. 

Ms. PRESSLEY. Why not? These people are deserving of these as-
surances and this insurance. They have been violated in so many 
ways here. Ms. Wojcicki, will you amend your bid to commit to a 
similar consent requirement then? 

Ms. WOJCICKI. I do not believe I can talk extensively about my 
bankruptcy, about the bid, but I can say in the past, for example, 
when we did the GSK partnership, we proactively communicated 
with all customers. 

Ms. PRESSLEY. I know that, I know that, I know that, I know 
that. It is not good enough. It is not good enough. It is just not good 
enough. People trusted you with their more personal information. 
Show them you respect them. They do not need your apologies any-
more, and they do not need your sympathy. What they need is legal 
protection. So, if you are not able to protect the 15 million people 
and their families who trusted you, this company should not exist. 
The breach of data, the breach of civil liberties, the confusion this 
has caused for millions, it might just be time to give it up. I yield 
back. 

Chairman COMER. The Chair now recognizes Mr. McGuire from 
Virginia. 

Mr. MCGUIRE. Thank you, Mr. Chairman. Thank you to our wit-
nesses for being here today to answer our questions regarding the 
safety of millions of Americans’ genetic information and personal 
data. If malign foreign actors such as the Chinese Communist 
Party, CCP, were to get their hands on the data, the privacy of mil-
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lions of Americans and our national security will be at risk. And 
I apologize if I do not pronounce your name right, but Ms. Wojcicki. 
Is that right? 

Ms. WOJCICKI. That is great. 
Mr. MCGUIRE. We know approximately 15 million customers 

have submitted their DNA samples for genetic testing to 23andMe. 
Do you know roughly how many of these customers are American 
citizens? 

Ms. WOJCICKI. I believe the last when I was there, it was about 
85 percent of customers were from the U.S. 

Mr. MCGUIRE. Thank you, and, Ms. Wojcicki, yes or no. Did 
23andMe already give Chinese corporations associated with CCP 
and the Chinese People’s Liberation Army access to this data? 

Ms. WOJCICKI. To the best of my knowledge, since I have not 
been there since March, no. 

Mr. MCGUIRE. Understanding that every company in China is as-
sociated with the CCP. All right, Ms. Wojcicki, 23andMe received 
investments from WuXi Healthcare Ventures, a company tied to 
the Chinese People’s Liberation Army and CCP. What other foreign 
entities have invested in 23andMe? 

Ms. WOJCICKI. In 2018, 23andMe had an investment from 
GlaxoSmithKline, which is a U.K.-based operation. 

Mr. MCGUIRE. And Mr. Selsavage and Ms. Wojcicki, yes or no. 
Would you be comfortable with your or your family’s genetic infor-
mation and sensitive data being in the hands of a malign foreign 
actor such as CCP? Yes or no. 

Ms. WOJCICKI. I would not be comfortable. 
Mr. SELSAVAGE. I would not be comfortable. 
Mr. MCGUIRE. All right. follow-up: what steps are you taking to 

ensure the sensitive data of millions of Americans is secure and 
will not be sold to malign foreign actors? 

Mr. SELSAVAGE. I can take that question. 
Mr. MCGUIRE. Thank you. 
Mr. SELSAVAGE. You know, as part of the bankruptcy 363 sale 

process, we have, you know, special committee has affirmatively 
said that the company will not be sold to any entity in China, Rus-
sia, North Korea, Iran, or any other foreign adversary. I am happy 
to report that through the bankruptcy process, we, at the current 
time have two final bidders, both American enterprises: TTAM Re-
search Institute, which is an American foundation, and second is 
Regeneron Pharmaceuticals, which is an American pharmaceutical 
company, here as a public company. 

Mr. MCGUIRE. There will be dire consequences to our national se-
curity as well as the privacy of millions of Americans if the CCP 
or other malign foreign actors are able to gain access to sensitive 
data of 23andMe. The CCP and any of the foreign actors should not 
be allowed to gain access to millions of Americans’ sensitive data, 
which can then be weaponized against them through surveillance 
or even the creation of a bioweapon. It is our duty as Members of 
Congress to protect our constituents’ privacy and our country from 
foreign actors who will weaponize this data against us if given the 
opportunity. And with that, Mr. Chairman, I yield back. 

Chairman COMER. Would you yield a minute to me of your re-
maining time? 
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Mr. MCGUIRE. Absolutely. 
Chairman COMER. How confident are you all that your data will 

not end up in the hands of a bad actor? Are you very confident, 
somewhat confident, or you have no idea? 

Mr. SELSAVAGE. As interim CEO, I am very confident that, you 
know, the sale of the company will not result in the company being 
sold or the data ending up in the hands of a bad actor, and by that 
I am referring to China, Russia, Iran, Venezuela, or other foreign 
adversaries. 

Chairman COMER. What about health insurance companies or 
things like that, American health insurance companies? 

Mr. SELSAVAGE. I think I am very happy to report that the final 
two bidders for the company are TTAM Research Institute, which 
is a foundation here in the U.S., founded by Ms. Wojcicki; and sec-
ond is Regeneron Pharmaceuticals. Neither of those are healthcare 
companies. 

Chairman COMER. Yes. Okay. 
Mr. SELSAVAGE. And I feel confident that they are taking over 

the privacy and policies and consensus of 23andMe. 
Chairman COMER. Ma’am, how confident are you? 
Ms. WOJCICKI. I am not involved in the bankruptcy process other 

than being a bidder, and so for myself—— 
Chairman COMER. If you end up with it, you are confident that 

your company will? 
Ms. WOJCICKI. I am confident. 
Chairman COMER. All right. The Chair recognizes Mr. Min from 

California. 
Mr. MIN. Thank you very much, Chair Comer. I have to confess, 

I do not use 23andMe. I have never been tested for genetics, but 
I certainly have a lot of customers who have chosen to use 
23andMe, and I have heard from a lot of them. But Mr. Selsavage, 
I understand that customers of 23andMe can choose to consent to 
have their individual genetic information shared with your re-
searchers. What protections were put in place to protect your cus-
tomers from the misuse of that data? 

Mr. SELSAVAGE. First, you know, our customer data and our poli-
cies are always putting our customers first. 

Mr. MIN. Right. Reclaiming my time. Just briefly, what protec-
tions are in place to protect your customers from misuse of that 
data? 

Mr. SELSAVAGE. First, they can have the right to actually remove 
their consent to that data for being used for research policies at 
any time. The company always has provided researchers with de- 
anonymized data. We are not providing individual identifiers when 
we actually share that data for any research. 

Mr. MIN. And I believe you also have protections that it is explic-
itly limited to just research purposes, right? You could not, like, go 
ahead and sell that to Goldman Sachs, right? 

Mr. SELSAVAGE. You know, first, there is a research consent that 
only 23 can use their data for research purposes, and there is a 
separate individual consent for using that data with third parties. 

Mr. MIN. Right. I understand that, but I am looking at your 
terms of service right now, and I do not see any specific language 
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giving 23andMe any ownership rights to people’s individual level 
genetic health information. Is that correct? 

Mr. SELSAVAGE. That is correct. Our customer data—— 
Mr. MIN. Okay. Reclaiming my time. Under the section it is de-

scribed as licensing and IP rights, your terms of agreement state 
that you get a license to use ‘‘user content,’’ which is described as 
information, data, things like that, that are generated by users of 
the service and transmitted to you. It goes on to say specifically, 
‘‘User content does not include genetic or health information.’’ I 
take it from this and the fact that licensing rights for individual 
genetic or health data are not mentioned anywhere else in your 
terms of service, that you also do not receive a licensing right or 
royalty rights to people’s individual genetic or health data. Is that 
correct? 

Mr. SELSAVAGE. I am not a lawyer, but, you know—— 
Mr. MIN. You do not own it. You do not own the data individ-

ually of people. You can use it for some purposes, for research, if 
they consent to it, but you do not have an ownership right, isn’t 
that? I think you just said that. Is that correct? 

Mr. SELSAVAGE. That is correct. Our customers own their data, 
and they control that data at all times. 

Mr. MIN. So, I want to re-ask the question. Could you share 
somebody’s individual data, genetic data, with Goldman Sachs or 
Elon Musk or with the Chinese Government? Could you sell it to 
the highest bidder? 

Mr. SELSAVAGE. You know, our policies state that, you know, ba-
sically we can actually—— 

Mr. MIN. Reclaiming my time. If I was really interested in the 
genetic data of Chairman Comer, could you sell? Could I buy 
Chairman Comer’s data if he was a client at your service? 

Mr. SELSAVAGE. No, you could not. 
Mr. MIN. Why not? 
Mr. SELSAVAGE. Because we do not have the right to share. 
Mr. MIN. Because you do not own it, right? You do not own the 

rights to that. Could you sell the homes of your customers? Could 
you sell any other assets they owned? The answer is no, because 
you do not own that, right? So, you do not own people’s genetic or 
health information. So, I guess I am really just wondering why you 
think you can sell this data at an individual level to a third-party 
company that is coming in. I know you are talking about protec-
tions on that data, but I am just wondering. I am not a customer 
of yours, but for those who are, including my constituents, why are 
you selling their genetic data when you do not own it? 

Mr. SELSAVAGE. You know, the terms of service and the agree-
ments at 23—— 

Mr. MIN. I looked at your terms of service, yes. 
Mr. SELSAVAGE. It mentioned that we can basically, in the event 

of a sale of the company, or a bankruptcy of the company, that the 
data can be transferred to the new company. 

Mr. MIN. Look, 23andMe, what you guys do, I think at your 
height, you seem like you are doing great things, but you fall into 
a clear regulatory gap here between HIPAA and GINA, as I think 
has been described. And I think this is one of those rare instances 
where my Republican colleagues and I all, we all agree on the prob-
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lems that this raises, and I think it is clear that we need some kind 
of regulatory protection. So, I guess I am going to ask you, in the 
meantime, before we address this with law, I want to echo the 
point made by my colleague, Rep. Pressley, why won’t you commit 
to what seems like a very reasonable and commonsense opt-in pol-
icy, given that you are about to sell people’s individual level genetic 
data, very valuable information, very personal information. Why 
won’t you commit to doing that? It seems like a very reasonable 
thing to do. 

Mr. SELSAVAGE. Congressman, we believe our customers have al-
ready consented to the transfer of their data through the consents 
that they signed up for when they signed up for the service. Sec-
ond, we have provided the customers with notice of the bankruptcy, 
and we will be providing them with notice of who the company—— 

Mr. MIN. Do you check every email you read? 
Mr. SELSAVAGE. I do not. 
Mr. MIN. I certainly do not, and we certainly might miss an 

email or several emails like this. And I would just encourage you 
to think about an opt-in policy because what you are describing 
right now is the transfer and sale of data that is very, very per-
sonal, and I personally find it very outrageous that you are not al-
lowing people to opt in to this, not giving them that right, knowing 
that the open rates of your emails are probably very low. With 
that, I yield back. 

Chairman COMER. The gentleman yields back. I hate to interrupt 
this good bipartisan hearing, but at the request of the witnesses, 
we are going to take a 5-minute bathroom break. When we return, 
Mr. Timmons will be asking questions. So, pursuant to the pre-
vious order, the Committee will stand in recess for 5 minutes. 

[Recess.] 
Mr. HIGGINS. [Presiding.] The House Committee on Oversight 

and Government Reform Full Committee hearing titled, ‘‘Securing 
Americans’ Genetic Information: Privacy and National Security 
Concerns Surrounding 23andMe’s Bankruptcy Sale,’’ is back in ses-
sion. 

The Chair recognizes Ms. Greene of Georgia for 5 minutes for 
questioning. 

Ms. GREENE. Thank you, Mr. Chairman. Ms. Wojcicki—I am 
sorry, I apologize—you co-founded 23andMe in 2006 and took the 
company public in 2021. Is that correct? 

Ms. WOJCICKI. That is correct. 
Ms. GREENE. And this is all about DNA, which we would call 

science. Is that right? 
Ms. WOJCICKI. It was really about how individuals can learn 

about their genetic information. 
Ms. GREENE. Right, but DNA and the study of it is science. Is 

that correct? 
Ms. WOJCICKI. It is about learning about their family, their an-

cestry, science, and their health risks. 
Ms. GREENE. Okay. So, it is science. Now in 2001, you reposted 

Dr. Raven the Science Maven, who reposted my post of a sign that 
I kept outside of my office that said, ‘‘There are two genders: male 
and female. Trust the science.’’ And the attack on this, which you 
reposted, so you must have agreed with them was, ‘‘As a scientist 
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with a transgender parent, I need you to sit down. You do not 
know the science or the history. You trust the science. Science 
draws a difference between sex at birth and gender identity. The 
systematic institutionalization of gender is a product of coloniza-
tion.’’ What does colonization have to do with gender? 

Ms. WOJCICKI. I have not seen that in a long time. I do not—— 
Ms. GREENE. You reposted it, though, so you must have known 

something about it. Also, 23andMe, the company that you led at 
the time or that you are still there and you are trying to buy, ‘‘Op-
ponents of trans rights use the phrase ’trust the science’ to make 
false claims about sex and gender. We support what the science ac-
tually says, accepting and affirming trans people has a positive im-
pact on their health. Trust the science. Support trans health,’’ 
which is really interesting because in DNA it shows that there are 
only two sexes, two genders, male and female, and that should be 
something that you are intimately—you know, you are very tied 
into that since you founded the company, co-founded the company, 
took it public, and you want to buy it again. 

So, it is baffling that 23andMe, a company that specializes in 
DNA and people’s very personal information and how God has de-
signed human beings would support and continue to support the 
trans ideology, that this is something that can be changed. Have 
you ever seen any DNA or know of DNA that a biological male can 
give birth to a baby? 

Ms. WOJCICKI. No. 
Ms. GREENE. No. So, this is something that we know cannot be 

changed. That is scientific. That is the design of our DNA, and I 
do not understand, and I think most people do not understand, why 
23andMe would take such a hard-left political position supporting 
trans rights. And here is what is the really weird part about it is. 
It says, ‘‘This is one of the many reasons why we have been work-
ing to improve our products for trans and non-binary customers.’’ 
I thought your product is helping people understand their DNA, 
linking themselves with family trees, so I cannot comprehend what 
kind of product 23andMe could give to people who identify them-
selves in some other way. That does not make a lot of sense. 

Another thing that is hard to understand is, you know, the beau-
ty of DNA is that it is a beautiful design. It is God’s design down 
to the finest detail, a granular level of how we are made, but it also 
helps people link with their family trees. Yet, this is a letter that 
you put out after the SCOTUS ruling overturning Roe v. Wade, and 
you put out a letter very much against the ruling that the right 
should go back to the states. And you clearly put your own per-
sonal belief in here on the 23andMe social media that you are very 
much for the killing of the unborn, the killing of babies, which com-
pletely would destroy what your company is all about. How can we 
study DNA, how can we study people’s lineage if one of the very 
co-founders, and who wants to own the company again, supports 
the murder of the unborn, the murder of God’s design and the mur-
der of God’s creation, which we can link it to DNA? 

And Mr. Chairman, I am running out of time, but I think that 
is 100 percent against the science, and I think it is 100 percent 
against God. I yield back. 
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Mr. HIGGINS. The gentlelady yields back. The gentleman, Mr. 
Bell, is recognized for 5 minutes for questioning. 

Mr. BELL. Thank you, Mr. Chair, Ranking Member, and our wit-
nesses for being here today. And in Missouri, we are currently re-
covering from one of the largest natural disasters since 1959, which 
has left an impact statewide, with extensive damage to my district 
in the St. Louis region. As we recover from these storms, the threat 
of waste, fraud, and abuse lingers above the lives of the thousands 
of individuals impacted. These same individuals who are already 
exhausted and depleted from the mental turmoil and physical loss 
are now faced with the threat of fraud. Studies have suggested that 
individuals recovering from natural disasters are at a higher risk 
of being susceptible to scams. Many of these scams come in the 
form of imposters who are impersonating government officials, 
bank workers, or even FEMA employees, to acquire vulnerable in-
formation. 

These fraudsters preying on these vulnerable communities use 
the tactic of acquiring individual’s private information, like Social 
Security numbers, bank account numbers, and addresses, by posing 
as a resource to provide help but subsequently using the informa-
tion obtained for their own personal gain. Ms. Hu, do you agree 
that access to this personal information poses a significant threat 
to Americans’ livelihoods, especially those in vulnerable commu-
nities. 

Professor HU. Thank you, Congressman. I think that you are 
helping to elevate one of the critical issues about data privacy, and 
that is the way in which it can be exploited, particularly to those 
who are most vulnerable. And without comprehensive privacy laws 
or greater cybersecurity protections at the Federal level, I fear that 
we are going to continue to face these types of issues. 

Mr. BELL. And since we were talking about privacy, I am going 
to go off my remarks for a second. To the previous questions, I do 
not really care what your positions are on abortion. What I care 
about is that a woman has a right to make a decision with her own 
body, that people have a right to make a decision with their own 
body and healthcare choices. So, what we have seen with 23andMe 
is a breach of privacy that has left many communities vulnerable 
to foster attacks ranging from identity theft to risk from exposure 
of genetic data. I agree and recognize the need for comprehensive 
legislation that ensures transparency in the collection and use of 
personal data, along with stronger security measures and protec-
tions when it is handled by corporations, but I also know that the 
threat of fraud and abuse does not just lie in our corporations, but 
amongst our very own government. 

What we have been seeing over the last couple months is one of 
the largest fraudsters of them all, and his name is Elon Musk, who 
this Committee refuses to bring to this to a hearing to question. 
Musk, who has scammed the American people with false promises 
of efficiency and elimination of waste, fraud, and abuse has carried 
out the exact opposite. Musk and his DOGE team, or whatever you 
want to call them, have ransacked multiple Federal buildings 
under false pretenses, gathered sensitive and personal data and 
vanished, leaving others to pick up the pieces and rebuild. Sounds 
pretty similar to the tactics of disaster frauders to me. 
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It is our duty not only to hold corporations accountable, but also 
to hold anyone accountable who violates the privacy and safety of 
the American people. I will continue calling out and fighting back 
against fraudsters and protecting the individuals who need it most. 
Thank you, and I yield back to the Ranking Member. 

Mr. HIGGINS. Does the gentleman yield his time back? 
Mr. BELL. To the Ranking Member, yes. 
Mr. SUBRAMANYAM. Thank you for that. I yield back. 
Mr. HIGGINS. The gentleman yields. The gentleman from Ari-

zona, Mr. Biggs, is recognized for 5 minutes for questioning. 
Mr. BIGGS. Thank you, Mr. Chairman, and thank the witnesses 

for being here. I want each of you to answer this question as suc-
cinctly as possible. Who owns the genetic information at 23andMe? 
Ms. Wojcicki? 

Ms. WOJCICKI. What we have said in the past is that you, you 
are the individual, always owns their genetic information. 

Mr. BIGGS. Okay. So, look, I am going to leave it right there. The 
owner, you have said, basically the person who submitted their ge-
netic information. Mr. Selsavage? 

Mr. SELSAVAGE. The owner of the genetic information is the cus-
tomer at 23andMe. 

Mr. BIGGS. You agree with that, Professor Hu? 
Professor HU. In their terms, they say that they can sell data. 
Mr. BIGGS. Okay. Yes. So, yes, not that they can sell, but that 

the actual ownership rights, and when you own it legally, you got 
a bundle of rights. And then I think, Mr. Selsavage, you said that 
there is a license for use, and, Ms. Wojcicki, I thought I heard you 
say that, too, that that somebody opts in, they are providing a li-
cense for use, either for research or other use. Is that fair? You are 
operating under license agreement at that point? 

Mr. SELSAVAGE. Our customers basically provide consent for us 
to use their data. 

Mr. BIGGS. Strike that. Let us hold on. 
Mr. SELSAVAGE. Okay. 
Mr. BIGGS. Let us not get funny with words. Are you given the 

license to use it? 
Mr. SELSAVAGE. Congressman, with all due respect, I am not a 

lawyer. 
Mr. BIGGS. Okay. 
Mr. SELSAVAGE. You know, I do know that our customers are al-

ways given the right to consent or remove that consent to use their 
data for research purposes. 

Mr. BIGGS. Okay. All right. So, we will leave it there for a sec-
ond, and let us just get to liability because even in a license agree-
ment, you can breach a license agreement, and even if someone 
provides consent, you can abuse a consensual arrangement. And 
the question is, who has liability at that point, and I would suggest 
to you, 23andMe does. Would you agree with that, Ms. Wojcicki? 

Ms. WOJCICKI. I am not sure I understand the question. 
Mr. BIGGS. If you guys, 23andMe, were to violate what appar-

ently is not a license but some kind of consent agreement, you 
would have a liability for that, for failure to protect the markers? 

Ms. WOJCICKI. If 23andMe violated the consent, yes, then I 
would believe there would be an issue. 



46 

Mr. BIGGS. Mr. Selsavage, you agree with that? 
Mr. SELSAVAGE. Yes, I believe 23andMe has a duty to uphold the 

consent that our customers have agreed to and that we have 
agreed to with them. 

Mr. BIGGS. Okay. Professor Hu? 
Professor HU. Then yes, in the breach litigation, I think the class 

action shows that there was liability. 
Mr. BIGGS. Right. And so, let us now compare to just national se-

curity for just a moment. Professor Hu, what specific 
vulnerabilities in our current laws allow this data to be exploited, 
the data we are talking about that 23andMe is sitting on? 

Professor HU. Yes. I am deeply concerned that if it is, you know, 
faced with foreign investor, which has already been brought up, 
whether or not there could be other ways in which there could be, 
once there is a breach, that it can fall into a foreign adversary’s 
hands. 

Mr. BIGGS. Let us get back to the liability for just a second again 
because this is driving me crazy. As one who owns the genetic in-
formation—let us say I did—at any point you said I can withdraw 
consent. Can I order you to destroy that genetic information? 

Mr. SELSAVAGE. Yes, you can. Our customers always have the 
right of ownership. They can have complete control over their data. 
They can access it, and they can edit it. 

Mr. BIGGS. So, I am talking about, specifically, the sample as 
well as the data. Do you agree with that? 

Mr. SELSAVAGE. Yes. They can request a deletion of their data, 
which we will, and we would delete that data, and at the same 
time, if we had a saliva sample, which they agreed to have bio-
banked, we would destroy that as well. 

Mr. BIGGS. Professor Hu, Americans are really concerned about 
domestic surveillance programs. Believe me, FISA has been abused 
by our own government, et cetera. How can Congress prevent the 
U.S. Government from having unauthorized access to 23andMe’s 
genetic data? 

Professor HU. I think that what we need is to expand HIPAA, 
and we need to expand GINA. We need to have greater, I think, 
protections and cybersecurity assurances. 

Mr. BIGGS. So, I am going to lay this at you. With the abuse of 
FISA that we have seen, and these are massive databases being ac-
cumulated on American citizens, and inquiries being made by the 
FBI without any kind of judicial authority, nor with consent of the 
individual, do you think, Ms. Wojcicki and Mr. Selsavage, that 
23andMe has taken adequate protective measures to prevent incur-
sion from any state or non-state actor? I mean, you know you had 
the problem where you were hacked. So, what have you done then 
to make sure that you are secure against even things like the U.S. 
Government? And as a compound question, have you ever received 
a request from the Federal government or any other governmental 
entity to have access to a particular DNA sampling that perhaps 
might be in your database? 

Mr. HIGGINS. The gentleman’s time has expired, but the witness 
will be allowed to answer the question. 

Mr. SELSAVAGE. Okay. I will take the second question first. You 
know, the company has published, you know, on our transparency 
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page, which is a public page on our website, you know, requests 
that we have received from law enforcement with regard to DNA 
data that the company has held. At no time have we actually pro-
vided that data to law enforcement or other authorities. Second, 
you know, basically, after the cybersecurity incident, we have taken 
additional steps to secure the data that we have at 23andMe from 
both, you know, foreign actors or any type of threat actor, includ-
ing, you know, providing additional encryption over the data, you 
know, hiring, putting in additional security measures. And for sim-
ple access to customer accounts, adding in two-factor authentica-
tion and requiring all our customers to reset their passwords and 
ensuring those passwords and usernames have not been used in 
other compromised websites. 

Mr. HIGGINS. I thank the gentleman. Mr. Timmons from South 
Carolina is recognized for 5 minutes for questioning. 

Mr. TIMMONS. Thank you, Mr. Chairman. I want to focus on the 
potential of your data being used for bioweapons. You have the sec-
ond largest collection of DNA behind AncestryDNA. Is that correct? 

Mr. SELSAVAGE. That is correct. 
Mr. TIMMONS. So, the internet says 25 million is what 

AncestryDNA has. You are at, what, 14 million, 15 million? 
Mr. SELSAVAGE. That is correct. 
Mr. TIMMONS. And you agree that there is the potential that a 

rogue actor or an evil nation-state could use the genetic data that 
you or AncestryDNA has gathered to then create a targeted bio-
weapon that would target people of certain geographic locations, 
ethnicity. You could even do eye color. Is that scientifically pos-
sible? Would you agree? You are not a scientist, but—— 

Mr. SELSAVAGE. Congressman, I am not a scientist, but I under-
stand. 

Mr. TIMMONS. Well, the research abounds, really, the last two 
decades, it shows that should a nation-state or a well-funded rogue 
actor be willing to engage in such atrocities, they could do that, 
and realistically, in order for that to be effective, they would need 
a very large amount of data from all over the planet. As you con-
sider how this bankruptcy is going to be resolved, is that front of 
mind, or are you going to make sure that the vast amount of data 
that you have is not going to fall into the hands of an evil actor. 
Is that fair? 

Mr. SELSAVAGE. That is fair. First, let me say that as part of the 
bankruptcy process, the special committee of 23andMe has com-
mitted to ensuring that under no circumstances will we sell this 
data to any foreign adversary, including any enterprise controlled 
by China, Russia, Iran, Venezuela, North Korea, or any foreign ad-
versaries to the United States. Second, you know, we have two 
final bidders in the auction process for 23andMe, both of those, 
TTAM Research Institute and Regeneron are American enterprises. 
Regeneron an American pharmaceutical company, a public com-
pany with $55 billion—— 

Mr. TIMMONS. Thank you for that. That is helpful. Before I go 
to Ms. Wojcicki, I want to point out that while every individual 
technically owns their data that you have, it is comical to think 
that that ownership is real, because the likelihood of even one per-
cent of the individuals who have used your service asking you to 
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delete their data is virtually zero. I actually did 23andMe, so I 
mean, while I do own my data and I could probably log in and try 
to figure out how to delete it, I am not going to do that. Nobody 
else that has used your business is going to. Ms. Wojcicki, when 
you were CEO, did you or your board ever consider the national se-
curity implications of selling licensing or sharing genetic data with 
research institutions abroad, including those in China? 

Ms. WOJCICKI. We talked about things like that extensively. 
Mr. TIMMONS. And did any foreign actor attempt to purchase any 

data for research purposes or other? 
Ms. WOJCICKI. No. 
Mr. TIMMONS. So, WuXi Heathcare Ventures was an investor. 

They had direct ties to the CCP and the PLA. Is that—they were 
just, we will give you money but we want to hear about what you 
are doing but we do not need any from that, is that fair? 

Ms. WOJCICKI. It was $150 million that we raised in that round. 
They were a $10 million investor. They had no board seat, no ac-
cess. 

Mr. TIMMONS. And your investors have no access to any informa-
tion? 

Ms. WOJCICKI. No access to information. 
Mr. TIMMONS. But they would get, I would imagine, industry up-

dates that show progress? 
Ms. WOJCICKI. I do not have access to my records. I do not be-

lieve they were a large enough investor. 
Mr. TIMMONS. Is it fair to say that AncestryDNA has continued 

to be successful versus 23andMe largely because they stayed fo-
cused on giving customers their ancestry history as opposed to 
23andMe was, kind of, trying to engage in secondary lines of effort? 
Genetic testing to, kind of, help people understand potential health 
issues they could have? Is that where things might have gone 
wrong? 

Ms. WOJCICKI. Ancenstry.com actually has a very expensive 
monthly subscription to be able to look at old historical records. 
Versus 23andMe has really been about the acceleration of knowl-
edge around human genetics for the benefit of all of us to be 
healthier. 

Mr. TIMMONS. So, they were successful where you all have clear-
ly failed because they just stayed true to the main business model 
and you all expanded, is that fair? 

Ms. WOJCICKI. I would say, our mission, since the beginning, was 
to help people access, understand, and benefit from the human ge-
nome. And that benefit has always been about the benefit of 
human health and that understanding. So, the two companies are 
incredibly different. 

Mr. TIMMONS. Okay. Thank you, Mr. Chairman. I am out of time. 
I yield back. 

Mr. HIGGINS. The gentleman yields back. The gentleman from 
Texas, Mr. Sessions is recognized. I stand corrected. Mr. Frost is 
recognized for 5 minutes for questioning. 

Mr. FROST. Thank you, Mr. Chair. The Federal government must 
play a bigger role in protecting our personal data, not just from 
criminals or foreign adversaries, but from law-abiding American 
companies as well. 23andMe holds the genetic information of more 
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than 15 million people and is one of the largest collections of 
human DNA in the entire world. They have complied with our very 
basic laws by not sharing data with insurance companies or law 
enforcement unless legally required, and providing some terms of 
service disclosures up front, but that is not enough. 

Printed here is the terms of service and U.S. privacy policies that 
users review before opting in. It is about 20 pages. Buried in the 
privacy policy are the lines, ‘‘If we are involved in a bankruptcy, 
your personal information may be accessed, sold, or transferred as 
a part of that transaction.’’ Mr. Selsavage, did I say it right? 

Mr. SELSAVAGE. That is correct. 
Mr. FROST. Do you know approximately how many people read 

online terms of service that they agree to? 
Mr. SELSAVAGE. I do not, but, you know, one thing we did—— 
Mr. FROST. It is about ten percent, less than ten percent. Less 

than ten percent of people will read the online terms of services 
that they agree to, according to the Pew Research Service. 
23andMe customers are now panicking. Simple notice is not going 
to be enough. Professor Hu, why does our personal genetic informa-
tion hold so much value in the open market? 

Professor HU. Thank you for that question, Congressman. I think 
that it is highly incentivized by the black market because of the 
way in which it can be exploited and the way that it can be used, 
especially in our AI age. I think that, increasingly, there is great 
value in that type of personal data that can then serve multiple 
purposes. 

Mr. FROST. Why should consumers or people not want their in-
formation just available for purchase by the highest bidder? 

Professor HU. Well, I think, especially in this instance, it is so 
critical for us to look at the way in which we do not have a com-
prehensive system of protection. We have a very siloed system in 
the United States where we look at all of this individually within 
its field, but, really, the impact is integrated, and especially with 
AI technologies, we are going to see an increasing integration. 

Mr. FROST. Yes. No, you are 100 percent right. I mean, Congress 
has failed to deal with this for a long time. How could 23andMe’s 
bankruptcy proceedings lead to the release of people’s private ge-
netic information? 

Professor HU. Well, I have multiple concerns about whether or 
not, in the time of bankruptcy, whether the cybersecurity and the 
data protection protocols will be foremost. And I completely under-
stand the commitments that have been made in the past, and they 
have been known as a very strong company in their data privacy 
and cybersecurity protections. But it is a time of chaos when you 
are in financial duress and when you are now transferring, poten-
tially, the company to others, even if there are promises up front 
that you carry over those prior commitments, it is really uncertain, 
and I think that that is why people are panicking. 

Mr. FROST. When it comes down to strengthening privacy regula-
tion for our personal data that is held by corporations, what exam-
ples can we pull from in terms of state laws? 

Professor HU. Well, there are several states now that have very 
strong data privacy protections, and there are also states that are 
now leading the way in genetic privacy and biometric information 
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privacy. And I think that if Congress were to help to understand 
how best to, you know, bring further protections, strengthening 
GINA, strengthening HIPAA, then I think that we could get much 
farther. 

Mr. FROST. Are there any approaches that have not been tried 
yet? 

Professor HU. Well, I think that Colorado, for example, with their 
high-risk AI, you know, Consumer Protection Act, is a model of bor-
rowing from the EU in looking at what types of technologies and 
what type of AI systems or data-driven systems are going to pose 
the greatest risk, and I think that is something that Congress 
could examine. 

Mr. FROST. Yes. Genetic research has had lifesaving results, and 
large amounts of data can only assist in this work, but the loss of 
data privacy cannot be collateral damage for these breakthroughs 
and innovation must not mean surrender to corporate control. This 
is not about one company, but in the battle between people’s data, 
privacy, and corporate profits, the people usually lose. And I hope 
that both my Democratic and Republican colleagues can agree that 
it is imperative and past time for Congress to step in on this. 
Thank you. I yield back. 

Mr. HIGGINS. The gentleman yields back. The gentleman from 
Texas, Mr. Sessions, is recognized for 5 minutes for questioning. 

Mr. SESSIONS. Mr. Chairman, thank you very much, and for this 
hearing today, most interesting on both sides. 

Ms. Wojcicki, you and I met on 1/20/2015, up at the Rules Com-
mittee. I was Chairman of the Rules Committee at the time and 
covered much of the things that we are covering today with a dif-
ferent viewpoint, perhaps back then, although we understood that 
there were Members of the House, soon to be Senate, who did hold 
very dear thoughts about privacy and the things that would come 
with that. 

I have three questions. The first one is, I assume, for anyone who 
can answer it, who is going to decide who gets the company? Is it 
the bankruptcy judge? 

Mr. SELSAVAGE. It is first a recommendation from the special 
committee of 23andMe to evaluate the two final bidders to ensure 
that there is a highest and best bid for the company. That rec-
ommendation will then be presented to the bankruptcy court for 
the bankruptcy court’s evaluation. 

Mr. SESSIONS. So, recommendation, and, theoretically, it could be 
of highest bidder. Is the bankruptcy judge then going to determine 
the remaining value of what happens in that disposition of the 
bankruptcy amount? 

Mr. SELSAVAGE. It is the bankruptcy court which will determine 
what happens with the proceeds from the sale, if that is what your 
question is. 

Mr. SESSIONS. Thank you. Anyone disagree with that? 
[No response.] 
Mr. SESSIONS. Thank you. Data that is being held, I see the term 

often that might be reserved for the term research. This is used for 
research. Is there a corresponding value where a person, 23andMe, 
would ping back a person if they discovered that all of a sudden, 
something appeared in the marketplace that would correspond to 
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some DNA markers that then 23andMe recognize, hey, we have a 
trial. We have an answer. We have dated information. Could we 
get you to take part in a trial? Is there a moving back from 
23andMe to a person that was whose data you had? 

Ms. WOJCICKI. Yes. It is a great question. So, we actually call, 
this was the flywheel, is that when we set out the company, we 
wanted to create a research platform that was actually what we 
say, by the people, for the people, so that if the consented cus-
tomers wanted to go and research a topic, that we could go and all 
collectively come together, input that information, research it, and 
then we would actually put that back to customers as a new report. 

Mr. SESSIONS. So, this means to me that 23andMe has data and 
information specific to what might be new research or something 
that appeared in science, a trial, data, and information where you 
can link that back to the individual. And I had heard people, per-
haps, though, and I could be wrong, this panel say there is no di-
rect link back to a person. Is it based upon if a person opted into 
that, or do you have it even if someone did not opt in, a way that 
you could, as part of the service, tell them ten years later, 12 years 
later, hey, we believe on predictive analysis of what we have 
learned, you have something on the surface or deep in your DNA, 
we want you to be aware of something? 

Ms. WOJCICKI. So, it is a great question and two very different 
parts of the service. So, customers have the ability to opt in to re-
search, and in that research part, the scientists are doing dis-
covery. 

Mr. SESSIONS. So, they would have had to have opted in in the 
beginning, and perhaps that was the value of 23andMe. At least it 
was in 2015 that you and I spoke about. 

Ms. WOJCICKI. They have the ability to opt in. We make a dis-
covery. Once we have made a discovery, for instance, we have what 
is called polygenic risk scores on areas like type 2 diabetes. Once 
we say we have validated, we have the ability to predict, poten-
tially, who is at higher risk for type 2 diabetes, we turn that into 
a report. And one of the features of 23andMe as a customer who 
is buying into the subscription is we continuously update your ac-
count with new information as it is coming. 

Mr. SESSIONS. So, my point in saying this, and I am sorry to cut 
you off—I have got about one second left—there is a direct link 
that with the sale of 23andMe, you would have corresponding data 
specific to an individual. Thank you very much. I appreciate you 
being here today. I hope that this stuff is on a website, FAQ, fre-
quently asked questions, or something. There are a lot of people 
that are here today talking about fear. I think fear is a very nega-
tive way to look at things. I think education is. So, I hope you are 
able to make sure, if you need to update it, that you are looking 
at that and appropriately answering questions perhaps that Mem-
bers had today. Mr. Chairman, I want to thank you for the 29 sec-
onds extra. I yield back my time. 

Mr. HIGGINS. The gentleman yields. Mr. Crane, the gentleman 
from Arizona, is recognized for 5 minutes for question. 

Mr. CRANE. Thank you, Mr. Chairman. According to public re-
porting, individuals with Jewish and Chinese heritage were tar-
geted in the hack. It happened a couple of years ago at 23andMe. 
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Ms. Wojcicki, why were Chinese and Jewish individuals targeted 
during this hack? 

Ms. WOJCICKI. That is a great question. I do not believe it was 
specifically those individuals. It was definitely something that was 
reported in the media, and there were a lot of Jewish relatives that 
were in some of that information, but I do not believe it was nec-
essarily a specific attack on those. It was the credential stuffing. 

Mr. CRANE. But didn’t one of the individuals say that he would 
sell information about individuals with Jewish heritage? 

Ms. WOJCICKI. They did report that they said that. 
Mr. CRANE. Okay. Interesting. Having people’s personal DNA 

profiles unsecured is obviously a very serious issue, could be used 
to develop bioweapons, force readiness analysis, Black Miller coer-
cion, and pharmaceutical targeting. I noticed when Ms. Pressley 
asked if you would allow consumers who had submitted their DNA 
to 23andMe to erase their data from the site before the sale to a 
new buyer, neither of you could answer yes. I want to go into that 
for a second. Why could neither of you answer yes, if both of you 
claim that the end of it, the owners of the DNA, is actually your 
customers? 

Mr. SELSAVAGE. Our customers always have control over their 
data. You know, basically, they can access their data. They can edit 
their data. They can opt in or out of any research consent, and 
most importantly, at any time they so choose to, they can delete 
their data. In the case of—— 

Mr. CRANE. Then why can’t you answer Ms. Pressley’s question 
that way? Do you remember that question, sir? 

Mr. SELSAVAGE. I do not remember the exact question she asked, 
but for our customers, you know—— 

Mr. CRANE. Her question, sir, was will you give your customers 
the ability to opt back in before the sale to a new owner that they 
did not submit their data to? 

Mr. SELSAVAGE. I believe her question to me was will we give 
people direct notice to say that they can opt in or out of keeping 
their data. You know, what I am saying today is, at any time, and 
this has been the case since the founding of 23andMe, that cus-
tomers can delete their data. It is an automated process. They sim-
ply go into their account, like, you know, go to the settings and 
they can click delete their data. It is an automated process. We de-
lete all their digital data. And if they have biobanked the sample 
and consented to that, we destroy that sample, and we do that 
timely, and we have done that for every customer who requested 
us since, you know, since inception, including the large number of 
customers who requested deletion of their data since the bank-
ruptcy. 

Mr. CRANE. How difficult is it to do that, Mr. Selsavage? 
Mr. SELSAVAGE. I think it is very simple. I mean, I think it prob-

ably takes somebody less than 5 minutes to go into their account, 
go to the settings, click ‘‘delete my data,’’ and for the company, it 
is an automated process. 

Mr. CRANE. Mr. Selsavage, you said you are very confident that 
American data will not wind up in the hands of a bad actor. Did 
you say that a few minutes ago? 

Mr. SELSAVAGE. I did, Congressman. 
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Mr. CRANE. How can you make that claim when seven million 
users have already had their information stolen? 

Mr. SELSAVAGE. Congressman, you know, the cyber incident at 
23 was very regrettable, and we have apologized for that to our 
customers. The data that was actually released in that cybersecu-
rity incident was, you know, mostly DNA relative data, and while 
it is customer data that was revealed, we believe we have since, 
you know, enhanced the security at 23andMe where we always 
maintain that as a top priority for the company. And then second 
is through the sale process, we are ensuring that the sale of the 
company will not go to any company that is a foreign adversary to 
the U.S. 

Mr. CRANE. Ms. Wojcicki, did I say that right? 
Ms. WOJCICKI. Wojcicki. Yes, right. 
Mr. CRANE. Wojcicki, sorry. You said the same thing that you 

were very confident that data would not wind up in the hands of 
a bad actor. I mean, you have been in this space for a long time. 
You know hacks happen every single day. You know that many na-
tion-states that are adversarial to the United States of America 
have very robust cybersecurity operations. How can you be con-
fident when seven million of your customers have already had their 
data stolen? 

Ms. WOJCICKI. Just to reiterate, I am not part of the bankruptcy 
process other than the fact that I am an active bidder. During my 
time at the company, we did very proactive steps, for instance, like 
I mentioned, keeping the genetic information separate from all the 
identifiable information. So, we tried to create a structure where 
even if there was some kind of breach, that you would not be able 
to reconnect those and identify back to the individuals and who 
they were. So, in the cyber incident, it was, as Mr. Selsavage was 
saying, a lot of it was DNA relatives’ names and small amounts of 
information, so it was mostly those names. 

Mr. CRANE. Okay. Thank you, Mr. Chairman. I yield back. 
Mr. HIGGINS. The gentleman yields. I recognize myself for 5 min-

utes for questioning. 
I think it is important to note, and as America observes this fas-

cinating hearing, that digital data is not secure. You have reports 
of, according to my research, about 27 percent of Fortune 500 com-
panies have had major data breaches. These are the wealthiest 
companies, the most advanced security systems. Data breach sta-
tistics show a significant increase in both the number of breaches 
and the number of records exposed within those breaches. 

For example, in the United States, the number of data breaches 
increased from 447 in 2012 to over 3,200 in 2023. In 2023, 353 mil-
lion individuals were impacted by data compromises, and globally, 
data breaches exposed over 818 million data sets in the first quar-
ter of 2024. It was intellectually unsound to discuss digital data as 
if it was secure, and therein lies the problem because, Ms. Wojcicki, 
23andMe, congratulations on the success of the company. I am a 
Republican. I support free enterprise. Glad you had a good run, but 
let us talk about the issue right now because 23andMe began with 
a DNA swab, and that swab was sent in to a laboratory, I presume, 
23andMe, and that laboratory analyzed that physical data and cre-
ated a digital file. Is that correct? 
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Ms. WOJCICKI. Yes. 
Mr. HIGGINS. Okay. We are moving quickly. I am just summa-

rizing here for the American people. You send in a swab. It is phys-
ical DNA that is received by a laboratory and transitioned to a dig-
ital file. At that point, America, no longer secure. And I need to 
only point to modern history and data breaches and digital theft, 
but let us move a little bit deeper into this consideration. In these 
laboratories in 23andMe, did you have Chinese nationals working, 
ma’am? 

Ms. WOJCICKI. So, 23andMe contracted with LabCorp. 
Mr. HIGGINS. Yes, did you have Chinese nationals working in 

laboratories that were processing the DNA physical data and 
transitioning that data to digital files? 

Ms. WOJCICKI. So, Labcorp is a public company. It is one of the 
largest lab testing—— 

Mr. HIGGINS. Yes or no. Were there? 
Ms. WOJCICKI. I did not control their hiring. 
Mr. HIGGINS. Would you believe me when I tell you the answer 

is yes? Yes, Chinese nationals. Listen to this, America: you sent in 
your DNA on a swab. No problem. That is cool to check your family 
history and your family tree, you know. I did it, too, but the expec-
tation of privacy of your digital data was gone the moment you put 
that thing in the mail, and now Congress has to determine whether 
or not we are going to allow the abject sale of that data. And let 
me just say that we are going to draft legislation, Mr. Selsavage. 
We will draft legislation. I do not know if we will get it right be-
cause it is complex. I would estimate there will probably be a dozen 
different iterations of legislation covering DNA digital data control 
over the next decade, but Congress must act in response to this 
newly emerging threat because you are not just talking about 15 
million people with 23andMe. 

According to my research, over the course of 30 years, 15 million 
people become 100 million descendants. It is the same basic DNA 
profile, therefore subject to the same threat of biological 
weaponization of that DNA profile, and that DNA profile exists in 
the digital realm where we already acknowledge it is not secure. 
So, this body is going to create legislation, and that legislation will 
impact the sale of this data, so both of you have a stake. Quickly, 
ma’am and sir, advise this body, will you be available for consulta-
tion to this Committee as we work through what legislation will 
look like? 

Ms. WOJCICKI. I would be honored to help and participate how-
ever I can to help make sure that genetic—— 

Mr. HIGGINS. However, you can. Thank you, ma’am. Good sir? 
Mr. SELSAVAGE. And likewise, I would be happy to help. 
Mr. HIGGINS. Professor Hu, we are going to need you. Will you 

be available? 
Professor HU. Absolutely. 
Chairman COMER. Thank you. My time has expired. The Chair 

recognizes Mr. Gill for 5 minutes for questions. 
Mr. GILL. Thank you, Mr. Chair. 
Mr. HIGGINS. I stand corrected, Mr. Gill. I apologize. Ms. Crock-

ett has arrived. Ms. Crockett is recognized for 5 minutes for ques-
tioning. I apologize, Mr. Gill. 
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Ms. CROCKETT. Thank you so much, Mr. Chair. Despite the 
messy breakup we all saw unfold last week between the world’s 
richest billionaire and the world’s pettiest billionaire, we cannot 
forget the damage Elon Musk and President Trump have done to-
gether to our government, national security, and Americans’ pri-
vacy. Republicans are holding this hearing acting like they care 
about protecting your privacy, pretending like their President is 
not out there trashing privacy and cybersecurity laws to build pro-
files of Americans’ sensitive information that could give him unpar-
alleled power to control what we say and what we do. That is right. 
Whistleblowers have told the Committee that DOGE is carrying 
around ‘‘backpacks full of laptops to combine protected data from 
different agencies and that DOGE is not notifying Americans that 
their data is being moved around even though they are required to 
do so by Federal law.’’ Professor Hu, why do Federal laws like the 
Privacy Act and the Federal Information Security Management Act 
place safeguards around how the Federal government handles and 
uses Americans’ data? 

Professor HU. Thank you so much, Congresswoman, for that 
question. I think that it is absolutely critical to see the urgency of 
this moment in history, that as we are asking 23andMe to exercise 
such care and moral obligation to safeguard our national security 
interests, that we also ask that of our own Federal government and 
that we look to the laws that we have, such as the Privacy Act and 
FISMA, as reasons why it is so critical, not only because of the his-
tory of potential abuses and misuses that we have seen in the past 
and also the vulnerabilities that led to the enactment of those laws, 
but because of the critical national security issues that are emerg-
ing, especially in light of AI warfare. 

Ms. CROCKETT. Thank you so much. Professor Hu, let me ask you 
one more question. How does DOGE’s haphazard and cavalier han-
dling of American sensitive data present privacy and security risk? 

Professor HU. I think that what we really need to understand is 
that aggregation and that consolidation of data opens us up to a 
great deal of targeting and also the type of misuse and abuse of 
that data. And without making sure that we reinforce the systems 
that we have put in place previously and those specialists and ex-
perts that we had hired previously to safeguard those systems, we 
are really jeopardizing, I think, Americans’ privacy. 

Ms. CROCKETT. Yes, it seems like we decided to leave all our 
valuables in the car out where everybody can see it and the door 
is unlocked. That is what it feels like, but I digress. 

Our Federal agencies are tasked with protecting cybersecurity 
and maintaining critical IT infrastructure that has been gutted by 
this Administration. Almost a thousand employees were fired or 
forced out of the Cybersecurity and Infrastructure Security Agency, 
better known as CISA, weakening America’s cyber defenses. Pro-
fessor Hu, how will these workforce cuts jeopardize our Nation’s 
ability to protect Americans’ data from cyberattacks? 

Professor HU. Yes. I think that we need to understand the crit-
ical role that these agencies and professionals, including CISA, the 
Cybersecurity and Infrastructure Security Agency of the Depart-
ment of Homeland Security, the role that they play in making sure 
that they safeguard all of our critical infrastructure. And without 
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the proper staffing, we are throwing ourselves into a great deal of 
jeopardy. And I think that we also need to recognize the potential 
conflict of interest here of those that are trying to dismantle these 
cybersecurity systems. 

Ms. CROCKETT. Thank you so much. As another example, 
Trump’s Acting Director of the Consumer Financial Bureau of Pro-
tection, which Trump is also trying to unconstitutionally dismantle, 
recently killed a bill that would have shielded Americans’ sensitive 
information from data brokers. Instead of protecting Americans 
from companies that sell their address, email, phone number, fi-
nancial data, political affiliation, religious beliefs, and other sen-
sitive information, Trump is letting them run wild. 

I would ask unanimous consent to enter into the record a Wired 
article titled, ‘‘CFPB Quietly Kills Rule to Shield Americans From 
Data Brokers.’’ 

Mr. HIGGINS. Without objection, so ordered. 
Ms. CROCKETT. Thank you so much. Congressional Democrats 

and American people are rightfully concerned that their sensitive 
information is being used, abused, and pulled without regard to our 
Nation’s privacy and information security laws. And we will not 
forget that just last week, Republicans made us wait more than 
half an hour while they scrambled to get their Members into this 
committee room for a hearing that they called yet did not bother 
to attend because Democrats had the votes to subpoena Elon Musk. 
If they agree with what Elon has done, why are they so scared to 
hear from Elon himself? Maybe now that Elon broke up with Don-
ald, the Majority will finally join us in demanding answers from 
Mr. Musk’s time within this Administration. 

Let me tell you something. We have seen that this Administra-
tion has decided to go after students because of things that they 
have said. We have seen people get fired because they refused to 
pledge their loyalty to this daggone cult. This is absurd, and we do 
not need people being targeted. They are weaponizing us while at 
the same time making us very vulnerable to those that want to 
hurt us the most. 

Now, listen, I never sent my DNA to anybody, so I do not know 
where I was stolen from. I am going to tell you right now, I did 
not do it because I was concerned because there is a history, espe-
cially when it comes to Black folks, with taking our stuff. So, I did 
not do it. So now, I sit here clueless about my heritage. But I tell 
you that having a hearing on this issue brings about all of those 
worst fears for me, though, the fact that our data is just out there 
and our personal biographical information. So, I am just going to 
ask any and everyone around the science world so that we can 
make sure that we move forward in this country, when it comes to 
science, we got to make sure that we are protecting people’s infor-
mation as we are trying to move forward, whether it is AI, whether 
we are talking about things such as our genes or otherwise. Thank 
you so much, and I yield. Thank you so much, Mr. Chair. 

Mr. Comer [Presiding]. The Chair recognizes Mr. Gill from 
Texas. 

Mr. GILL. Thank you, Mr. Chair, and thank you for holding this 
hearing on a very important topic, which is data privacy. But I 
have got a couple of other things that I want to talk about while 
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we are here, related to this. Ms. Wojcicki, is that how you pro-
nounce it? 

Ms. WOJCICKI. Yes, Wojcicki. 
Mr. GILL. Wojcicki. Okay. Thank you for being here and taking 

the time. 23andMe has really, over the past few years, gone out of 
its way to show how woke it is, and one of the things that it has 
been promoting, amongst many others, is a variety of different pro-
nouns. Here is a tweet that you guys put out in June 2021. I just 
want to ask you, what does E mean as a pronoun? It is E. 

Ms. WOJCICKI. To be honest, I am not sure. 
Mr. GRILL. Okay. Do you know what M means as a pronoun? 
Ms. WOJCICKI. I am also not sure. 
Mr. GILL. Okay. Don’t you think it is important to know what 

these mean? In this post you wrote, or somebody on your comms 
team wrote, that using the correct pronouns impacts trans people’s 
health, can reduce the risk of depression and suicide. That is a 
pretty serious claim. It seems like if you are going to demand peo-
ple use these pronouns, you would know what they mean, right? 

Ms. WOJCICKI. I delegate. 23andMe had a lot of people. We had 
six, seven people. 

Mr. GILL. Right. You were CEO though, right? 
Ms. WOJCICKI. I was CEO, but it does not mean I can oversee 

every single post. 
Mr. GILL. Well, this is a very, very politically charged post that 

you guys put out. I would think that you would have a view on 
that. Can you tell us what is the difference between ZE and XE? 
One of them is ZE and one is XE? 

Ms. WOJCICKI. I am not up to speed on that. 
Mr. GILL. Okay. Does it concern you that not understanding this 

might increase the risk of depression and suicide amongst trans 
people? 

Ms. WOJCICKI. I support my research team that felt that, you 
know, it is important for us to be inclusive of everybody and it was 
very much grounded. 

Mr. GILL. I agree, but it does not seem very inclusive if you do 
not know what they mean, right? 

Ms. WOJCICKI. I respect the social team and the research team 
that put that post together. 

Mr. GILL. But you do not know what any of these pronouns 
mean, but you guys are promoting it? 

Ms. WOJCICKI. I assume it is different ways people like to be re-
ferred to. 

Mr. GILL. What about HIR? What does that mean? 
Ms. WOJCICKI. I do not know either. 
Mr. GILL. What about FAE/FAER, F-A-E/F-A-E-R. 
Ms. WOJCICKI. Again—— 
Mr. GILL. You would agree these are pretty unusual things, 

wouldn’t you? 
Ms. WOJCICKI. I think they represent a lot of the diversity in this 

country. 
Mr. GILL. Okay. I am trying to understand the diversity and I 

am asking you what they mean. I will give you one more chance. 
Do you know what ZE, HIR, XE, XEM, FAE, FAER, E, EM mean? 

Ms. WOJCICKI. I do not. 
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Mr. GILL. Okay. Does that concern you that you do not know it? 
According to your own post here, understanding these and using 
the correct pronouns would improve your product for trans and 
non-binary people. It seems like this is directly related to the prod-
uct. 

Ms. WOJCICKI. Again, it was the social team and the research 
team that felt strongly around putting—— 

Mr. GILL. Well, you were CEO, so you cannot pawn off responsi-
bility to somebody else here. What about bathroom access? On 
23andMe’s website—I have got it up here on my phone—there is 
a 23andMe blog and there is a little subheading about bathroom 
access. Is it still 23andMe’s official position that men should be 
using women’s restrooms? 

Ms. WOJCICKI. I am not at 23andMe anymore. 
Mr. GILL. Okay. Was it while you were at 23andMe? 
Ms. WOJCICKI. I think we had non-gendered bathrooms as well. 
Mr. GILL. Well, that is not what this is referring to. This is refer-

ring to laws that seek to force, in your own words, force trans indi-
viduals to use a restroom that does not correspond to their gender 
identity. While you were there, was it 23andMe’s position that men 
should be using women’s restrooms? 

Ms. WOJCICKI. I think our position was just to make sure that 
we are applicable to laws. 

Mr. GILL. This is not in reference. This is actually against laws 
that would stop people from using the wrong restroom. 

Ms. WOJCICKI. Yes. 
Mr. GILL. So, this is actually against laws. 
Ms. WOJCICKI. I do not have that post in front of me, so I cannot 

comment specifically. 
Mr. GILL. Was it 23andMe’s position while you were there that 

children should be trans’d because that is on this website as well. 
Ms. WOJCICKI. I do not know specifically what you are referring 

to. 
Mr. GILL. I can read you a little bit about it: ‘‘supports gender- 

affirming healthcare, such as hormones and surgery for trans 
youth.’’ 

Ms. WOJCICKI. I think 23andMe referred specifically to some of 
the pediatric guidelines. 

Mr. GILL. Sounds to me like you took a genetics company, which 
you built, and congratulations for doing that, and turned it into a 
woke social justice organization. You want to run away from that 
now. It does not sound like you even knew what you were talking 
about at the time. You do not know what any of these pronouns 
mean and now realize that this is politically not very popular. It 
says a lot about where your convictions were and what you meant 
here. So, thank you, Mr. Chairman. 

Chairman COMER. Thank you. And just one last question before 
we go to a brief closing statement. I am sorry, go ahead. 

Mr. MIN. Thank you, Mr. Chair. I just will note that several of 
our Republican colleagues spent so much time talking about trans, 
and this is the Oversight Committee. This is a hearing about ge-
netic information. I think it is fair to say that a number of my Re-
publican colleagues seem obsessed with trans issues as opposed to, 
say, things like the corruption we are seeing in our government, 



59 

the illegal removals and deportations of citizens and people here on 
permanent residence and permanent green cards and student 
visas. 

But this is an important hearing because Americans do deserve 
to know what the sale of 23andMe will mean for their sensitive ge-
netic data. While 23andMe’s privacy policies currently allow cus-
tomers to delete their data from the company, the next buyer of 
23andMe could do away with these types of safeguards for its 15 
million customers. Despite today’s testimony from the current and 
former CEO of 23andMe, customers’ visibility into their data, 
where it may be sold, and what the company’s third-party partners 
do with it is extremely opaque. 

In addition, it is clear that no comprehensive Federal data exists 
to limit companies like 23andMe from selling their data to third 
parties. The collection and storage of copious amounts of sensitive 
personal information, whether it is in 23andMe’s database or in the 
Federal databases containing Americans’ sensitive information, cre-
ates a clear target for hostile actors. Sensitive data can be subject 
to exploitation both for national security purposes, whether it is the 
CCP, Russia, or other foreign adversaries, or for consumer exploi-
tation, including by data brokers and advertising and market ana-
lytics providers. 

Our Nation’s Federal laws have not kept up with technological 
advances or the potential threats from malicious and foreign actors. 
Americans need strong oversight and stronger laws to bolster our 
national security, our private security, and our privacy protections 
to make sure that our sensitive data remains safe. If Americans 
were scared about what 23andMe might do with their data, they 
would be really scared if they thought about what DOGE and the 
Trump Administration are already doing with this data. congres-
sional Republicans cannot continue to ignore the Trump Adminis-
tration’s blatant attacks on and destruction of critical security and 
privacy protections across the government. This Trump Adminis-
tration has conducted mass terminations of critical Federal IT ex-
perts, chief information officers, and other technology professionals, 
while also removing many of the inspector generals that are meant 
to ensure good processes. DOGE, meanwhile, has seized unauthor-
ized access of Americans’ data, disregarding longstanding cyberse-
curity practices and existing data privacy laws. And thanks to a 
brave whistleblower, we know that here on the Oversight Com-
mittee, Democrats learned that DOGE is reportedly creating a 
master database of sensitive information from across all Federal 
agencies, an apparent violation of existing privacy and cybersecu-
rity protections that ensure that this data cannot be exploited or 
misused. 

But here on this Committee, unfortunately, the Majority is just 
ignoring this all and sacrificing our rights to data privacy and secu-
rity all to shield Elon Musk, Donald Trump, and their cronies from 
accountability. And again, I want to reiterate the fact that so many 
of our colleagues in this hearing focused on trans issues. They at-
tacked the trans community. I am not sure what that is about 
when we are talking about privacy. We are faced with real and 
clear threats to our privacy. This hearing raised some of them, but 
we ought to be thinking about the threats to our federally held pri-
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vacy as well. Congress has to open our eyes and address the 
threats in front of the American people much better. I yield back. 

Chairman COMER. Before I close, Ms. Wojcicki, there are news 
reports and rumors that Oracle and Executive Chairman Larry 
Ellison is the backer in your bid to acquire 23andMe. Are you 
aware of these rumors? 

Ms. WOJCICKI. I have read some news reports. 
Chairman COMER. Is Oracle the company backing? 
Ms. WOJCICKI. The current bid is exclusively from me. 
Chairman COMER. Is exclusively what? 
Ms. WOJCICKI. Is exclusively from me. 
Chairman COMER. All right. So, you are buying your own com-

pany out of bankruptcy exclusively? 
Ms. WOJCICKI. I am trying very hard. 
Chairman COMER. Wow. Very good. Okay. Well, I think that this 

was a very productive hearing. 
I want to thank our witnesses who are here today. I think it is 

very clear there is bipartisan concern that Americans’ sensitive ge-
netic data could end up in the hands of bad actors. We have heard 
commitment from the two witnesses from 23andMe today that that 
will not happen. We will be watching that very, very closely. And 
as the bankruptcy proceeding moves forward and more information 
is known about the state of the company, then this Committee will 
continue to conduct its investigation and continue to be trans-
parent with the American people on what we find and do every-
thing in our ability to see that America’s private data is protected 
from bad actors. 

So, with that, all Members have five legislative days within 
which to submit materials and additional written questions for the 
witnesses, which will be forwarded to the witnesses. 

Chairman COMER. If there is no further business, without objec-
tion, the Committee stands adjourned. Thank you all. 

[Whereupon, at 1:26 p.m., the Committee was adjourned.] 
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